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	Reason for change:
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	To current standards, the usage monitoring capability shall be possible to apply for a group of services data flows. But, it is not clear whether the usage of individual service data flow can be counted in more than one group of service data flows monitored in different monitoring groups. As an operator, we need to make flexible control based on different monitoring groups, and allows different groups include the same one or more services data flows. We think it is necessary to make this clear in the specification.
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	Clarify that the usage of individual service data flow can be counted in more than one group of service data flows.
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	It is impossible for operators to make flexible control based on different monitoring groups when these groups include the same one or more services data flows.
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**** First Change ****

4.4
Usage Monitoring Control

It shall be possible to apply usage monitoring for the accumulated usage of network resources on a per IP-CAN session and user basis. This capability is required for enforcing dynamic policy decisions based on the total network usage in real-time.

The PCRF that use usage monitoring for making dynamic policy decisions shall set and send the applicable thresholds to the PCEF for monitoring. The usage monitoring thresholds shall be based on volume. The PCEF shall notify the PCRF when a threshold is reached and report the accumulated usage since the last report for usage monitoring.

The usage monitoring capability shall be possible to apply for an individual service data flow, a group of services data flows, or for all traffic of an IP-CAN session. It shall be possible to count usage from individual service data flows in more than one group of service data flows. Usage monitoring shall be applicable both for service data flows associated with predefined PCC rules and dynamic PCC rules. 
**** End ****
