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Abstract of the contribution: This paper analyzes the technical aspects of a TDF standalone in the description of the key issue of Service Awareness and privacy policies in TR 23.813.  

1
Introduction

The current description of the key issue 4 in TR 23.813 proposes to define a new functional entity, called TDF that can be collocated with the PCEF or a standalone entity.

This contribution is discussing technical aspects of placing the TDF in a different node than the GW.

2 
Discussion

2.1 
Motivation

From the discussions held at SA2#79 it is evident that the definition and role of the standalone TDF is unclear. It has been suggested to be a service data flow detection function that reports detected services to the PCRF in order to provide dynamic QoS for services such as streaming video. 
It has also been proposed that the role of the standalone TDF may be a subset of the PCEF that provides policy and charging control in particular for those services that have multiple service data flows per service session (e.g. p2p services like BitTorrent or eDonkey).

We here analyse the functional and non-functional aspects of the proposal to have a TDF standalone with enforcement capabilities.
2.2. Analysis
Assume that the TDF standalone is introduced with enforcement capabilities. The following functions are then affected:
· Credit Management:

· Multiple Gy interfaces per IP-CAN session would be needed. In order to do online charging from the standalone TDF both the PCEF and the standalone TDF will have to establish individual Gy sessions towards the OCS. This will complicate credit management at the OCS i.e. the same packet will be subject to credit control in two different places. Note that one credit management session per PDP-contexts is established by the GGSN for GPRS. The standalone TDF can however only establish one Gy session per IP-CAN session.

· Credit management is dependent on IP-CAN session specific information (RAT-type, Location, User CSG information). This kind of information is not available at the standalone TDF i.e. certain Credit reauthorization triggers may not be possible to monitor. As a result it is not certain that a correct rate can be determined for a service by the OCS. SA5 would have to be contacted to fully analyze the consequences of this.
· Reporting

· Charging information is currently specified to be reported by the PCEF to online and offline charging functions on a per IP-CAN bearer basis when the BBF resides in the PCEF and per QCI and ARP combination when the BBF is no located in the PCEF. Correlation of charging information is based on charging ID that is generated by the PCEF. The standalone TDF does not have this information why correlation of charging information reported in CDRs and over Gz will not be possible between standalone TDF and PGW.

· Note that the standalone TDF will have to produce CDRs in order to support reporting.
· In case flow based QoS enforcement is performed by the standalone TDF the charging information reported by the TDF and the PGW for online and offline charging purposes may be different in the UL direction due to dropped packets in the standalone TDF 
· The charging information reported by the TDF and by the PGW for online charging and offline charging may also be different in the DL direction due to dropped packets in the PGW as a result of DL enforcement of APN-AMBR in the PGW. 

· Note that the standalone TDF is not aware of the APN of an IP-CAN session and therefore can not enforce APN-AMBR.

· Policy Enforcement. 
· Enforcement of authorized QoS can be done on multiple levels i.e. on PCC-rule level, on bearer level and in addition on an aggregated level for all active PDN-connections of the same APN (APN-AMBR). The current PCC architecture has been built around the concept of a single point of enforcement. With a distributed enforcement this architecture will have to be re-evaluated. Here are some examples of what must be considered:
· If QoS has been authorized on bearer level and on PCC-rule level at the same time the enforcement of authorized QoS of individual PCC rules shall take place first according to 23.203. The standalone TDF does not have any bearer knowledge and therefore can not comply with this requirement for the UL. Enforcement of bearer level QoS for the UL will have to be done at the GW prior to flow level QoS enforcements can be done at the stand alone TDF.
· If UL gating of flows is performed in a stand alone TDF then that would have to be done after APN-AMBR enforcement in the GW.
In addition, in case Gx is used between a PCRF and stand alone TDF (this seems logical in case the stand alone TDF needs to do enforcement) solely for the purpose of gating and QoS enforcement on a SDF-level then only a limited scope of the functionality defined for Gx would apply. 

· Provisioning of IP-CAN specific information to the PCRF is not possible from the stand alone TDF.
· Event reporting will be limited from the stand alone TDF.

· Any parameter and function related to at least charging, bearer management, authorized QoS per bearer and authorized QoS per APN or QoS for the Default bearer would not be applicable.

Considering the limited use of Gx functions it would be reasonable to consider the definition of a new Gx-based reference point for this purpose.
Finally a non-functional aspect worth considering. Even if a standalone TDF performs traffic inspection for flow based QoS enforcement reasons only the GW may still have to inspect the traffic again for Flow Based Charging purposes and must do so for bearer binding purposes. 

If we instead assume that the stand alone TDF is introduced with service reporting possibilities, but without enforcement functionality, then there is still possibilities to obtain scalability for packet inspection. In this case traffic inspection could be activated at the GW only at need, e.g. once the stand alone TDF has reported to the PCRF that a certain amount of P2P traffic has been detected then service detection is activated at the GW to do QoS enforcement or gating on a SDF level. Since enforcement is still done in the PCEF there would be no major impacts on the existing PCC architecture in this case.
Thus performance alone is not a straightforward motivation to move the flow QoS enforcement to a standalone entity for the general case. There are options that should be considered such as the above mentioned example.
3. Conclusions
Considering the impacts on existing PCC functions and interfaces if a standalone TDF is allowed to do policy and charging enforcement and that there exists alternatives to achieve scalability for packet inspection that does not imply to distribute the enforcement we propose to define the responsibilities of the stand alone TDF to be a service reporting entity only. If no such agreement can be made we propose to remove the standalone TDF from the scope of the key issue and to study only the case when the TDF is co-located with the PCEF in order to progress the work. Two related P-CRs (S2-103633, S2-103634) have been submitted for this. Depending on the outcome of the SA2 discussion one of those P-CRs will be withdrawn.
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