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Abstract of the contribution: This contribution proposed the reference architecture for roaming when ePDG located in HPLMN.
Discussion
The roaming architecture has been defined in TR 23.839. When UE attaches to fixed network in VPLMN, in the reference architceture the ePDG is located located in VPLMN.
According to TS 23.402, UE can select the ePDG based on static configuration or by means of DNS query with a FQDN based on PLMN ID. If UE knows VPLMN ID, UE can construct the FQDN using VPLMN ID, otherwise, UE constructs the FQDN using the HPLMN ID. So the UE can select a ePDG in either a VPLMN or HPLMN. 
Let consider the ePDG located in the HPLMN and a UE in roaming in a BBF Access network. First, we consider that BBF network support EAP-AKA. UE attachment procedure is as follows

1.  BBF network authenticates UE. UE, BBF AAA, 3GPP AAA/HSS involved;

2. BPCF initiates S9* session to v-PCRF;

3. v-PCRF initiates S9 session to h-PCRF;

4. UE selects the ePDG. If ePDG is located in v-PLMN, eDPG/v-AAA/h-AAA are involved for authentication. If ePDG is located in h-PLMN, only ePDG/h-AAA are involved.

5. ePDG establishes GTP/PMIP session to PGW and PGW establishes Gx session to h-PCRF.

There are not different for Step 1-3 and 5 whether ePDG located in v-PLMN or h-PLMN.

Let consider now the scenario of a BBF network not supporting the EAP-AKA, UE attachment procedure is described in the following:

1. BBF network authenticates UE. There is not any mobile network element involved;

2. UE selects the ePDG which is located in v-PLMN/h-PLMN。 If ePDG is located in v-PLMN, then the eDPG/v-AAA/h-AAA are involved for authentication. If ePDG is located in h-PLMN, only ePDG/h-AAA are involved;

3. ePDG establishes GTP/PMIP session to PGW and PGW establishes Gx session to h-PCRF;

4. h-PCRF initiates S9 session to v-PCRF, based on UE local IP to select vPCRF;

5. v-PCRF initiates S9* session to BPCF, based on UE local IP to select vPCRF;.

In both scenarios the interworking is performed via V-PCRF.

The specification does not exclude that the BPCF can contact directly the HPCRF or the HPCRF can contact directly the BPCF, but the precondition is the existence of an agreement between the parties. In fact, if there is not mutal agreement or relationship the BPCF will reject coming form an unknown PCRF or most probably there is not “routing” between the BPCF abd the H-PCRF.
In the TR the case of ePDG in HPLMN is not represented explicitly in the reference architecture, hence considering that the TR is addressing the BBF access interworking and it is also destinated to a more broad audience than 3GPP expert, it is proposed to add a note referencing scenario of ePDG in HPLMN. 
Furthermore it should be noted that the in case of ePDG in the HPLMN the UE establish an IP sec tunnel directly with HPLMN, so in roaming scenario according to the IP routing the traffic can reach the HPLMN from the BNG without traversing the VPLMN network. 
Proposal
* * * Start of 1st Change * * *  
5.1.2 
Architecture for building block I

The Figure 5.1.2.-1, 5.1.2-2 and 5.1.2-3 show the reference architecture for the non-roaming scenario and with the traffic routed to the mobile core network. The figure 5.1.2-4. 5.1.2-5 and 5.1.2-6 show the reference architecture for the roaming scenario with the traffic routed to the home network. The figure 5.1.2-7, 5.1.2-8 and 5.1.2-9 show the reference architecture for the roaming scenario with the local breakout in Visited PLMN.
Editor’s Note: The reference architecture for LIPA and SIPTO for local network is FFS. For more detail refer to 3GPP TR 23.829.

The following considerations apply to interfaces and reference points where they occur in figures in this clause:

-
S5 and S8 can be GTP-based or PMIP-based.

-
Gxc is used only in the case of PMIP variant of S5 or S8.

-
S9 is used between the H-PCRF and V-PCRF in roaming scenario 

-
S9* (used between 3GPP and BBF domains) is used between the PCRF and BPCF* in scenarios where both 3GPP and BBF access networks belong to the same operator or to different operators.
- 
the reference points internal to the BBF access network are defined or are under definition by Broadband Forum and are out of the scope of this Technical Report.

NOTE 1:
SWu shown in Figure 5.1.2-1 also applies to architectural reference for untrusted scenario in Figures  5.1.2-3, 5.1.2-4, 5.1.2-6, 5.1.2-7 and 5.1.2-9,  for the untrusted scenario with s2c but is not shown for simplicity.
Editor’s Note:  The Gxb reference point is not defined in Rel-8 and Rel-9. The usage of Gxb within the scope of BBF access interworking  is FFS.

The ANDSF is not shown in any of the following figures, but it may be used in all architectural variants, according to the principles defined in 3GPP TS 23.402.

[image: image1.emf]BRAS/BNG

BBF defined access and network

BPCF*

AN (e.g

DSLAM/ONT)

SAE Core Network

SGi

PCRF

Gx

HSS

Operator’s IP 

Services 

(e.g. IMS, PSS etc.)

SWx

S6b

Rx

PDN     

Gateway

3GPP AAA 

Server

S2b

Gxc

S5 

S6a

Serving

Gateway 

ePDG

SWm

SWa

3GPP 

Access

S9*

Customer Premises Network

WiFi

AP

RG

UE

BBF 

Device

BBF AAA  

proxy

SWn

SWu


Figure 5.1.2-1: Non-Roaming Architecture for untrusted BBF access network based on S2b

NOTE 2: The reference architecture is applicable when the 3GPP and BBF access networks belongs to the same network operator or to different network operators 
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Figure 5.1.2-2: Non-Roaming Architecture for trusted BBF access network based on S2c

NOTE 3: The reference architecture is applicable when both 3GPP and BBF network belongs to the same network operator or to different network operators 
NOTE 4: The connection between the BRAS/BNG and PDN Gateway is IP transport connection 
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Figure 5.1.2-3: Non-Roaming Architecture for untrusted BBF access network based on S2c

NOTE 5: The reference architecture is applicable when both 3GPP and BBF network belongs to the same network operator or to different network operators 
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Figure 5.1.2-4: Roaming Architecture for untrusted BBF access network based on S2b – Home routed traffic

NOTE 6: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  
NOTE 7： The ePDG can be also located in HPLMN. If the UE selects the ePDG that belongs to HPLMN the traffic is routed to the HPLMN via the SWu interface. According to the IP routing implemented the SWu may not traverse the VPLMN. The S9* session may be established via V-PCRF or directly between the H-PCRF and the BPCF, if allowed by agreement between the parties and the network configuration.
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Figure 5.1.2-5: Roaming Architecture for trusted BBF access network using s2c - Home Routed
NOTE 8: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  

NOTE 9: The connection between the BRAS/BNG and PDN Gateway is a IP transport connection 
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Figure 5.1.2-6: Roaming Architecture for untrusted BBF access network using s2c - Home Routed
NOTE 10: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  
NOTE 11：The ePDG can be also located in HPLMN. If the UE selects the ePDG that belongs to HPLMN the traffic is routed to the HPLMN via the SWn interface. According to the IP routing implemented the SWn may not traverse the VPLMN. The S9* session may be established via V-PCRF or directly between the H-PCRF and the BPCF, if allowed by agreement between the parties and the network configuration. 

[image: image7.emf]3GPP 

Access

BRAS/BNG

BBF defined access and network

BPCF*

AN (e.g

DSLAM/ONT)

SGi

H-PCRF

Rx

HSS

Operator’s IP Services 

(e.g. IMS, PSS etc.)

SWx

V-PLMN

S6b

Rx

PDN     

Gateway

3GPP AAA 

Proxy

Gxc

S5 

S6a

Serving

Gateway 

ePDG

SWm

SWa

S9*

Customer Premises Network

WiFi

AP

RG

UE

Media 

Center

BBF AAA

Proxy 

SWn

3GPP AAA 

Server

V-PCRF

S9

SWd

H-PLMN

S2b

Visited  IP Services 

SWu

Gx

BBF 

Device


Figure 5.1.2-7: Roaming Architecture for untrusted BBF access network using s2b – Local breakout in V-PLMN
NOTE 12:
The two Rx instances in Figure 5.1.2-7 apply to different application functions in the HPLMN and VPLMN.

NOTE 13: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators .  
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Figure 5.1.2-8: Roaming Architecture for trusted  BBF access network using s2c – Local breakout in V-PLMN
NOTE 14: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators.  
NOTE 15:
The two Rx instances in Figure 5.1.2-8 apply to different application functions in the HPLMN and VPLMN.

NOTE 16: The connection between the BRAS/BNG and PDN Gateway is a IP transport connection 
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Figure 5.1.2-9: Roaming Architecture for untrusted  BBF access network using s2c – Local breakout in V-PLMN
NOTE 17: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators.  
NOTE 18:
The two Rx instances in Figure 5.1.2-9 apply to different application functions in the HPLMN and VPLMN.
NOTE 19：The ePDG can be also located in HPLMN. If the UE selects the ePDG that belongs to HPLMN the traffic is routed to the HPLMN via the SWn interface. According to the IP routing implemented the SWn may not traverse the VPLMN. The S9* session may be established via V-PCRF or directly between the H-PCRF and the BPCF, if allowed by agreement between the parties and the network configuration.
* * * End of 1st Change * * *  
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