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4.3
High level functions

4.3.1
S2c and H1 extensions for IP flow mobility

4.3.1.1
General

The granularity of access system connectivity and inter system mobility based on 3GPP TS 23.402 and 3GPP 23.327 is per PDN connection basis. This implies that when a handover occurs all the IP flows belonging to the same PDN connection are moved from the source access system to the target access system.

With IP flow mobility it is possible to have a finer granularity via inter-system routing policies based on 3GPP TS 23.402 [3] such that the handover procedures can be applied to a single or multiple IP flows belonging to the same PDN connection. This implies that some IP flows of one PDN connection can be routed via one access system while simultaneously some IP flows of the same PDN connection can be routed via another access system.

To achieve IP flow mobility the inter-system routing signalling is enhanced in order to carry routing filters. The extensions to DSMIPv6 mobility signalling needed to carry routing filters when the UE is connected to multiple accesses simultaneously are specified in RFC 5648 [7] and IETF draft-ietf-mext-flow-binding [8] and are applicable to both S2c and H1.

4.3.1.2
DSMIPv6 enhancements

When a UE configures different IPv6 global addresses on multiple accesses, it can register these addresses with the HA as CoAs using multiple bindings as specified in IETF RFC 5648 [7].

To register multiple bindings, the UE generates a Binding ID (BID) for each CoA and stores the BID in the binding update list. The UE then registers its CoAs by sending a Binding Update (BU) with a Binding Identifier mobility option. The BID is included in the Binding Identifier mobility option. When the UE is on the home link in one of the access, the CoA field is set to the HoA in the respective BID.

When the HA receives the BU with a Binding Identifier mobility option, it copies the BID from the mobility option to the corresponding field in the Binding Cache entry. If there is an existing Binding Cache entry for the UE, and if the BID in the BU does not match the one with the existing entry, the HA creates a new Binding Cache entry for the new CoA and BID.

Based on this extension, a typical Binding Cache in HA according to this specification in case the UE is not on the home link is shown in Table 4.3.1.2-1.

NOTE:
A BID is only unique for a given HoA, i.e. different mobile nodes can use the same BID value.

Table 4.3.1.2-1: Binding Cache in HA supporting multiple CoAs registration

	Home Address
	Care-of Address
	Binding ID
	Priority

	HoA1
	CoA1
	BID1
	x

	HoA1
	CoA2
	BID2
	y

	…
	…
	…
	…


In order to route IP flows through a specific access, the UE needs to request to store routing filters for that access at the HA: the UE includes the Flow Identification (FID) mobility option in the BU message as defined in IETF draft-ietf-mext-flow-binding [8]. The FID option defines a routing rule which contains a routing filter and a routing address. The routing address (either CoA or HoA) is indicated by the BID. The routing filter is included in the DSMIPv6 signalling as described in draft-ietf-mext-binary-ts [12]. The routing filters are unidirectional and can be different for uplink and downlink traffic.

It is assumed that between UE and the Home Agent function there is always a default routing address via which packets not matching any specific routing filter are routed. The UE provides a relative priority with each BID, where the BID with the highest priority is the default route. The UE may update the priority of a BID during IP flow mobility procedures.
To install/remove/move an IP flow, the UE shall create a new IP flow binding or remove/update the IP flow binding at the HA by using DSMIPv6 signalling as specified in RFC 5555 [2], RFC 5648 [7] and draft-ietf-mext-flow-binding [8].

 An example of a typical Binding Cache in HA with routing filters is shown in Table 4.3.1.2-2. Note that a FID is only unique for a given HoA, i.e. different PDN connections can use the same FID value. Each flow binding entry contains a relative priority.
Table 4.3.1.2-2: Binding Cache in HA supporting flow bindings
	Home Address
	Routing Address
	Binding ID
	BID Priority
	Flow ID
	FID Priority
	Routing Filter 

	HoA1
	CoA1
	BID1
	x
	FID1
	a
	Description of IP flows…

	
	
	
	
	FID2
	b
	Description of IP flows…

	HoA1
	CoA2
	BID2
	y
	FID3
	…
	…


NOTE:
This clause shows only a conceptual representation of the binding cache. The actual format is implementation specific.
4.3.2
Policy provisioning for Inter-system routing and IP flow mobility
As specified in TS 23.402 [3], the UE may be provisioned with three sets of information:

-
Inter System Mobility policies.

-
Access Network Discovery Information.
-  Inter-System Routing policies.
Inter-system mobility policies, access network discovery information and Inter-system routing policies are provided to the UE by the operator, either through the ANDSF or by means of static pre-configuration of the UE.
If inter-system routing policies is applied for IP flow mobility in order to allow the operator to indicate to the UE through which access technology IP flows are expected to be routed, IP flow class specific inter system mobility policies are introduced in TS 23.402 [3]. Such policies can be defined per APN, per IP flow class under any APN or per IP flow class under a specific APN.

For IP flows that are routed over WLAN, the IP flow class specific inter-system routing policies also specify whether the traffic should be routed through the HA or directly via the WLAN access, bypassing the HA.

The normative procedures for ANDSF and UE can be found in TS 23.402 [3].

Editor's note: The normative procedures for policy provisioning of inter-system routing for IP flow mobility are expected to be included in TS 23.402 as the work progresses.

* * * Second Change * * * *
5
IP Flow Mobility procedures and flows

5.1
General

This section describes the IP flow mobility procedures for different scenarios. The call flows are described in a common way for I-WLAN and EPS and the procedures which are applicable to EPS only are marked as optional and identified as not applicable to an I-WLAN mobility deployment. Furthermore the call flows do not differentiate between trusted or untrusted accesses as the IP flow mobility procedures are common as soon as the UE configures a Care-of Address.

5.2
PDN connection establishment over first access

5.2.1
General

This clause specifies the additional UE procedures when establishing a PDN connection through a 3GPP or through a WLAN access when the UE supports IP flow mobility. In these flows it is assumed that the UE has not established the PDN connection through any access yet and the IP flow mobility capable PDN Gateway is collocated with HA, i.e. HA is IP flow mobility capable.
NOTE:
In the rest of the document the PDN connection establishment procedure is meant to be PDP context activation procedure in case of I-WLAN mobility architecture.

5.2.2
PDN connection establishment over 3GPP access

The UE performs the initial PDN connection establishment to a 3GPP access as shown in Figure 5.2.2-1. This procedure applies independently whether the UE attaches to EPS or GPRS.
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Figure 5.2.2-1 PDN connection procedure over 3GPP access

1.
The initial PDN establishment procedure is performed by the UE according to TS 23.401 [10] or TS 23.060 [11], depending if the PDN connection establishment is to EPS or GPRS. During this step an IPv4 address and/or an IPv6 address/prefix is assigned to the UE.
NOTE 1:  The following steps can be regarded as a proactive procedure for the IP flow mobility enabled UE who discovers a potential access to add and may perform IP flow mobility. The triggering of the proactive procedure can be UE implementation dependent.
2.
The UE performs HA discovery, DSMIPv6 bootstrapping and the home link detection procedure as described in TS 23.402 [3] or TS 23.327 [4]. If the IP Flow Mobility capable PDN Gateway discovered by the UE for the S2c reference point is different from the PDN Gateway allocated at initial network attachment, PDN Gateway reallocation for the S2c reference point is triggered by the AAA/HSS during DSMIPv6 bootstrapping [3].
Editor’s Note: A procedure for the UE to check the IP Flow Mobility capability of the PDN GW is needed. This can be done either via PCO or creating a home binding sending a BU after the Home Link Detection procedure via IKEv2 is done or using the IKEv2 signaling. The actual procedure(s) is FFS.
3.
If the UE detects it is not on the home link, the UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID) message to the HA as specified in RFC 5555 [2] and RFC 5648 [7]. The inclusion of the BID option at this stage is an indication that the UE supports IP Flow Mobility extensions. The UE may also include some FID options as described in draft-ietf-mext-flow-binding [8].

NOTE 2:
The receipt of policies on IP flow mobility from the ANDSF of a given PLMN can be considered by the UE as an implicit indication that the Home Agents of that PLMN support IP flow mobility.


NOTE 3:
This step cannot happen in case IP flow mobility is used in EPS as 3GPP is always the home link in EPS.

4.
The HA validates the BU, installs the IP flow mobility routing rules, establishes the DSMIPv6 bindings and sends a BA to the UE per RFC 5555 [2], RFC 5648 [7] and draft-ietf-mext-flow-binding [8].
In this step the UE detects if the HA supports IP flow mobility. If the HA does not support IP flow mobility, it does not acknowledge the BID option and the FID option as described in RFC 5648 [7] and draft-ietf-mext-flow-binding [8]. If the UE detects that the Home Agent does not support IP flow mobility, the UE shall disable IP flow mobility until the UE disconnects from that PDN connection.
5.2.3
PDN connection establishment over WLAN

The UE performs the initial PDN connection establishment over a WLAN access as shown in Figure 5.2.3-1.
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Figure 5.2.3-1 PDN connection procedure over non-3GPP access

1.
The UE connects to the WLAN and configures an IPv4 address and/or an IPv6 address/prefix. Depending on the specific scenario considered the UE attaches either to a trusted WLAN, an ePDG via an untrusted WLAN or to a PDG via a I-WLAN access as specified in TS 23.402 [3] or TS 23.327 [4]. If the UE connects to PDG or ePDG, an IPv4 address and/or an IPv6 address/prefix is assigned to the UE.

2.
If the UE connects to a Trusted non-3GPP access and dynamic PCC is deployed, a GW control session may be established as specified in TS 23.203 [5].
NOTE 1:  The following steps can be regarded as a proactive procedure for the IP flow mobility enabled UE who discovers potential access network to add and performs IP flow mobility. The triggering of the proactive procedure can be UE implementation dependent.
3.
The UE performs HA discovery, DSMIPv6 bootstrapping and the home link detection procedure as described in TS 23.402 [3] or TS 23.327 [4].

4.
If the UE detects it is not on the home link, the UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID) message to the HA as specified in RFC 5555 [2] and RFC 5648 [7]. The inclusion of the BID option at this stage is an indication that the UE supports IP Flow Mobility extensions. The BID option contains the Binding ID of the WLAN access. The UE may also include some FID options as described in draft-ietf-mext-flow-binding [8].
5.
If the HA function is located in the PDN GW and dynamic PCC is deployed, the PDN GW performs an IP-CAN session establishment procedure with the PCRF as specified in TS 23.203 [5].

6
The HA validates the BU, installs the IP flow mobility routing rules, establishes the DSMIPv6 bindings and sends a BA to the UE per RFC 5555 [2], RFC 5648 [7] and draft-ietf-mext-flow-binding [8].

In this step the UE detects if the HA supports IP flow mobility. If the HA does not support IP flow mobility, it does not acknowledge the BID option and the FID option as described in RFC 5648 [7] and draft-ietf-mext-flow-binding [8]. If the UE detects that the Home Agent does not support IP flow mobility, the UE shall disable IP flow mobility until the UE disconnects from that PDN connection
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