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Change #1
Annex X (normative):
Load Balancing 

X.1
General

In order to perform Load Balancing between P-CSCFs or S-CSCFs, a new function called the Load Detection Function (LDF) is proposed to monitor and store the load information of all P-CSCFs and S-CSCFs, (e.g., CPU and Memory Usage, currently supported number of users, or service related factors) and execute policies based on that to, e.g., select P/S-CSCFs. 

The functions of the LDF include:
· Monitor and store the load information of network entities( e.g., P-CSCF, S-CSCF) in an operator’s domain;
NOTE: Periodic monitoring or a threshold crossing indication mechanism can be used by the LDF to obtain load information of network entities for excuting Load Balancing policies. 
· Make Load Balancing decision/policy such as triggering a proper network re-configuration with a certain pre-tested configuration or performing a purely dynamic Load Balancing algorithm; 

· Download the load balance decision/policy to related network entities (e.g. DNS) to execute.

X.2
Reference architecture
The figure below illustrates the reference points of the LDF, where the interconnection between LDF and other Load Balancing involved entities is through OAM: 
· The LDF monitors the load of IMS entities through OMC(OAM) via the Lm reference point. 

· The LDF downloads the load balance decision/policy to DNS through OMC(OAM) via the Ln reference point,and DNS UPDATE mechanism defined in RFC 2136 can be reused to implement this functionality. 

[image: image1]
Fig  Annex X.1 LDF architecture
NOTE: Considerations need to be made for the redundancy and reliability mechanisms for the LDF to ensure the availability of the LDF. .
Periodic monitoring of a CSCF's load induces an additional workload on this CSCF. Monitoring shall be designed in such a way that such added workload is negligible compared to the workload caused by normal operations of the CSCF such as SIP routing.
X.3
Information flow
X.3.1 P-CSCF Load Balancing during initial registration

[image: image2]
Fig Annex X.2: Information flow for P-CSCF Load Balancing
1. The LDF/OMC interacts with the P-CSCFs in the same domain to obtain load information of P-CSCFs, and updates the DNS accordingly (e.g. periodically or through a threshold crossing indication mechanism). This is achieved either by querying each P-CSCF, or by collecting information reported by the P‑CSCFs.
2. UE initiates an address query for P-CSCF to DNS. 
3. DNS implements a Load Balancing algorithm and return the IP address of a relatively low-load P-CSCF-1. If all available LDF/OMCs go out of service for some reason, DNS is required to be aware of this failure and fall back to the static P-CSCF assignment mechanism (e.g., round robin) without considering load information.
4. UE sends IMS registration request to P-CSCF-1.
NOTE: DNS caching may break this Load Balancing mechanism, if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this Load Balancing mechanism.
X.3.2 S-CSCF Load Balancing during initial registration
The following figure shows an information flow where a relatively low-load S-CSCF is selected during IMS initial registration.
Fig X.3: Information flow for S-CSCF Load Balancing at initial registration

1. The LDF/OMC interacts with the S-CSCFs in the same domain to obtain load information of S-CSCFs, and updates the DNS accordingly (e.g. periodically or through a threshold crossing indication mechanism). This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
2. The I-CSCF receives a IMS registration request from a UE.
3. The I‑CSCF sends the Cx query to the HSS to find an appropriate S-CSCF.
4. The I-CSCF receives a Cx response, which contains the server capabilities, from HSS if no S-CSCF is assigned to the user.
5. In the case where Cx response contains server capabilities, the I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.
6. The I-CSCF performs a DNS query to resolve the domain name constructed at step 5 or the S-CSCF address received by the HSS at step 4.
7. The I-CSCF receives a response containing address(es) of preferable S-CSCFs from the LDF/OMC.
8. The I-CSCF sends the IMS registration request to the S-CSCF.
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