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Abstract of the contribution: This contribution gives some consideration on the access grant time interval for Time Controlled MTC feature.
1. Introduction

The concept of ‘access grant time interval’, ‘forbidden time interval’, and ‘access duration period’ was introduced in SA1 #49 and the latest version of TS 22.368 includes additional requirements on these time intervals and duration period.  Among them, considering the dynamic change of the access time interval in visited PLMNs based on local criteria (e.g. daily traffic load, time zone) and even in home PLMN based on current network load, this contribution gives a question whether the HLR/HSS needs to maintain the access grant time interval.
2. Discussion

It is described in current version of 23.888 that the authorized time period is provided by the network operator within the MTC subscription in HLR/HSS.  It would be transferred to SGSN/MME during the Attachment, RA or TA Update procedures, and then the SGSN/MME can alter the time periods based on local operator’s policy. 
We can assume that all of ‘access grant time interval’, ‘forbidden time interval’, and ‘access duration period’ are provisioned by HLR/HSS also, as with the agreement on the authorized time period.  
However, the access grant time interval could be dynamically changed by visited and home network operator to a value totally different from that received from the HLR/HSS.  
When MTC devices roam into a visited PLMN, the visited network operator can change the access time interval for several reasons as follows:
· Different busy-period (daily traffic load) of the visited PLMN 
· Different time zone of the visited PLMN 
· Different priority or service policy of MTC applications in visited PLMN 
· Local network problems in visited PLMN 
Since the network load could be time-varying, even the home PLMN can also adjust the access grant time interval better suited for the current load, regardless of that received from the HLR/HSS. 
It means that the access grant time interval provisioned by HLR/HSS may not be useful for reducing the negative impact of MTC applications on the network in which the MTC device locates.  
Unlike the access grant time interval, the forbidden time interval is irrelevant to the current network load. (e.g. it is related to the MTC server maintenance time).  The access duration period is also tightly coupled with the characteristics of MTC applications or the amount of data to be transferred to/from the MTC devices.  (e.g. electronic meters may need short duration period while surveillance systems like CCTV may need relatively long duration).  
Therefore, it is proposed that only the forbidden time interval and the access duration period need to be provisioned within the MTC subscription in HLR/HSS, whereas the access grant time interval can be allocated and adjusted dynamically by home and visited network dynamically depending current or daily traffic load and network operator policies, as illustrated in figure 1. 
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Figure 1
3. Proposal

Based on the discussion above, the following additional text is proposed for time-controlled MTC feature in TR 23.888.  The key changes are highlighted with yellow. 
Start of the first change

5.9
Key Issue – Time Controlled
5.9.1
Use case description

MTC Devices with Time Controlled MTC Feature send / receive data only at certain access grant time interval. The home and the visited Network operators can allocate and adjust the access grant time interval dynamically based on criteria (e.g. daily traffic load, time zone, local operator policy) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the access grant time interval. The home network operator also can provision the forbidden time interval within the MTC subscription and does not allow MTC Devices to access the network during the forbidden time interval. The home network operator may want to restrict altering the forbidden time interval by the visited network operator e.g. to avoid traffic when the MTC server is in maintenance and prohibit the visited network operators from allocating the access grant time interval to be overlapped with the forbidden time interval The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these access grant time intervals. 
Typically, an MTC User agrees with an operator on a predefined time period for a group of MTC Devices. For many applications, individual MTC Devices do not need the total duration of this predefined time period to communicate with the MTC Server. Typically a 5-10 minutes communication window is sufficient for an individual MTC Device. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period e.g. through randomization of the start time of the individual communication windows. For a network operator, it can be beneficial that the MTC Devices are not attached outside their communication window. Therefore, the network operator should be able to enforce detach of an MTC Device from the network at the end of the communication window of a device.
5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate and adjust for an MTC device access grant time intervals during which signalling or user plane traffic to/from the network are allowed;
-
the network operator shall be able to provision for an MTC device forbidden time intervals within the MTC subscription during which signalling or user plane traffic to/from the network are disallowed;
-
the network shall be able to inform the MTC Device of access grant time interval(s) during which signalling or user plane traffic to/from the network are allowed;

-
enforcement of a detach of an MTC Device from the network at the end of the of the Device’s communication window;
-
roaming shall be supported for MTC devices with Time Controlled Feature.
-
the network shall be able to dynamically adjust the access grant time intervals.
-
the home network operator or MTC User shall be able to restrict the extent to which change of the forbidden time intervals is allowed by the visited network operator (e.g. to avoid traffic when the MTC server is in maintenance);

-
peaks in traffic (including signalling traffic) should be avoided (e.g. by randomization of the time during which the MTC Devices communicate.)

NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
End of the first change
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