SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #79
TD S2-XXXXXX
10 - 14 May, 2010, Kyoto, Japan


Source:
China Unicom
Title:
Time Control according to MTC device Identifiers
Document for:
Approval

Agenda Item:
9.7
Work Item / Release:
NIMTC / Rel-10

Abstract of the contribution: This contribution introduces an alternative Time Control Solution to the Time Control key issue. It is described the Time Controlled behaviour can be sequenced to prevent synchronization of communication (especially initial signalling) by MTC Devices based on MTC device identifiers.
Discussion
Simultaneous operations by too many MTC devices especially at the beginning of the time period may cause serious network or MTC server overload. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period. Randomization of the start time is a solution, which can assure uniform distribution over the pre-defined time period, but can not assure repetition. 
There is a key issue in the TS22.368 and TR 23.888 that the system shall be able to uniquely identify the ME. So the start time of each MTC device (
[image: image1.wmf]start

T

) can be initialized by the start time of pre-defined time period add offset according to MTC device identifiers. 
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This method especially suits to a group of MTC devices that share one Group Based MTC Features and which the duration of each device to access the network is determinate. 
Proposal

1) Modify the Time Controlled Key Issue.
First Change

5.9
Key Issue –Time Controlled
5.9.1
Use case description

MTC Devices with Time Controlled MTC Feature send / receive data only at certain pre-defined time periods. Network operators can pre-define / alter the time period based on criteria (e.g. daily traffic load) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the pre-defined time period. The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these pre-defined time periods. The home network operator may want to restrict altering the time period by the visited network operator e.g. to avoid traffic when the MTC server is in maintenance.

Typically, an MTC User agrees with an operator on a predefined time period for a group of MTC Devices. For many applications, individual MTC Devices do not need the total duration of this predefined time period to communicate with the MTC Server. Typically a 5-10 minutes communication window is sufficient for an individual MTC Device. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period e.g. through randomization of the start time of the individual communication windows , or through the start time of pre-defined time period add duration of access the network and offset according to MTC device identifiers.
For a network operator, it can be beneficial that the MTC Devices are not attached outside their communication window. Therefore, the network operator should be able to enforce detach of an MTC Device from the network at the end of the communication window of a device.
5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate for an MTC device time periods during which signalling or user plane traffic to/from the network are allowed;
-
the network shall be able to inform the MTC Device of time period(s) during which signalling or user plane traffic to/from the network are allowed;

-
enforcement of a detach of an MTC Device from the network at the end of the of the Device’s communication window;
-
roaming shall be supported for MTC devices with Time Controlled Feature.
-
the network shall be able to dynamically change the time periods.
-
the home network operator or MTC User shall be able to restrict the extent to which change of the time periods is allowed by the visited network operator (e.g. to avoid traffic when the MTC server is in maintenance);

-
peaks in traffic (including signalling traffic) should be avoided (e.g. by randomization of the time during which the MTC Devices communicate.)

NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
End Change

2) Add the following solution.
Second Change

6.X
Solution – Communication windows of devices distributed according to MTC Identifiers

6.X.1
Problem Solved / Gains Provided

See clause 5.9, “Key Issue – Time Controlled.”
6.X.2
General

Simultaneous operations by too many MTC devices especially at the beginning of the time period may cause serious network or MTC server overload.  
Simultaneous operations by too many MTC devices especially at the beginning of the time period may cause serious network or MTC server overload. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period. There is a key issue in the TS22.368 and TR 23.888 that the system shall be able to uniquely identifier the ME. So the start time of each MTC device (
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This method especially suits to a group of MTC devices that share one Group Based MTC Features and which the duration of each device to access the network is determinate. 
Editor’s Note: It is FFS how the MTC server can communicate with VPLMN when the MTC device is roaming.
6.X.3
Impacts on existing nodes or functionality

6.X.4
Evaluation

End Change
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