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This contribution introduces a possible solution to solve the lack of identifier due to the introduction of Machine Type Communication.
1 Discussion

Machine Type Communication introduces huge number of MTC devices to the network and this may cause lots of impacts to current network, e.g. Identifier, Subscription, Charging, etc.
A common issue is that the current identifier may not suit the need of huge number of MTC devices. Therefore possible solutions for the identifier are needed for MTC services. 

A large scale of MTC devices are deployed for operator specific service (e.g. operator provided smart metering), these MTC devices may never roam or even be equipped in fixed area. For these MTC devices, network operator can assign a private IMSI in which the MCC or MNC is fake (i.e. a fake MCC code is a special one which is not identified by ITU E.212, a fake MNC code is a special one which is not identified by the country holding the MCC). This can help operators to save the current identifiers for H2H communication.
It is recommended that ITU defines specific MCC codes reserved for operator private identifier, such as non-roaming IMSI for MTC service. For example, MCC code ‘000’ can be reserved by ITU for operator private identifier for non-roaming MTC devices.
This solution is used for non-roaming MTC devices but has no roaming confliction. For example, operator A can define its own private IMSI by setting the MCC code like ‘000’. Operator B can also define its own private IMSI B by setting the MCC code as ‘000’. If IMSI A holding by operator A is equal in digital with IMSI B holding by operator, IMSI B still can not access to the operator A’s PLMN since the authentication will failure as there is no same long-term key stored in USIM B as USIM A. Based on this consideration, there is no roaming conflict even the private IMSI address spaces are overlapped within different operators. 
A possible solution is given in this contribution and is proposed to adopt for those MTC devices within fixed area or non-roaming.

2 Proposal

It is proposed to add the following text to 3GPP TR 23.888.

***************************************************************************************************************************

START OF CHANGE

***************************************************************************************************************************

6.X
Solution – Operator Private Identifier

6.X.1
Problem Solved / Gains Provided

Machine Type Communication introduces a large number of MTC devices, and this raises the requirement of more identifiers than the current identifier mechanism can provide. This solution aims at the case of those MTC devices that are not movable.
6.X.2
General

For the operator specific services (e.g. operator provided smart metering) applied to those MTC devices which will not roam or be equipped in fixed area, operators can define private identifier for these MTC devices. A possible way is that the private identifier is figured with a fake MCC/MNC code (e.g. by setting the MCC code to ‘000’ which is not assigned to normal country by ITU E.212).

For example, operator A can define its own private IMSI A by setting the MCC code like ‘000’. Operator B can also define its own private IMSI B by setting the MCC code as ‘000’. If IMSI A holding by operator A is equal in digital with IMSI B holding by operator B, IMSI B still can not access to the operator A’s PLMN since the authentication will failure as there is no same long-term key stored in USIM B as in USIM A. Based on this consideration, there is no roaming conflict even the private IMSI address spaces are overlapped within different operators.

Editor’s Notes: It is recommended that ITU define specific MCC codes reserved for operator private identifier, such as non-roaming IMSI for MTC service.
For assuring this mechanism work well, operators shall make sure there is a valid entry in the HLR/HSS for those private identifiers, and also make sure the MTC device with a private identifier owned by the operator always finds the correct PLMN (i.e. the operator’s PLMN).

6.X.3
Impacts on existing nodes or functionality

There is no impact to current device and network entity.

6.X.4
Evaluation

***************************************************************************************************************************

END OF CHANGE

***************************************************************************************************************************
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