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Introduction

The Release 10 Work Item for IMS Emergency Session Enhancements (IESE) lists the objectives for the following:
-
Stage 1 will determine and specify the requirements for service initiated emergency calls, emergency calls from hosted enterprises, emergency calls being set up using a private numbering plan and emergency calls that must be authenticated by means of fixed broadband access authentication methods.

-
Stage 2 will specify an additional handling of emergency calls, based on the current architecture, to support the above-mentioned requirements.

The stage 2 is to be completed by SA#48, which implies a completion date of June 2010. 

The scenarios of service initiated emergency calls, emergency calls from hosted enterprises and emergency calls being set up using a private numbering plans all have one thing in common: the need to route via an application server in the home network. 
This paper explores architectural enhancements to handle the above mentioned emergency calls. The authentication methods for emergency calls over fixed broadband access are not covered in this paper. 
Emergency calls from hosted enterprises and use of private numbering plans
Emergency calls initiated from hosted enterprise users or emergency calls initiated using a private number scheme may require processing at application servers prior to forwarding the call towards an E-CSCF. Such processing may include translation of the calling party identity, translation of the called party identity (the emergency number), or both. Furthermore, it may be necessary to perform hosted enterprise specific services or actions on an emergency call initiated by a hosted enterprise user before forwarding the call to an E-CSCF. Thus routing of the emergency call is necessary from an AS towards an E-CSCF. Figure 1 and Figure 2 show that it is necessary to introduce a new reference point in order to route emergency calls from an AS to an E-CSCF. Figure 1 shows that a reference point between the E_CSCF and either the I-CSCF or the S-CSCF is required. As an alternative, Figure 2 shows a direct reference point from the AS to the E-CSCF. 
[image: image1.png]Home network

|UE/ussr | |P—CSCF |

| VS-CSCF ‘ ‘ AS |

| E-CSCF |

INV[TE dialled digis for emergency numb|

P-CSCF undble to resolve
dialled digith to
emergency Fervice URN.

"

(T T—

emergency number

1f the dialled digits can be
resolved to an emergency
service URN by either the
device or P-CSCF, then the
INVITE includes the service
URN in the Request URI and
no translation is required at AS

INVITE dialled
INVITE dialled digits for
digits for ETTETyENTY TImTEP)

Perform hosted services if
policy allows services to be
applied to emergency call.
Translate calling/called party ID
since user may be identified by
aprivate number plan. The.
emergency number dialled may.
be a private number that
resolvesto a public emergency
service — translate to
emergency service URN

INVITE umn:serfice so.

Always forward |
i emergency callstothe !
§ E-CSCF forfurther :

routing decisions

location server

E-CSCF, with assistance from LRF, uses location information provided in
the INVITE +service URN to determine which PSAP to route to. It is
determined that user is located in jurisdiction of home network and the
information resolves to a local PSAP. If no location information was
provided in INVITE, E-CSCF +LRF can obtain location from network

INVITE urn:service:sos

[ Contine call establishment

Media flows established for emdrgency call





Figure 1: Routing of an emergency call initiated by a hosted enterprise user – routing to E-CSCF via CSCF.

[image: image2.png]Home network

|UE/u=sr | |P—CSCF |

| VS-CSCF ‘

B

| E-CSCF |

INV[TE dialled digis for emergency numb|

P-CSCF undble to resolve
dialled digith to
emergency Fervice URN.

INVITE dialled

!mm '

INVITE dialled
digits for

digits for
emergency number

If the dialled digits can be
resolved to an emergency
service URN by either the
device or P-CSCF, then the
INVITE includes the service
URN in the Request URI and
no translation is required at AS

BTETyENTY TOMEP]

Perform hosted services if
policy allows services to be
applied to emergency call.
Translate calling/called party ID
since user may be identified by
aprivate number plan. The.
emergency number dialled may.
be a private number that
resolvesto a public emergency
service — translate to
emergency service URN

INVITE umn:service:si

Always forward |
emergency callstothe
E-CSCF forfuther :

routing decisions

location server

E-CSCF, with assistance from LRF, uses location information provided in
the INVITE +service URN to determine which PSAP to route to. It is
determined that user is located in jurisdiction of home network and the
information resolves to a local PSAP. If no location information was
provided in INVITE, E-CSCF +LRF can obtain location from network

INVITE urn:service:sos

[ Contine call establishment

Media flows established for emdrgency call





Figure 2: Routing of an emergency call initiated by a hosted enterprise user – routing to E-CSCF directly from AS.

Emergency calls initiated by a service

It can be envisaged that an emergency call can be initiated by a service such as a “click-to-call” type service utilising third party call control. Such a call is initiated by a AS in the home network serving the subscribed user. Thus similar to the above case of an emergency call initiated by a hosted enterprise user, it is necessary to route an emergency call initiated by a service from an AS towards an E-CSCF. 
Figure 3 shows one option of routing the emergency call from the AS to the E-CSCF via an I-CSCF. 
Figure 4 shows an alternative option of routing the emergency call from the AS to the E-CSCF via the S-CSCF that the user is registered at. In this scenario, it is also possible that the AS routes the emergency call first via and I-CSCF to determine which S-CSCF the user is registered at. Once, the S-CSCF is known, the call is routed to the S-CSCF and then towards the E-CSCF. 

Finally, Figure 5 shows an option of routing the emergency call directly from the AS to the E-CSCF. 
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Figure 3: Routing of emergency calls initiated by a service to the E-CSCF via an I-CSCF.
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Figure 4: Routing of emergency calls initiated by a service to the E-CSCF via the S-CSCF serving the user.
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Figure 4: Routing of emergency calls initiated by a service directly from the AS to the E-CSCF.
Addressing the roaming case

For the above scenarios only the non-roaming case has been discussed so far. But what about the roaming case? Such a scenario would require the routing of an emergency call from the home network to the local/visited network in order to route correctly to a local PSAP. However, this means the call would have to traverse not only network boundaries, but also in some cases, national boundaries. It is for further study whether such roaming considerations need to be included for this Work Item. If roaming is not included, then it will be necessary to include the following:
-
Preventing an emergency call initiated by a service on behalf of a roaming user;

-
Redirecting an emergency call initiated by a service on behalf of a roaming user to action the user to initiate the emergency call via different means (for example UE initiated emergency call); or

-
Preventing/redirecting an emergency call initiated by a roaming hosted enterprise user.

Are such actions carried out by the AS or as per the current IMS emergency services architecture, by the P-CSCF. In the case of emergency calls initiated by a service, performing restriction of the roaming case becomes more challenging since the P-CSCF is effectively acting in terminating a call towards a UE. 

Conclusions

This paper proposes 3 possible reference points to allow emergency calls to be routed from application servers to an E-CSCF in the home network. The 3 reference point options are as follows:
1.
AS (( E-CSCF

2.
I-CSCF (( E-CCSF

3.
S-CSCF ( ( E-CSCF 

The author’s recommendations are to adopt option number 3 for the purposes of scalability and least disruption to the current architecture. In the case of option 1, every AS, that may handle an emergency call, would be required to interface with the E-CSCF. In the case of option 2, there may be cases when the user is not IMS registered with any S-CSCF and thus routing via I-CSCF is necessary, however such calls, especially those initiated by an AS would fail (no routing information to contact the UE is available). In the case of option 3, routing the call from an AS usually occurs via the S-CSCF. Additionally, further authentication procedures at the S-CSCF are possible. 
It is recommended that the meeting discusses whether or not the roaming case should be included in the release 10 requirements.

For the case of emergency calls initiated by a hosted enterprise user or a user in a private numbering plan, it is for further study how routing via an AS is achieved. Currently, all emergency calls initiated by a UE are routed only via a P-CSCF, directly to the E-CSCF. Users shall be required to be identified as using a private numbing plan or as hosted enterprise users. In addition to number translation services, further discussion is required on whether or not other enterprise specific services can be applied to emergency calls before routing to the E-CSCF. 
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