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Abstract of the contribution:

This contribution presents details on a solution for Key issue 6 (Transactional Services) in TR23.813
Discussion

An alternative for key issue 6 (Transactional Services) is introduced.
The main use case is seen as a re-use of the existing infrastructure to support an authorization request by an Application Function supporting the transactional service towards the PCRF. The PCRF would respond with a success/failure indication to the authorization request.

The solution can support both setup/modification of an AF session using the existing supported session information method combined with a transactional service authorization.
In addition transactional service awareness can be introduced. A solution based on the key issue 4 “Service Awareness and Privacy Policies” can serve as a basis for providing notification of transactional service events detected in the PCEF/TDF.

Motivation for this is that transactional service awareness can provide the necessary feedback (i.e. Transactional service events detected) to the PCRF for the transactional service that was authorized over Rx.

For example if a given transactional service is limited to a number of discrete events within a given time period the PCEF/TDF can inform the PCRF of the detection of related events such that this may be taken into consideration at subsequent transactional service authorizations.
Proposal

The following changes are proposed to TR 23.813 v0.2.1
* * * Begin First Change * * * *

4.6
Key issue 6: Extending Policy Architecture to handle transactional services
4.6.1

Description

Current 3GPP PCC architecture usage is designed around the handling of IP flows. Many current / legacy (e.g. SMS) and future services (e.g. video rental) are however of transactional nature. In many scenarios it can be beneficial if there is a standardized mechanism for handling policies for such services via the PCC. For transactional services while the PCRF will act as the policy decision function and authorize requests for such services, the service logic and enforcement of PCRF authorized decisions will continue to reside within the service.

Editor’s note: The extent of such interaction and enforcement are subject to 3GPP scope and FFS.

4.6.2

Alternative solutions

4.6.2.1
Alternative 1 – Rx based solution
A possible architecture for transactional services can be realized based on the existing PCC architecture and through enhancement of the Rx reference point. 
The AF would have to have the logic to select the appropriate PCRF based on the subscriber-id. The AF takes the role of issuing transactional service requests towards the PCRF. The AF can either be triggered internally if directly supporting the transactional service or is triggered externally by the server supporting the transactional service. Any external triggers made by a transactional application server towards the AF is out of 3GPP scope.
The Rx reference point is used to support the transactional service by allowing the AF to identify the transactional service requiring authorization by the PCRF. 
In contrast to current support for application level session information based on IP flows the transactional services would be represented by additional information element(s) or possible re-use of the AF application identifier. 
The solution can support both setup/modification of an AF session using the existing supported session information method combined with a transactional service authorization.
In this case the PCRF performs session binding, then service authorization for the transactional services, then if the service is authorized, the PCRF proceeds with the existing steps (e.g. PCC/QoS authorization). 
The session authorization and the transactional service authorization can be handled independently. This allows transactional services authorizations to be rejected yet the IP session authorization to pass or vice versa when returning the AA-Answer command. 
4.6.2.1.1
Transactional Service Awareness 
In general the service awareness and privacy policy solutions (clause 4.4) can be used as a basis to provide a feedback mechanism to the PCRF regarding transactional service events detected in the network. This would enable the PCRF to make dynamic policy decisions.
In the case the TDF detects a transactional service it will report to the PCRF that a transactional service event was detected for a particular user session, including the Application-Identifier to identify the transactional service and the user IP address to allow session binding. The PCRF proceeds with the existing steps (e.g. session binding, PCC/QoS authorization). This allows transactional services authorizations to be rejected yet the IP session authorization to pass or vice versa when returning the AA-Answer command. 

Reuse of the service awareness (clause 4.4) provides necessary solutions for:
· Transactional service detection performed by a standalone entity or collocated with the PCEF
· User privacy policy checks

· Provisioning of detection rules corresponding to transactional services towards the TDF
· Reporting of transactional service detection to the PCRF
Examples of possible transactional service events on the IP-CAN which may be detected by the TDF and reported to the PCRF:
· UE originated SM over IP submission
· UE terminated SM over IP delivery reception
· Start/stop of video streaming

· Successful or unsuccessful ringtone download

· Successful or unsuccessful FTP/TFTP file download

· Successful or unsuccessful submission/ retrieval of email message (SMTP/POP3)

· Instant Message transmission/reception

4.6.3

Comparison of alternatives

4.6.4

Conclusion

* * * End Changes * * * *
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