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Discussion

This paper outlines the signalling required for each of the alternative solutions currently presented in the technical report, assuming the information flow detailed in S2-102084. A comparison of the alternatives is then presented based on these callflows. It appears from this comparison that alternative solution 2 (the Sy based approach) is the most efficient in terms of signalling, and the most flexible approach of the three.
Proposal

Start of modified section

4.3.3

Comparison of alternatives

4.3.2.3
Callflow comparison

Call flows are presented in the following sections for data session establishment, spend threshold breach (e.g. when $2 is just spent) and counter reset (e.g. at midnight). Key differences in the approaches will then be identified for the purposes of comparison.
4.3.2.3.1
Solution 1 Callflow - Unmodified Gx and Gy (configuration based solution)
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Figure 4.3.2.3.1: Callflow for alternative solution 1 - configuration based approach
4.3.2.3.2
Solution 2 Callflow - Sy
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Figure 4.3.2.3.2: Callflow for alternative solution 2 - Sy based approach
4.3.2.3.3
Solution 3 - Modified Gx and Gy
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Figure 4.3.2.3.3: Callflow for alternative solution 3 - Modified Gx/Gy based approach
4.3.2.3.4
Comparison

Solution 1 (configuration based approach) 

· This solution assumes that the spend limit and QoS apply only to a single service. This may be overly restrictive, for example we may want to monitor spend on a group of services or even monitor the total subscriber spend. It is not clear how this solution would address these situations. 

· PCRF can only discover initial counter state after service use has started, which means that PCRF must make an assumption on the counter state on its initial decision on data session initialization, which may need to be altered as soon as service data flow starts and the counter state update is received.

· PCRF can only discover that the counter has reset if service usage occurs. This may mean that PCRF is making decision based on incorrect information (e.g. if for example we wanted to alter bearer level QoS based on a spend limit for a particular service, PCRF would not know that the counter had been reset if the service is not being used). 

· On spend threshold breach, the PCEF will not allow service between when the final units are exhausted, and the updated PCC rule is installed. which may interrupt subscriber service.
· There is an increased signaling load on PCEF as all information must pass through it.
Solution 2 (Sy based approach)

· OCS can notify PCRF of counter state changes without service data needing to flow.

· Communication directly between OCS and PCRF allows PCRF to make its decision on data session establishment with knowledge of the initial counter state. This is the only solution that allows this.

· Since communication takes place directly between OCS and PCRF, there is no increase in signalling load in PCEF.

Solution 3 (modified Gx/Gy based approach)

· PCRF has to make an initial decision without the counter state on IP-CAN session initialization. When the PCEF receives the counter state it must send it back to PCRF, which and must make another decision with the initial counter state information. This increases the load on the PCRF, and since the policies for the data session may get updated with the second decision, this will increase the load on the PCEF as well.
· PCEF must essentially proxy all information flow between OCS and PCRF, increasing the signaling load on PCEF unnecessarily.

End of modified section 
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