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This document discusses coexistence and migration of solution 4 to solution 5 for SIPTO.
1 Introduction
Solution 4 is a solution that can support SIPTO for legacy UMTS UEs and has little impact on existing network deployment. Solution 5 could be chosen as the LTE macro SIPTO solution with some assumptions, e.g. most of the LTE UEs would have the capability to automatically bind the traffic generated by their applications to the appropriate APNs. 
This document discusses how solution 4 and solution 5 can coexist in an operator network, when the operator would first deploy solution 4 for UMTS and then deploy solution 5 later when LTE is rolled out.
2 Discussion
When the operator has only UMTS network and most of the UEs are single PDN capable, which is the common case nowadays, only solution 4 is deployed for SIPTO macro.

Then depending on the evolution on the UE side and on the network side, three cases can be foreseen:

Case 1: 
The operator decides to deploy LTE, but would like to perform offload on a smaller granularity level than APN-based regardless of the UE’s capabilities. Then the network entity with TOF can be updated to a SGW on the LTE side, i.e. a SGW plus TOF. In this case, there is no solution 5 deployed.

Case 2: 
The operator decides to deploy LTE, and would like to use solution 5 for both UTRAN and E-UTRAN accesses. Then the network entity with TOF can be updated to a L-GW. Only solution 5 is applied.
Case 3:

The operator decides to deploy LTE with distributed GWs and use solution 5 for multiple PDN UEs, while keep using solution 4 for single PDN UEs.

In this case:
· The GW selection mechanism is enhanced. And the network entity with previous TOF can be evolved to a local SAE GW, which depends on operator requirement and vendor implementation;

· The UEs supporting multiple PDN may use different APNs like “offload” and “non-offload” for offload and non-offload traffic.

· The UEs supporting only one PDN will use one APN for all traffic:

1) This APN can a separate APN like “common” from those used by the multiple PDN UEs, or;

2) the same APN for non-offload APN like “non-offload” used by UEs supporting multiple PDN.

Then for single PDN UEs which always use the non-offload APN, the MME will always select a local SGW but a core network PGW. In this case, the local SGW differentiates the traffic reusing the mechanism of TOF, and offload the traffic based on offload policies while pass the non-offload traffic to the CN PGW. 
For UEs supporting multiple PDN, the MME will select a local SGW and a local PGW for offload APN, but a local SGW and a core network PGW for non-offload APN (same as for single PDN UEs). Then current mechanism for solution 5 applies.

The following architecture diagram shows the data path for all cases.
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Figure 1 Data path in case of EPC with UTRAN and E-UTRAN

· The signalling path for LTE is eNB -> MME -> L-SGW -> L-PGW;

· The signalling path for UMTS is NB-> RNC-> TOF -> SGSN -> MME -> L-SGW -> L-PGW;
· S12 is used from RNC to L-GW for LTE if operator wants to use solution 5 with S4-SGSN.
· Non-offloaded user plane data flows can go through TOF or L-GW without being processed depending on the traffic flow case.

· When the traffic reaches TOF/L-GW, it can use the following mechanism to decide to handle the offload traffic by TOF or by L-GW. Two alternatives are mentioned below:

Alternative 1: Configure the IP addresses of the local SGWs in the TOF. TOF will then not offload the traffic in the GTP-U tunnels targeting these local SGWs.

Alternative 2: It is common that different GGSNs use different IP address ranges to allocate IP addresses to the UE. The operator can then exclude the IP address ranges allocated to local GGSNs/PGWs from being offloaded by the TOF. The TOF will only be able to offload the traffic with a source IP address allocated by CN PGWs

NOTE:
How the entity with TOF is updated to a local GW can be left to implementation.
3 Conclusion and Proposal
Based on the above discussion, we can conclude that solution 4 and solution 5 for macro SIPTO can be deployed in the same network and, that it is possible to migrate the solutions to a single final solution in the future.
It is proposed to add the following conclusion in TR 23.829.
Proposed Changes
6.x
Evaluation of coexistence and migration for solution 4 and solution 5
When the operator has only UMTS network and most of the UEs are single PDN capable, which is the common case nowadays, only solution 4 is deployed for SIPTO macro.

Then depending on the evolution on the UE side and on the network side, three cases can be foreseen:

Case 1: 
The operator decides to deploy LTE, but would like to perform offload on a smaller granularity level than APN-based regardless of the UE’s capabilities. Then the network entity with TOF can be updated to a SGW on the LTE side, i.e. a SGW plus TOF. In this case, there is no solution 5 deployed.

Case 2: 
The operator decides to deploy LTE, and would like to use solution 5 for both UTRAN and E-UTRAN accesses. Then the network entity with TOF can be updated to a L-GW. Only solution 5 is applied.
Case 3:

The operator decides to deploy LTE with distributed GWs and use solution 5 for multiple PDN UEs, while keep using solution 4 for single PDN UEs.

In this case:

· The GW selection mechanism is enhanced. And the network entity with previous TOF can be evolved to a local SAE GW, which depends on operator requirement and vendor implementation;

· The UEs supporting multiple PDN may use different APNs like “offload” and “non-offload” for offload and non-offload traffic.

· The UEs supporting only one PDN will use one APN for all traffic:

1) This APN can a separate APN like “common” from those used by the multiple PDN UEs, or;

2) the same APN for non-offload APN like “non-offload” used by UEs supporting multiple PDN.

Then for single PDN UEs which always use the non-offload APN, the MME will always select a local SGW but a core network PGW. In this case, the local SGW differentiates the traffic reusing the mechanism of TOF, and offload the traffic based on offload policies while pass the non-offload traffic to the CN PGW. 

For UEs supporting multiple PDN, the MME will select a local SGW and a local PGW for offload APN, but a local SGW and a core network PGW for non-offload APN (same as for single PDN UEs). Then current mechanism for solution 5 applies.

The coexistence and migration architecture diagram is as follows:
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Figure 1 Coexistence and migration architecture
· The signalling path for LTE is eNB -> MME -> L-SGW -> L-PGW;

· The signalling path for UMTS is NB-> RNC-> TOF -> SGSN -> MME -> L-SGW -> L-PGW;

· S12 is used from RNC to L-GW for LTE if operator wants to use solution 5 with S4-SGSN.

· Non-offloaded user plane data flows can go through TOF or L-GW without being processed depending on the traffic flow case.

· When the traffic reaches TOF/L-GW, it can use the following mechanism to decide to handle the offload traffic by TOF or by L-GW. Two alternatives are mentioned below:

Alternative 1: Configure the IP addresses of the local SGWs in the TOF. TOF will then not offload the traffic in the GTP-U tunnels targeting these local SGWs.

Alternative 2: It is common that different GGSNs use different IP address ranges to allocate IP addresses to the UE. The operator can then exclude the IP address ranges allocated to local GGSNs/PGWs from being offloaded by the TOF. The TOF will only be able to offload the traffic with a source IP address allocated by CN PGWs
NOTE:
How the entity with TOF is updated to a local GW can be left to implementation.
Based on the above discussion, we can conclude that solution 4 and solution 5 for macro SIPTO can be deployed in the same network and, that it is possible to migrate the solutions to a single final solution in the future.
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