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Abstract of the contribution: This contribution introduces a key issue and solution for requirements associated with reducing signalling and traffic loading peaks in MTC communications.
Discussion

3GPP TS 22.368 Annex A describes the MTC network loading control problem:
· Radio network congestion because of mass concurrent data transmission takes place in some MTC applications.

· ...when a high number of MTC Devices are sending/receiving data simultaneously, data congestion may occur in the mobile core network or on the link between mobile core network and MTC Server where the data traffic related to MTC Devices affiliated with a MTC User is aggregated.
· Congestion in the signalling network is caused by a high number of MTC Devices trying almost simultaneously: (1) to attach to the network or (2) to activate/modify/deactivate a connection.
Radio, core, and signalling network loading can be both predictive (e.g. daily traffic loads) and non-predictive (e.g. regional power outage triggers mass smart metering reports).  Simple Time Controlled methods for configuring and updating pre-defined access periods in MTC Devices can work well for predictive network loading control.  However, non-predictive network loading control can require faster and more efficient control methods to quickly divulge network access grants and restrictions to many groups of MTC Devices.  In addition, time controlled offers very poor real-time message delivery as a MT message would have to wait until the next assigned time controlled slot to deliver the message. 
Ideally, the optimum solution to reduce peak loads should allow:
· 1-to-many control (i.e. MTC Group broadcast) communication

· Control while the set of MTC Devices are online
· Control without MTC Application (e.g. MT communications) data communication
· Control without MTC Device (MO communications) data communications
· Low message delays (i.e. best real-time message delivery)
3GPP TS 22.368 subclause 7.1.1 states the common and general service requirement:
· It shall be possible to reduce peaks in the signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously initiating signalling interactions.
To truly handle network load peaks it should be possible to reduce these peaks from a very large numbers of MTC Devices concurrently initiating signalling and/or sending/receiving data.  In either or both cases, a 1-to-many access grant/restriction method should not trigger a mass signalling and/or data traffic load on the network as a result of the reported access changes. 
In addition to these above requirements, roaming presents a more general problem for access grant and restriction updates. For roaming MTC Devices, a PLMN must have a fast and efficient way to disseminate dynamic network access grants and restrictions that take into consideration both the home operator’s access subscription settings for the devices (e.g. MTC Time Controlled configuration) and the predictive and non-predictive network loading of the visited PLMN. A dynamic network loading control method should enable a visited PLMN to meet these requirements.
Given the above discussion, it is therefore suggested to consider that the current network (home or visited PLMN) will utilize a MTC Access Configuration (AC) broadcast message to dynamically broadcast an access grant and/or restriction to a specific group of MTC Devices (regardless of being online or offline).  In conjunction with pre-defined access period and MTC Application setting, each MTC Device will determine if it should use AC message access grants to fulfil any signalling and data transmission responsibilities.  AC message access restrictions sent by the network will be used by each targeted MTC Device to determine if it must reduce (i.e. throttle), delay, stop or cancel any upcoming network access.  To prevent peak loads caused by MTC Group-wide simultaneous access attempts triggered by an AC message, initial access will be randomly spread by each MTC Device across a randomization duration, within the access grant period, both specified in the AC message.
An AC message could be sent to a group of MTC Devices:

· Each time the current network determines (e.g. via current and predictive network loading calculations) a set of MTC Devices can take advantage of foreseeable free network bandwidth for some period of time. 
· Each time the network determines a current or expected network load peak can be reduced by restricting a set of MTC Devices from initiating or continuing signalling and/or data traffic for some period of time.
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Figure 1: AC message grant and restriction impacts on MTC Group data transmissions 

· By the home PLMN to temporarily or permanently update the pre-defined access period settings in the MTC Device (i.e. Time Controlled).

· By the visited PLMN to temporarily (i.e. while roaming) override the pre-defined access period settings in a group of MTC Devices (with consideration for any pre-defined access periods, time zone differences and network loading calculations). 
Advantages of this solution include:

Shorter wait times & efficient use of network resources
· 1-to-many broadcast reduces signalling requirements
· During busy non-predictable times (e.g.  8AM-7PM), MT/MO access can quickly seize free time slots and bandwidth.  

· E.g. for MO access, devices can wait for general AC message openings.
· E.g. for MT access, AC message targeting specific device or small MTC Group can be used.
Can be hierarchically applied to network

· Network loading can be addresses per sector, BTS, RNC, SGSN, GGSN, etc.
Automatically prevents simultaneous access

· For the targeted group, initial access per device is randomly spread over all or part of the access grant time period 

· E.g. say 10 devices receive one AC message for an access grant time interval of 10 minutes.  A simple random calculation allots different 1 min iterations for each MTC device to start accessing the network. 

Economy of scale for signalling

· 1-to-many broadcast AC message to reach a large group to grant/restrict access (little overhead per MTC Device) without triggering massive simultaneous accesses

Roaming 

· When MTC Device(s) are roaming, AC message(s) can be generated to grant/restrict access that takes visited PLMN network loading calculations and home PLMN Time Controlled settings into consideration.
Dynamic data throttling

· Rate and duration limits for each device in a targeted AC message group can be dynamically changed e.g. based on current/predictive network loading, subscription/priority, etc.

Provides tools for other MTC Features

· Time Controlled – pre-configured access periods can be permanently updated or temporarily overridden (e.g. when roaming, available network resources during busy time)

· Time Tolerant – dynamic data throttling

· Low Mobility – can be extended to trigger location updates 

Proposal
It is proposed to add the below text in 3GPP TR 23.888.
* * * First Change * * * *
5.X
Key Issue – Reducing Peak Loads
5.X.1
Use Case
When a high number of devices are sending/receiving signalling or data traffic, network loading may occur in the radio access network, in the core network and/or in the link between core network and MTC Server.  Network loading in the signalling network can be caused by a high number of simultaneous attachments, detachments, and/or PDP/PDN context activations, modifications, and/or deactivations.  
Network loading can be both predictive and non-predictive.  Non-predictive network loading triage requires fast and efficient control methods to quickly communicate network access grants and restrictions potentially to a very large number of MTC Devices.  In addition to the targeted online MTC Devices, communication of the new access grants/restrictions must also reach the targeted MTC Devices that are currently monitoring the network offline.  When MTC Device(s) are roaming, a visited PLMN must at least consider the predictive and non-predictive network loading calculations of the visited PLMN as well as the pre-defined access periods of the home PLMN(s) of the roaming device(s).
5.X.2
Architectural Requirements
The following requirements can be derived from the requirements specified in 3GPP TS 22.368 [2]:

-
It shall be possible to reduce signalling and data traffic peaks in the RAN and CN resulting from a very large number of MTC Devices almost simultaneously attaching to the network;
-
It shall be possible for the network to dynamically grant or restrict access to a group of offline and/or online MTC Devices for a period of time;

- 
It shall be possible for the network to grant access for a specified period of time to a group of MTC Devices to take advantage of available network resources.


While roaming, it shall be possible for the VPLMN to further restrict MTC Device access (e.g. it may not allow access beyond what the HPLMN has indicated).

* * * Second Change * * * *
6.X
Solution – Broadcasting access to groups 
6.X.1
Problem Solved
The network (home or visited PLMN) requires a fast and efficient method for reducing RAN and CN signalling and data traffic loading peaks, resulting from both predictive and non-predictive loading in the network.    The solution shall not use significant network signalling resources to reach a large group of MTC Devices and shall not result in a very large number of MTC Devices almost simultaneously initiating new access to the network.  
The solution must meet the related requirements specified in subclauses:
-
5.X (Key Issue – Reducing Peak Loads);

-
5.X (Key Issue – Low Mobility);

-
5.X (Key Issue – MTC Device Trigger);
-
5.X (Key Issue – Time Controlled).

6.X.2
General
The network will coordinate access (i.e. signalling and data transfer) for the MTC Groups under the control of this solution.  Based on current and short term predictive radio, core and/or signalling network loading calculations and possibly network subscription priorities, the network will broadcast MTC Access Configuration messages to specific groups of MTC Devices (e.g. a large utility company). The AC message can indicate additional access beyond what has been defined in their subscription (e.g. MTC Time Controlled configuration) or it may indicate short term restrictions from what has been defined in their subscription.
Editor's Note: It is FFS how to calculate current and predictive network loading on the signalling, core and radio networks.

.   A MTC Access Configuration message will contain: 

-
Group or individual ID’s of the targeted group of MTC Devices;
-
An access grant period (optional):
- 
Start Time – The beginning of the access grant period.
- 
Stop Time – The end of the access grant period, No targeted MTC Device shall start transmitting after the specified Stop Time.
-
Randomization Duration – Each MTC Device shall generate a random delay number from zero to the randomization duration.   A MTC Device will delay any new network access until the random delay is reached.  Duration of zero indicates the targeted MTC Devices can initiate network access at any time during the access grant period. 
-
Access Type - An indication whether the group of MTC Devices must initiate access as soon as the grant and randomization allows (i.e. there is some MT data waiting for it) or whether permission has been granted to the MTC Device(s) to allow access when needed by each MTC Device.
- 
Duration Limit (optional) – During the access grant period, each MTC Device shall not send/receive data traffic for longer than the specified duration.

-
Data Limit (optional) – During the access grant period, each MTC Device shall only send/receive up to the total data, Uplink data and/or Downlink data limits specified.
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Figure 6.X.Y: Access Configuration message grant impacts on MTC Device data traffic
-
An access restriction period (optional):
- 
Start Time – The beginning of the access restriction period.
- 
Stop Time – The end of the access restriction period.

During the restriction period, the group of MTC Device cannot initiate new access with the network and may need to cease any current network access depending on the MTC Device subscription.
NOTE:
An access grant period or a restriction access period or both must be provided in an Access Configuration message.
When a new MTC Access Configuration message is received for an access period that overlaps previously granted or restricted access periods, the new access grant/restriction shall have precedence for the time periods that overlaps (e.g. to allow the network to make adjustments as unexpected network loading changes occur).  
If a MTC Device has not received a MTC Access Configuration message before attaching to the network (e.g. since power up or losing service), the MTC Device shall use its access permissions based on its subscription settings.  If this results in the MTC Device lacking knowledge of a current access grant/restriction during a network access attempt, the network will reject the access attempt and inform the MTC Device of the current access grants and restrictions associated with the MTC Device.
An access grant can be broadcast to a group of MTC Devices for MT communication when there are no current access grants associated with the MTC Devices (e.g. when a MTC User is attempting to poll data from the MTC Devices during unsubscribed access periods).
Access grants and restrictions may be broadcast uniquely per sector, BTS, RNC or SGSN/MME in order to handle and take advantage of network load differences across the network (e.g. a sector with a critical load peak may broadcast access restriction(s) for groups of MTC Devices while another sector with available resources will not restrict these same groups). 
Editor's Note: It is FFS whether the MTC Access Configuration messages can be unique per sector, BTS, RNC or SGSN/MME. 

The transport method for broadcasting access grants and restrictions must be receivable by MTC Devices detached from the network (offline). The MTC Device must listen to the appropriate broadcasting channel(s) while offline.  One possible solution is through the use of the Cell Broadcast Service (CBS) as described under solutions for MTC Device Triggers.
Editor's Note: The transport options for the Access Configuration message are FFS. 

6.X.3
Impacts on Existing Nodes
6.X.4
Evaluation
* * * End of Change * * * *
3GPP
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