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Abstract of the contribution:

This contribution includes the S9* signaling flows between the PCRF and the BPCF.
Discussion

The S9* interworking protocol requires a minimum set of commands and information elements given:

1. The presence of the IPsec tunnel

2. The UE subscription belongs to he 3GPP SP

3. Charging is done at  the EPC

4. The BBF access cannot initiate PCC/QoS authorisation requests because it cannot detect any UE of network triggers 

5. Key QoS qos attributes are 3GPP specific and a such have no meaning in BBF access 
Proposal

The following changes are proposed to TR 23.813
* * * Begin First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
[x]
FMC10019: 3GPP-BBF Interworking:  S9* Interface- Requirements and Protocol Selection Criteria
* * * Begin Second Change * * * *

4.x  Key Issue X: 3GPP – BBF Interworking
4.x.1 Protocol Considerations 
The S9* reference interface between the PCRF and the BPCF implies, by its very “name”,   that the 3GPP serving network provisions home policies at the BPCF. However, the BBF access network will not be able to interpret 3GPP specific concepts and information elements such as ARP, APN- AMBR,   and the QCI
The ARP includes the priority of the EPS bearer that unambiguously represents the user’s priority and the  pre-emption and  Pre-emption-vulnerability flags. The flags have no meaning in BBF access and the user priority may be convey by other existing IEs.
The APN- AMBR for  UL/DL and DL  can only be enforced at the PDN GW PCEF.
Editor’s note: Is if FFS how to specify the resources required in the BBF access for non-GBR services given that the UL/DL  bandwidth policies  of the APN –AMBR  are enforced at the PDN GW PCEF.

The QCI is more meaningful in providing QoS in the BBF access network if the HeNB copies the DSCP value derived from  QCI ( DSCP mapping for UL traffic  into the DSCP field of the IPSec tunnel.  The same applies for the DL traffic at the SecGW where the it copies into the DSCP field the DSCP value of the GTP tunnel it received from the Serving GW. (The serving GW performs the QCI to DSCP mapping)
SLAs between the wireless and wireline SPs assures that the DSCP values of the UL and DL traffic as set by the 3GPP nodes is honored.
The diagrams below depicts the setting of the DSCP value for UL and DL traffic.
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The signaling between the HeNB and the EPC network is transparent to the BBF access network. Therefore, the BPCF is not in position to initiate PCC/QoS re-authorization requests to the PCRF. BBF access NEs cannot detect and report any events that are meaningful to the 3GPP network. For instance, the BPCF could report IPSec tunnel unavailability die to failure of BBF access NEs, but the EPC network can detect this event.
Additionally, the UE subscription belongs to the 3GPP SP and the 3GPP network is responsible for charging. So, charging related IEs across the S9* interface are not applicable.

Based on the above the S9* IWK protocol requires minimum capabilities where the session establishment, modification and termination procedures are initiated by the PCRF.
4. x.12  UE Attach Procedure 
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When the HeNB requests services from the network from the network then  step 2 of UE attach  procedure carries the following   information. 

-  HeNB IP@ and the IP@ of the public IP@ of the device the HeNB connects to

or 

· HeNB IP@ and the IP@ of the RGW and the line-ID  of the access node where  the RGW connects to.
The MME initiates the  location verification procedure in order to verify that the location of the HeNB agrees with the location on record when the HeNB registered with the network. 
Editor’s note: The location verification procedure initiate by the MME is FFS.
If the location verification is successful then the IP@ of  the IPSec tunnel will be included in steps 12, 13 and 14 and thus become available to the PCRF to pass to the BPCF as outlined in the procedures in the following sections.
Note that the additions to steps 12,13 and 14 aplie to the corresponded step of the UE initiated PDN Connection procedure.
4. x.3   IP CAN Session Establishment 
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For cases 2a and 2b  the GW control session establishment includes the IP@ of the IPSec tunnel
For the GTP version of the architecture the GW/PEF receives the  IP@ of the IPSec tunnel and forwards it to the PCRF in step (3).

Step 5.1.
Based on information received in step 3  the PCRF determines that the UE is  connected to a HeNB and  sends the BBF-Access-Session  Establishment  message  to the BPCF. The message includes the following information elements:

The IP@ of the IPSec tunnel 
Priority of the session based on the subscriber ARP received by the HSS/modified by the PCRF 
Editor’s Note: Is if FFS how to specify the resources required in the BBF access for non-GBR services given that the UL/DL bandwidth requirements of the APN –AMBR  are enforced at the PDN GW PCEF.
Step 5.2 

The BPCF sends an acknowledgement to the BPCF. It includes a failure core in the vent the IP@ of he IPSec tunnel is not valid.
4. x.3   IP CAN Session Termination
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Step 7.1
The PCRF initiates the release of the BBF session

Step 7.2
The BPCF intiates the release of resources allocated to the session and responds with an ackn to the PCRF.
4. x.4   PCRF Initiated IP CAN Session Modification
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Step 2.1  The PCRF sends: 
The IP@ of the IPSec tunnel 

GBR UL/DL and max UL/DL requirements for each SDF flow (GBR services only)
QCI or equivalent that enable the BPCF to determine the QoS rules for the SDF
Relative priority of each SDF

Priority of the session modification based on the subscriber ARP received by the HSS/modified by the PCRF 

Editor’s Note: Is if FFS how to specify the resources required in the BBF access for non-GBR services given that the UL/DL bandwidth requirements  of the APN –AMBR  are enforced at the PDN GW PCEF.

Editor’s Note: Is  FFS to determine whether the media type 
Step-2.2
The BPCF responds to the request for resource allocation with a “YES or “NO” answer or with a counter offer for the SDf/s  it terms of acceptable UL/DL BW or with list of SDF/s it cannot admit.
4. x.5   PCEF Initiated IP CAN Session Modification

 The interaction between the PCRF and the BPCF is the same as in 4.x.4
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11. IP CAN Bearer Signaling
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6. Notify loss of transmission.
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2. GW(BBERF)-initiated Gateway Control Session Termination (case 2b)
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