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Abstract of the contribution: This contribution introduces a Randomized Time Control Solution to the Time Control key issue.

Introduction

Restricting the time in which an MTC Device is allowed to interact with the network to either send or receive data or perform other signalling improves the scalability of the network and allows for operating efficiency in the MTC Device. 

1) Allowing the MTC Device to remain disconnected during Time Control Periods

A time-controlled MTC Device outside of the configured time period may be able to fully detach in order to save resources. It is worth considering whether MTC Devices ‘shall’ connect during the time interval, or rather whether they ‘may’ remain detached from the MTC Device during ‘time periods’ if the MTC Device has no data to either send or receive at that time. 

2) Randomized Time Control Periods

It has been agreed in SA2 77 that the Time Controlled behavior must be randomized to prevent synchronization of communication (especially initial signalling) by MTC Devices.

Discussion
1) Allowing the MTC Device to remain disconnected during Time Control Periods
If the MTC Device were able to remain disconnected during Time Control Periods, it would improve the battery life of MTC Devices that did not expect mobile terminated communication (for that period of time.) This would have the consequence of deferring operator initiated reconfiguration of the MTC Device (e.g. with a new time period) until such a time as the MTC Device reconnects to the network (during the previously configured time period.)

If the MTC Device will not receive application data or communicate between the MTC Device and MTC Server during the configured time period, it would be advantageous to allow the MTC Device to remain detached during the time period to save resources. For example, the MTC Device only sends a report when a given trigger occurs or upon exceeding a measurement threshold. The MTC Device also only is required to terminate communications once every 30 days. The MTC Device saves battery life by only connecting (during the configured time period) when it must send data or during the time it expects it may terminate communication. It is therefore recommended that the MTC Device not be forced to attach during each time period, despite the fact that this may defer reconfiguration of the MTC Device by the network.

( It is proposed to allow the MTC Device to remain disconnected during Time Control Periods, as an implementation option. This implies that the application layer protocols and procedures employed by such MTC Devices and MTC service logic components allow for deferred mobile terminated requests.

2) Randomized Time Control Periods
Randomizing the time in which time controlled access begins will reduce peaks in traffic. For example, if hundreds of devices are configured to use the network from 01:00-02:00, uniformly distributed randomization of the starting time will prevent a spike in communication at 01:00. 
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Figure 1: Time Control with and without Randomization

It is necessary to also consider when the time control period ends however, since if each MTC Device continues to access the network from the randomized starting time till 02:00, we may expect a linear increase in load throughout the time period (as the number of devices accumulates.) This undesirable load characteristic is depicted in Figure 2.
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Figure 2: Cumulative Load due to Randomized Start Time, usage till End of Period

If each MTC Device is alotted only a limited duration to access the network (significantly less than the total time period 01:00-02:00), traffic load will be distributed evenly across the time period. For example, each device only receives 5 minutes to access the network. Devices’ (start and end time) use of the network is randomly distributed across the time interval so as to achieve uniform load.
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Figure 3: Randomized Start Time, access for a limited duration, to achieve Uniform Distribution

Randomization of the start time can be performed statically, according to the expected load of the network during the time period. For example, an MTC Device could be alotted 4 minutes of access within 01:00-02:00 since it is assumed that the network can accommodate this amount of load. 4 minutes duration for access was chosen based on the operator’s expectation that the load contributed per device would be acceptable (a larger or smaller value is possible.) For each MTC Device, a random starting time could be selected (e.g. 01:03) as well as the end time (or duration), as shown in the figure above.

Random assignment of the start time and duration could also be performed dynamically. Here the duration allowed could be adjusted based upon knowledge of the load in the network. For example, an MME or SGSN could reduce the allowed duration depending on the number of sessions it currently manages, or following failures to perform allocation of resources in the RAN due to congestions, etc. It is even possible for the MME or SGSN to override the value assigned by the HSS in case resources are scarce in the serving PLMN.
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Figure 4: Randomized Time Control, Subscription based and MME override

Figure 4 shows an example of the MME overriding the subscribed Time Control period. The Time Period 01:03-01:07 has been assigned randomly as described previously. The MME determines that 4 minutes is excessive given local policy and dynamic input (such as load information from the core network, number of subscriptions or frequency of failed requests to the eNB for resources). The MTC Device is informed of the new Time Interval the next time that it attempts to access the network.
The MME or SGSN should not modify this time often or with every attempted access from the MTC Device, otherwise the MTC Device may never be able to access the network. Dynamic reassignment of a time period would however provide a way to allocate resources responsively to meet loaded conditions. 
Proposal

1) Modify the Time Controlled Key Issue.

First Change

5.9
Key Issue –Time Controlled
5.9.1
Use case description

MTC Devices with Time Controlled MTC Feature send / receive data only at certain pre-defined time periods. Network operators can pre-define / alter the time period based on criteria (e.g. daily traffic load) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the pre-defined time period. 
The MTC Device may defer access of the network until it will originate communication, provided that the MTC Device’s upper layers do not require reception of mobile terminated communication during the period of time the MTC Device remains Detached.
The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these pre-defined time periods.

5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate for an MTC device time periods during which signalling or user plane traffic to/from the network are allowed;
-
the network shall be able to inform the MTC Device of time period(s) during which signalling or user plane traffic to/from the network are allowed;
-
the MTC Device may still remain disconnected during the time periods it is allowed to access the network by the Time Control feature;
-
roaming shall be supported for MTC devices with Time Controlled Feature.
-
the network shall be able to dynamically change the time periods.
-
peaks in traffic (including signalling traffic) should be avoided.
NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
End Change

2) Add the following solution.

Second Change

5.9.3.X
Solution X: Randomized Time Control

5.9.3.X.1
General

The MTC Device is assigned a random start time and duration of access by the network. This may be performed as part of management of the MTC Subscription, where a start time and end time for allowed access are determined and stored with the subscription data in the HSS. The duration of access alotted for access to each MTC Device depends on the acceptable load during the time of day as determined by network operator policy.

Alternatively, a time period (e.g. 01:00-02:00) is assigned via operator policy either associated with the MTC subscription in the HSS or in policy in the MME or SGSN. The MME or SGSN may randomly determine the start time and the end time within this period corresponding to the duration of access allowed. This duration may be flexible depending on load observed by the MME or SGSN in the RAN or core network. The MME or SGSN may also override and reassign the start and stop period assigned by the HSS if the MME or SGSN determines that resources are scarce in the serving PLMN. This allows the MME or SGSN to provide service to the MTC Device, albeit for a shorter duration.
The MME or SGSN will either allow or disallow access to the MTC Device depending on (a) whether the MTC Device attempts to communicate with the network between the start and end time, and (b) operator policy that either disallows access outside of the interval or charges more for this access. This may lead to denial of access as a result of an Attach, Service Request, TAU or RAU Procedure.

The MME or SGSN signal the MTC Device using NAS any time the MTC Device accesses the network (or remains connected) outside of the allowed time period (between the assigned start time and end time). This information is sent regardless of whether access is allowed or disallowed outside of the time control period and serves to resynchronize the MTC Device in case its clock differs from that of the MME or SGSN, or the MTC Device lacks the current time control configuration.

The MTC Device may be configured with the Time Control start and stop time either by means of receiving NAS messages or by remote configuration (e.g. via OMA DM).
5.9.3.X.2
Impacts on Existing Nodes

The HLR/HSS stores the time control interval (start and end times) with a randomly assigned start time. Alternatively, the HLR/HSS stores the period of time during which a random start time should be selected by the MME/SGSN.

The MME or SGSN either enforces the start & end time associated with the MTC subscription or generates a random starting time and assigns the end time using the duration the MME or SGSN allows access. Enforcement behavior depends on operator policy: either disallow operation outside of the time control interval or charge more for this service. 

The MME or SGSN informs the MTC Device of the allowed start and end time control period whenever the MTC Device access the network outside of this period.

The MTC Device stores the time control start and end time and normally does not access the network outside of this period.

End Change
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