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Abstract of the contribution: This contribution introduces a new key issue to capture the common requirement for MTC server discovery.
Discussion
MTC devices need to know its own MTC Server before establishing communication with the MTC Server. A simple way is that the MTC server identity/address is statically configured in the MTC device. 
But in certain cases this method may not work. The statically configured MTC server identity/address may be invalid due to MTC device error and lose its data. MTC service provider may change its MTC server address due to deployment reason (e.g. change PDN). For considering of support increasing MTC devices, MTC service provider may place more MTC servers and change parts of already deployed MTC devices link to new MTC server.

Under the cases above, the MTC device needs to discover a proper MTC server so that it can establish connection towards this MTC server.
This contribution brings a key issue to describe the scenario above, and gives a possible solution.
* * * Begin the Change* * *

5.x
Key Issue – MTC Server Discovery

5.x.1
Use case description
MTC devices need to know its own MTC Server before establishing communication with the MTC Server. The MTC Server identity/address may be configured on the MTC Device statically. If the MTC Server identity/address is not configured on the MTC device, or the statically configured identity/address is invalid for some reason (e.g. MTC device error, the MTC server identity/address is changed by the MTC service provider, or the MTC service provider assigns the MTC device to a new MTC server for load balance), the MTC device can not get the correct MTC Server identity/address from local configuration. In this case it shall be possible for the MTC device to request MTC Server from the network.

Besides, for MTC communication initiated by the MTC Device, the network can change the destination for the communication provided by the MTC Device and use a network provided destination for the communication instead. Also, if the destination provided by the MTC device is changed, it shall be possible for the network to notify the change to MTC device.
5.x.2 Required Functionality
To enable MTC Server discovery the following requirements shall be met:

- It shall be possible for the MTC device to request MTC Server from the network.

- It shall be possible for the network to assign MTC Server identity/address to the MTC device.
5.x.3
Solutions

5.x.3.1
Solution 1:
5.x.3.1.1
General
The MTC device configures the identity (e.g. the FQDN) or IP address of the MTC Server. If FQDN is statically configured, the MTC device shall use DHCP/DNS to discover the MTC Server.

If the pre-configured MTC Server identity/IP address is unavailable, it shall be possible for the MTC device to require MTC Server address during ATTACH procedure. The network obtains the MTC Server identity/IP address from local configuration or MTC Subscription and sends it back within ATTACH response message.
Editor’s Note: Whether this discovery procedure during attach is applied to roaming case is FFS.
Editor’s Note: Whether the network always sends MTC Server identity/IP address in attach response is FFS, if the MTC service provider or the network wants to replace the MTC Server identity/IP address configured in the MTC device.
If the MTC device receives the MTC Server identity/IP address from the network, it shall update the locally configuration, and use this identity/IP address as target MTC Server.

5.x.3.1.2
Impacts on Existing Nodes
The MTC device shall have the capability to request the MTC Server identity/IP address from the network.
The network shall be able to get the MTC Server identity/IP address configured for the MTC device and send back to the MTC device.
5.x.4
Evaluation
* * * End of Change* * *
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