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 This contribution adds requirements related to addressing of MTC devices and proposes a simple solution addressing some of these requirements.
1. 
Introduction

During the last email approval it was agreed that the Key Issues “MTC Devices communicating with one or more MTC server” (clause 5.2 in 23.888) and “MTC Devices communicating with each other” (clause 5.3 in 23.888) will focus on the common service requirements as defined in clause 7.1 of TS°22.368, including addressing aspects.
This contribution proposes to add several requirements related to addressing.

For MTC devices relying on IP communication with the MTC server it is proposed to add requirements such as:
· Usage of private IPv4 addresses;

· Usage of dynamically assigned IP addresses;

· A mechanism allowing the MTC server to send mobile terminating messages to a UE inside private IPv4 address space (this requirement comes from 22.368 clause 7.1.2).

In addition it is proposed to add the following requirement, also copied from 22.368 clause 7.1.2:
-
For MTC communication initiated by the MTC Device, it shall be possible for the network to ignore the destination for the communication provided by the MTC Device and use a network provided destination for the communication instead. 

This contribution also proposes a simple solution addressing some of these requirements.
2. 
Proposal
It is proposed to agree the text changes below for inclusion in TR 23.888.

* * * First Change * * * *
5.2
Key Issue – MTC Devices communicating with one or more MTC Servers

5.2.1
Use case description

A MTC subscriber may have one or more MTC servers that communicate with the subscriber’s MTC devices through the PLMN, which is optimized for machine-type communications. This key issue focuses on the common service requirements as specified in TS 22.368 [1] (e.g. addressing, identifiers, charging, security, etc) for communication between MTC devices and MTC servers.

5.2.2
Required Functionality

To enable communication between MTC devices and MTC servers the following requirements shall be met:

-
It shall be possible to use one or more MTC servers for communicating with the MTC devices of a MTC subscriber.

-
The PLMN shall allow transactions between an MTC device and an MTC server, either initiated by the MTC device or the MTC server.

-
The PLMN shall be able to authenticate and authorize an MTC device before the device can communicate with an MTC server.
-
It shall be possible to uniquely identify an MTC device;
-
It shall be possible to uniquely identify an MTC Group i.e. a collection of MTC devices belonging to the same MTC subscriber;
5.2.3
Solutions
5.2.3.1
Solution 1: Enabling mobile terminated communications
MTC devices relying on IP communications that need to be reachable for mobile terminated communications are assigned a static unique “host name” (i.e. an FQDN identifier specific to the MTC device). The “host name” is assigned in addition to any EPS-level identity (such as IMSI or MSISDN) of the MTC device.
NOTE: The “host name” may be defined via the EPS-level identity. For instance, assuming that the MTC device has an IMSI as the EPS-level identity, the “host name” can be defined as “mtc.IMSI.pub.3gppnetworks.org”. The exact definition of the “host name” is a Stage 3 matter.
The “host name” is used as the primary addressing identifier for mobile terminating communications.

Upon attachment to the PLMN the MTC device that relies on IP communications is assigned dynamic public IP address. In roaming scenarios the dynamic IP address may be assigned in the Visited PLMN.
The association between the “host name” and the dynamically assigned public IP address is stored in the authoritative DNS server in the Home PLMN.
When the MTC device is assigned a dynamic public IP address, the authoritative DNS server is kept up-to-date using DNS Update mechanisms.
The entity performing DNS updates is preferably located in the Home PLMN in order to reduce the number of trusted interfaces to the DNS server.
Editor’s note: It is FFS how to enable sending of mobile terminating messages to an MTC device inside a private IP address space.
Editor’s note: For IMS-capable MTC devices it is FFS how to map the application-level identity to the “host name”.

5.3
Key Issue – MTC Devices communicating with each other

5.3.1
Use case description

A MTC subscriber may have one or more MTC devices that communicate with each other through the PLMN, which is optimized for machine-type communications. This key issue focuses on the common service requirements as specified in TS 22.368 [1] (e.g. addressing, identifiers, charging, security, etc) for direct communication between MTC devices.

5.3.2
Required Functionality

To enable communication between MTC devices the following requirements shall be met:

-
It shall be possible to specify (e.g. with subscription data and/or operator policies) if communication between MTC devices is allowed or restricted for a given MTC subscription.

-
If communication between MTC devices is allowed, it shall be possible for two MTC devices of the same MTC subscriber to communicate through the PLMN. However, communication with local / personal area technologies is out of the scope of this technical study.

-
The PLMN shall be able to authenticate and authorize an MTC device before the device can communicate with another MTC device.

* * * End of Change * * * *
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