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1. Proposed changes to TR 23.812

Change #1

6
Assessment
· Editor’s Note: This section will assess all possible solutions and summarize the benefits and possibly the limitation of each solution. 
6.1 Assessment of alternatives for overload control 
6.1.1
P-CSCF overload control

There are three alternatives for P-CSCF overload control. Alternative 1 documented in subclause 5.1.1 provides an overload control mechanism based on redirection. With this solution, P-CSCF needs to be enhanced to support feeding back other preferred P-CSCF(s). The list of backup P-CSCF(s) can either be pre-configured within each P-CSCF or fetched from LDF, which forms alternative 3 as documented in subclause 5.2.2.3. With alternative 3, a new logical function, LDF, should be defined to collect dynamic load information from P-CSCFs and make appropriate P-CSCFs updated through a new interface. 

Alternative 2 documented in subclause 5.1.2 states a DNS re-request mechanism, which is widely used in existing systems. It also mentions that LDF based mechanism depicted in subclause 5.2.2 can be used for DNS considering dynamic load information. 
LDF may be co-located with P-CSCF or DNS server, but does not need to be implemented in a new physical entity.  

Table: P-CSCF overload control alternatives. 

	Alternatives
	Impact on P-CSCF 
	Impact on DNS
	Impact on UE 
	Impact on SIP protocol 

	Alt 1 in 5.1.1 : overloaded P-CSCF returns the preferred P-CSCF
	yes(Preconfigration of alternative P-CSCF and redirect UE to other P-CSCF)
	no
	yes(Perform the registration to the redirected P-CSCF)
	yes(Protocol extention for the redirection of P-CSCF)

	Alt 2 in 5.1.2: DNS returns preferred P-CSCF
	yes (only to report load info), if used with LDF 
	no
	no
	no

	Alt 3 in 5.2.2.3: overloaded P-CSCF queries LDF and returns preferred P-CSCF
	yes(Report its load info to LDF and retrieve load info of redirected P-CSCF from LDF and redirect UE to other P-CSCF)
	no
	yes(Perform the registration to the redirected P-CSCF)
	yes (Protocol extention for the redirection of P-CSCF)


6.1.2
S-CSCF overload control 

Subclause 5.2.3.3 proposes an S-CSCF overload control solution based on LDF, which is quite similar to that one for P-CSCF overload control. 

LDF may be co-located with S-CSCF or DNS server, but does not need to be implemented in a new physical entity.
If Load Balancing is used from the I-CSCF, this solution is not needed as it is not likely that an overloaded S-CSCF gets selected.
Table: S-CSCF overload control alternatives

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 

	Alt in 5.2.3.3: overloaded S-CSCF queries LDF and  returns preferred S-CSCF
	yes(Report its load info to LDF and retrieve load info of redirected S-CSCF from LDF, overload judgement and redirect to other S-CSCF)
	no
	yes(redirect to other S-CSCF as required) 
	yes (Protocol extention for the redirection of S-CSCF)


6.2 Assessment of alternatives for Load Balancing
6.2.1
P-CSCF Load Balancing

Subclause 5.2.2.2 gives a LDF based P-CSCF load balancing solution. LDF collects load information from P-CSCFs as it can do in P-CSCF overload control. 

LDF may be co-located with P-CSCF or DNS server, but does not need to be implemented in a new physical entity.  

Table: P-CSCF load balancing alternatives

	Alternatives
	Impact on P-CSCF 
	Impact on DNS
	Impact on UE 
	Impact on SIP protocol 

	Alt in 5.2.2.2: UE queries DNS to get preferred P-CSCF
	yes (only to report load info)
	No
	no
	No


6.2.2
S-CSCF Load Balancing

6.2.2.1
S-CSCF selection during initial registration 

The solution documented in subclause 5.2.3.2 provides a LDF based Load Balancing mechanism for selecting S-CSCF during initial registration. LDF collects load information from S-CSCFs as it can do in P-CSCF overload control and load balancing. I-CSCF needs to be enhanced to a construct domain name from a capabilities list, of S-SCSF capabilities are used. LDF may be co-located with S-CSCF or DNS server, but does not need to be implemented in a new physical entity.

Another solution documented in clause 5.3 proposes to re-use existing signalling mechanisms with the supporting system providing additional policy and information. This solution requires to specify the interface and signaling interaction between the supporting system and HSS.
Table: S-CSCF Load Balancing alternatives

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS

	Alt1 in 5.2.3.2: I-CSCF constructs domain name
	yes (only to report load info)
	no
	yes(Construct domain name based on the query from HSS)
	no
	no

	Alt 2 in 5.3: HSS returns preferred S-CSCF
	no
	no
	no 
	no 
	yes(Implement optimal S-CSCF selection algothrim based on the information HSS and the supporting system have)


6.2.2.2
S-CSCF re-selection during re-registration 

There are two issues identified during the study for S-CSCF re-selection during re-registration. The first issue is to detect whether the S-CSCF re-selection is required. The other issue is to execute the re-selection. 
There are five alternatives to handle the first issue. The assessment of them is as follows:

Alternative 1 documented in subclause 5.4.2 adds additional functionality and signaling load (compared to Rel-8) to the I-CSCF. Message contents of SIP or Cx messages are not modified. 
Alternative 2 documented in subclause 5.4.3 adds additional functionality (compared to Rel-8) to the I-CSCF and the HSS. It extends Message content of Cx-UAR to allow requesting both together, the current S-CSCF name and the capabilities. 
Alternative 3 documented in subclause 5.4.4 adds additional functionality (compared toRel-8) to the I-CSCF, the HSS, and the S-CSCF. It extends the functionality of the SIP REGISTER message sent from I-CSCF to S-CSCF and the Cx-SAR command sent from S-CSCF to HSS. 

Alternative 4 can provide load information via network management system. It can in such case be treated as LDF is integrated in OSS system.

Alternative 5 documented in subclause 5.2.4 let I-CSCF determine and, if necessary, gets capabilities of S-CSCFs from HSS like Alternative 1 or Alternative 2. Besides, I-CSCF needs to be enhanced to construct domain name. LDF collects load information from S-CSCFs and can be a function of S-CSCF.

Table: S-CSCF re-selection determine alternatives. 

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS
	Impact on diameter protocol
	Impact on ongoing sessions

	Alt1 in5.4.2: I-CSCF decides the preferred S-CSCF
	yes(only to report load info)
	no
	yes(Check if the best S-CSCF is selected based on the first UAR/UAA and send the second UAR to get the S-CSCF capabilities)
	no
	no
	no
	no

	Alt 2 in 5.4.3 : I-CSCF queries HSS with S-CSCF name and capabilities 
	yes (only to report load info)
	no
	yes(Send UAR to get the current S-CSCF and capabilities and decide on the preferred S-CSCF)
	no 
	yes(Return the current S-CSCF and capabilities at the same time)
	yes(UAR/UAA needs to be extended to contain S-CSCF and capabilities
	no

	Alt3 in 5.4.4 : with fallback S-CSCF
	yes(only to report load info)
	no
	yes(preferred S-CSCF selection and mark the indication of better S-CSCF in the forwarded REGISTER)
	yes(REGISTER needs to be extended to indicate a better S-CSCF is available later)
	No
	yes(SAR needs to be extended to indicate a better S-CSCF might be available later) 
	no

	Alt4 in 5.4.5 : HSS based solution 
	yes (only to report load info)
	no
	no
	no
	yes(HSS may need to interact with O&M to get the status of S-CSCF)
	don’t know
	don’t know

	Alt5 in 5.2.4 : I-CSCF constructs Domain name 
	yes(only to report load info)
	no
	yes(Construct domain name based on the query from HSS)
	no
	no
	no
	no


Three mechanisms for executing the re-selection are presented in this document. The assessment is as follows:

Both alternative 1 documented in subclause 5.5.2 and alternative 2 documented in subclause 5.5.3 will work, no matter taking the load information into account or not. 

Alternative 1 adds additional functionality (compared to Rel-8) to the I-CSCF, the HSS, and the S-CSCF. In addition it extends the SIP REGISTER message sent from I-CSCF to S-CSCF and the SIP 480 message sent from S-CSCF to I-CSCF.Message contents of messages via Cx are not modified.
Alternative 2 adds additional functionality (compared to Rel-8) to the I-CSCF, the HSS, and the S-CSCF. In addition it extends the SIP REGISTER message sent from I-CSCF to S-CSCF and the SIP 480 message sent from S-CSCF to I-CSCF.Message contents of messages via Cx are not modified.
The only difference between the above two alternatives is that in alternative 2 the original S-CSCF deregisters itself from HSS whereas in alternative 1 it is HSS who deregister S-CSCF. But from S-CSCF re-selection point of view, these two alternatives are same. 

Alternative 3 uses administrative mechanism to deregister S-CSCF. It may increase the complexity of OSS system if providing a per-user supervising and load balancing. 
Table: S-CSCF re-selection execution alternatives. 

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS
	Impact on diameter protocol

	Alt1 in5.5.2: overloaded S-CSCF returns preferred S-CSCF if there is no active session
	yes(Send back 480 to I-CSCF if there is no active session)
	no
	yes(Registration to the preferred S-CSCF)
	yes(REGISTER needs to be extended to indicate a better S-CSCF is available later)
	no
	no

	Alt2 in5.5.3: overloaded S-CSCF returns preferred S-CSCF if there is no active session, overloaded S-CSCF de-register itself
	yes(Send back 480 to I-CSCF if there is no active session and then de-register itself
	no
	yes (Registration to the preferred S-CSCF)
	yes(REGISTER needs to be extended to indicate a better S-CSCF is available later)
	no
	no

	Alt3 in 5.5.4 : using HSS based solution 
	yes(only to report load info)
	no
	no
	no
	yes(to get load information)
	don’t know 


6.2.2.3
S-CSCF Load Balancing during restoration
The alternative documented in subclause 5.2.5 proposes introducing LDF in the S-CSCF restoration procedure as depicted in TS 23.380. I-CSCF needs to be enhanced to construct domain name. LDF collects load information from S-CSCFs and may be co-located with S-CSCF or DNS server.

6.2.3
General consideration on Load Balancing

An additional advantage of the LDF-based solutions assessed in 6.1 and 6.2 is that the LDF architecture is applicable to any entity, even those not documented in this TR.
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