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Abstract of the contribution:

For CSG subscription expiration scenario, there are no mechanism defined currently to ensure the network knows that the UE has removed the expired CSG ID from it’s allowed CSG list if the OMA DM/OTA is not deployed. This paper propose that SA2 recognise this issue and decides way forward for this issue.
Introduction:

The S1-094318 has been approved in last SA meeting. In this CR, a new requirement is proposed that the operator may inhibited the use of the Allowed CSG list. However, the use of ALC was not totally excluded from the Rel-9 and Rel-10 TS22.220. So, the deployement of OMA DM/OTA is still not mandatory and the use of ACL is still possible if some operators like it.
In such case, currently, there are no method defined to let the network knows when UE has deleted some CSG ID from its ACL. For example, the expired CSG IDs will exists in the HSS and there are no method to remove those expired CSG IDs. This may cause useless CSG information transfer in the network, and performance downgrade of the paging optimaztion. 
Proposal 1: It is proposed that SA2 recognise this issue and concludes this issue should be resovled.

If proposal can be agreed, it is proposed to find a mechanism that to let the network delete the expired CSG ID after the UE has correctly removed the expired CSG ID. This reset of this paper proposed two sultion for this issue and select the one sultion as way forward.
Discussion:

Solution 1:

It is already decided that the MME/SGSN shall supervise the subscription time of the CSG and if it is expired, the MME/SGSN shall reject UE’s ATTACH/TAU/SERVICE REQUEST with a cause, then UE will remove this CSG ID from it’s Allowed CSG LIST. According to newly agreed CR in SA3[2] and CT1[3], those reject messages are integrity protected, so, those expired CSG ID would be removed correctly by UE. On the network side, the MME/SGSN can safely remove those expired CSG ID where those reject messsages are sent. Since the CSG subscription is not transferred between different MME/SGSN nodes, and in MME/SGSN always fetch the CSG subscription from the HSS, the HSS must be updated if the serving MME/SGNSN has removed expired CSG IDs. It is proposed that the MME/SGSN use the NOTIFY REQUEST message to notify the HSS the already removed CSG IDs. Since the interaction and signalling load of the proposed notification should be minimised, it is proposed to tigger this notification by the OLD MME/SGSN only during the inter-MME/SGSN reallocation procedure. 
Since there is no NOTIFY REQUEST/RESPONSE between the MSC/VLR and the HLR, the Update Location Request message can be used in this case.
Solution 2:

Currently, only the UE has the updated Allowed CSG List if some expired CSG IDs have been removed due to reception of reject messagess, and the CSG subscription expired on the network side is not removed.It is proposed that the UE send it’s Allowed CSG List to the network and to let the network update the CSG subscription. For security consideration, the UE shall send its ACL after the authentication and security mode control procedure has performed successsfuly. If the expired CSG IDs in the CSG subscription is not included in the ACL, the network may safely remove the expired CSG IDs. In this solution, the network onlv remove those CSG ID that exist in CSG subscription in the network but not in the ACL sent by UE. The network do not add any new CSG ID to the CSG subscription.
Pros and Cons:

Usally, the UE is considerd as untrustable. This is the biggest cons of solution 2. Even if the solution 2 can be agreed as a wayforawd, the interaction between the MME/SGSN/VLR is also needed.

Conclusion:
Proposal 2: It is proposed solution 1 as a way forward to solove the issue.
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