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Abstract of the contribution:

This contribution discusses the main scenarios for the PNAT solution and clarifies how PNAT applies to the EPC network.
1. Introduction
Prefix-NAT can be well applied to the EPS network as a solution for IPv6 migration achieving to communicating between different IP version applications. In particular, the solution can be well solved the issues of PNAT464 and PNAT46 communication which are described in the following section. Furthermore, we clarify the IP address allocation and configuration for PNAT when being applied to the EPS.
2. Discussion
The followings give description for tow scenarios between different IP versions application communication in the EPS having IPv6 deployment. In both scenarios UE shall support IPv6 capability at least.
· PNAT464 Communication: The network can only provide IPv6 PDN connection for the UE while the IPv4 application running in the UE would like to communicate with a remote application server in the Internet.
· PNAT46 Communication: The IPv4 application running in the UE would like to communicate with IPv6 application server.
Hence, when IPv4 application would like to start communication with remote server in either case of above the PNAT module in the UE should be activated.
When PNAT module running an IPv4 address and an IPv6 prefix are needed at least as described in the [3]. PNAT needs an IPv4 address just in order to create the PNAT packet and constructing the source IPv6 address. So we can conclude that IPv4 address used for PNAT can have no dependency with the IPv4 address assigned by the network. It can be self-generated by the PNAT module and may be a private or meaningless one. \

According to the above discussion we give some statement for PNAT module when being applied to the EPC network below.
· PNAT module will be activated when the PNAT UE experiences either of the following conditions in EPS:
· an IPv4 application in the host would like to start communicate with a remote IPv4 server while the current PDN connection is IPv6 only and the network can’t provide other IP version of PDN connection; or
· an IPv4 application in the hoist would like to start communicate with a remote IPv6 server while the current PDN connection is IPv4 only.
· The IPv4 address of the PNAT model is a self-generated private or meaningless address without the requirement for allocation by the EPC network.
· The IP parameters needed by PNAT such as DNS4 or DNS6 server should be configured via stateless DHCPv6 as specified in [3].
3.  Proposal
Based on the above discussion we propose to update TR 23.975. The related P-CR is S2-100417.
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