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1.
Introduction
Since Release 7 there has been a lot of discussion in SA2 about the best way to enable mobility between 3GPP and WLAN accesses. In this contribution we propose some basic considerations for any further discussions on this topic.  
2.
Discussion

2.1
The nature of mobility protocols for WLAN mobility
From the beginning of the SAE project, 3GPP has been referring to mobility protocols as “network-based” or “host-based”. However, for the case of WLAN mobility, we believe that these terms “lose” their original meaning. 

In network-based protocols (GTP, PMIPv6) the mobility signaling towards the mobility anchor (e.g. PDN-GW) is initiated from network elements (e.g. SGSN, S-GW or ePDG), while in host-based protocols (DSMIPv6) the mobility signaling towards the mobility anchor is performed by the UE.

Within the 3GPP system, the mobility across 3GPP radio accesses, and within a given radio access, has been designed to be network initiated. Typically, the UE collects signal strength measurements, reports them to the network, but switches between base stations only based on handover commands received from the network. Note that there are some exceptions to this model for intra-access mobility, e.g. “UE-driven” mobility in HSPA, but we will disregard them for the sake of this discussion, which is rather focused on inter-access cases.

In dual radio scenarios, such as “WLAN and cellular”, the two access networks are not “aware of each other” and one access network can not control the UE protocol state in the other access network. Also the WLAN is not a “controlled” access network and the only element in the network that knows if a WLAN is available, and the performance that can be achieved through that WLAN, is the UE. 

Because of this, if we look at any WLAN handover sequence, regardless the mobility protocol used, the mobility procedure is always UE-initiated. It is the UE which initiates the WLAN connection establishment or/and the IPsec tunnel establishment with the PDG. Even with a network-based mobility protocol, when the UE has initiated these steps, the choice left for the network is to just accept the mobility by "proxying" the UE mobility action to the PDN-GW or to reject the mobility action by disconnecting the IPSec tunnel. 

It is therefore fair to say that, when we refer to WLAN mobility, the terms “network-based” and “host-based” mobility lose their original meaning as the WLAN mobility is effectively always UE-initiated.

Conclusion 1: WLAN mobility is always UE-initiated regardless which mobility protocol is used
2.2
Operator control on WLAN mobility

The conclusion above does not imply that the UE is in sole control of the mobility events. The ANDSF framework has been defined in Release 8 to provide operators the means to control the mobility for scenarios where the radio accesses cannot provide the control (e.g. WLAN). 
The inter-system mobility policies provided by the ANDSF guide the UE to trigger the mobility events according to the operator preferences. This mechanism will be the same regardless of the mobility protocol used. In the UE the combination of operator policies provided by the ANDSF and detection of external events (e.g. loss of coverage) will trigger the mobility events, e.g. an IPsec tunnel establishment with the PDG or a DSMIPv6 BU). In either case the network can just accept the already started mobility event or reject it. 
Conclusion 2: The operator controls WLAN mobility via ANDSF inter-system mobility policies independently of the mobility protocol. Therefore the level of operator control is independent of the mobility protocol used. 
2.3
WLAN mobility and flow mobility
In Release 10 3GPP started a work item on IP flow mobility and WLAN offload. The motivation for this project is that operators are interested to offload some traffic to WLAN via WLAN mobility procedures while maintaining some services (e.g. voice) in more controlled accesses, such as the cellular. 
Let us consider voice as an example of a service the operator wants to keep in the cellular network and let us consider, for the sake of the discussion, two voice models: the current model where voice is a CS service and a future scenario where voice is delivered over IP:

· In the case of CS voice, voice can be routed through the cellular access while the data connection is handed over to WLAN without any flow mobility support. Therefore this does not require any Release 10 IP flow mobility but just Release 8 23.402 procedures.
· In the case of VoIP, however, in order to have the same functionality - keep VoIP in cellular, while offloading some traffic with mobility to WLAN - mobility procedures with flow mobility support will be required.
The fact that voice delivery is moving to VoIP implies that “flow mobility” is an integral part of the interoperation between WLAN and 3GPP networks. Therefore, 3GPP should look at the WLAN mobility problem in its entirety, including the flow mobility scenarios, and should not adopt WLAN mobility solutions that can not support flow mobility.

Conclusion 3: Flow mobility needs to be supported by any WLAN mobility solution. 
2.4
Flow mobility and "network-based" mobility protocols
The MAPIM study item has spent quite a few cycles looking into solutions for flow mobility for both PMIPv6 and DSMIPv6. While a solution has been considered feasible for DSMIPv6 based also on similar work done in IETF, there is still no clear and simple solution for flow mobility with PMIPv6. 
Solutions currently under discussion are based on PCC and bearer establishment procedures which are not applicable to the WLAN case as PCC is not supported for WLAN and, more importantly, WLAN does not have any bearer related signaling in the access. Other solutions suggested during the study include ways to mimic the DSMIPv6 flow mobility signaling by having the UE to indicate the routeing filters to the network: this is however quite difficult due to the lack of a standardized protocol which can carry routeing filters between the UE and the WiFi AR or the UE and the PDG. 
It is worth noting that the considerations above apply to the study done for PMIPv6 but they are equally applicable to any "network-based" mobility protocol, including GTP.

Conclusion 4: No feasible solution has been identified by 3GPP and other fora for WLAN flow mobility with "network-based" protocols. 
2.5
Handset implementation considerations
From handset implementation point of view, IP flow mobility is a complex feature which involves coordination of different radios and routing multiple applications via different radios at the same time. Keeping the handset complexity under control is a key requirement for the success of this feature. 
The DSMIPv6 approach chosen by 3GPP in the IFOM WID for IP flow mobility is a clean solution standardized in IETF where the radio coordination for IP flow mobility is performed at the mobile IP layer. As the UE is in anyway responsible for initiating the mobility events, managing the coexistence of the two radios and routeing different traffic over different radios, the UE must have the correct tools to keep its "dual radio state" (i.e. flow mobility state) synchronized with the network. The existence of a single layer where this coordination between radios is done (MIP layer) and a single well defined signaling protocol to manage the state (DSMIPv6 signaling) is in fact the best way to keep things manageable within the UE. 

Conclusion 5: Any new flow mobility solution needs to be benchmarked, in terms of complexity of UE implementation, against the approach chosen in the IFOM WID. 
3. Conclusion
This document analyzed different aspects of WLAN mobility, including the principles of operation, scenarios to be covered and the complexity of possible solutions. Five conclusions have been outlined 

· WLAN mobility is always UE-initiated regardless which mobility protocol is used.
· The operator controls WLAN mobility via ANDSF inter-system mobility policies independently of the mobility protocol. Therefore the level of operator control is independent of the mobility protocol used.
· Flow mobility needs to be supported by any WLAN mobility solution.
· No feasible solution has been identified by 3GPP for WLAN flow mobility with "network-based" protocols.
· Any new flow mobility solution needs to be benchmarked, in terms of complexity of UE implementation, against the approach chosen in the IFOM WID.
3GPP has defined two solutions for WLAN mobility in Release 8, one based on PMIPv6 and one based on DSMIPv6. The DSMIPv6 solution is being extended to support flow mobility in Release 10. 
As the mobile Internet traffic is rapidly increasing it is felt that prolonged standardization and multiple alternative solutions for WLAN mobility - without significant technical benefits - is not in the interest of the 3GPP community
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