SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #77
TD S2-10xxxx

18 - 22 January 2010, Shenzhen, China

Source:
Sierra Wireless
Title:
Add Key Issue “MT Message into a Private Address Space”
Document for:
Approval

Agenda Item:
9.7
Work Item / Release:
NIMTC
Abstract:
This contribution proposes to add a new key issue “MT Message into a Private Address Space” with a corresponding use case description and required functionality. 
Introduction
In TS 22.368 v1.1.1 section 7.1.2 Addressing, it defines a requirement where a MTC Device within a private address space shall be able to receive a MT message from a MTC Server within a public address space (see S1-090218 for background information). Re-iterating some of the key points of S1-090218; the challenge is that mobile networks often do not provide an externally routable IP addresses due to the lack of IPv4 address space and thus use a private address space constructed using a NAT (network address translator) at the edge of the MNO’s network. Without an externally routable IP address, the MTC Server outside the MNO’s core network cannot directly contact the MTC Device through the NAT. There are several currently deployed solutions to this issue but none of them are scalable, cost effective, or efficient. Solutions such as:
· Constant MTC Device Polling (keep-alives)

· Assigned routable IP Address

· SMS Message
· Custom APN

At the last SA1 meeting, sub-requirements relating to performance were deleted from this section. Although it was felt that they were all very important and relevant requirements, SA1 felt they were more appropriate to discuss and include them in a SA2 document. Given that, these performance requirements are proposed in the “Required Functionality” section of TS 23.888. 
Proposed Change

5.x Key Issue – MT Message into a Private Address Space
5.x.1
Use case description 

Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

Due to the need for centralized control, the MTC Server entity will inform or poll the metering device when it needs measurement information rather than the metering device autonomously sending measurements. Typically due to the limitation of IPv4 address space, the MTC Device is behind a NAT where it is not assigned a routable IPv4 address and is thus not reachable by the MTC Server.
5.x.2 Required Functionality

The system shall provide a mechanism, according to operator policy, where an MTC Server in a public address space can successfully send a mobile terminated message to the MTC Device inside a private IP address space.
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-
The mechanism shall be scalable 

-
The mechanism shall minimize the required configuration by the MNO and the MTC User

-
The mechanism shall minimize the required messaging transactions by the MTC Server to initiate MT communications 

-
The mechanism shall minimize the messaging sent over the air to the MTC Device

-
The mechanism shall minimize any additional user plane latency

-
The mechanism shall minimize any additional security threats to the MTC Device 
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