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Abstract of the contribution: This contribution further elaborates on the topic for policy and resource control at NNI.
Introduction
TR 23.848 has currently discusses and provides some alternatives on how Policy control functionality can be at the IMS NNI. 
Today, the CS network also have interconnects based on e.g., the CS-IBCF. These interconnects are quite similar to the IMS based interconnects, and the requirements for potential policy control functionality are similar. Hence, it would be beneficial that if policy control is provided, it can be applied in a similar manner irrespective of whether it is applied for IM-CN, the CS-CN or any NNIs on application level. 
Architecture for the CS-CN NNI

The NNI architecture for the Circuit-Switched Core Network is described in TS 29.235.
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It can be noted that the architecture for the CS-CN and IM-CN are appealingly similar, and in fact, the functionalities provided CS-IBCF and CS-TrGW are with few exceptions subsets of the functionalities provided by the IMS IBCF and TrGW, respectively.

In addition the protocols for the Cs-Ix in the cs domain and the Ix reference point are catered for in the same H.248 profile defined in TS 29.238.

All this makes it a pretty obvious that the functions can be reused between the CS and IMS domain (and hence co-located), which is already defined in TS 29.235
However, to ensure that the possibility to continue to re-use the functionality and have an aligned architecture, it is of course necessary that the policy control functionality when applied, is using the same architectural principles for both the CS-NNI and the IMS NNI.
For the CS side, the architecture allows today the optimization of co-locating the CS-IBCF with the IWU in a single (G)MSC-S node, and the CS-TrGW with UP-IWU in a single CS-MGW node. TS 29.235 also specifies “If the logical functions are co-located with (G)MSC and CS-MGW then the Mc profile shall provide the required functionality.”
If we apply the current candidate alternatives for policy control at the NNI to the CS-NNI we end up with the following two figures.
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Figure 1 
Policy control Alternative 1 applied to the CS-NNI 
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Figure 2
Policy control Alternative 2 applied to the CS-NNI
Discussion 
A quick analysis on the consequences of applying the candidate policy control alternative to the CS-NNI gives at hand that Alternative 1 seems to be feasible to apply if necessary also at the CS-NNI irrespective of to which degree collocation of IWU/CS-IBCS and UP-IWU and CS-TrGW is done.

For alternative 2, it seems to be necessary to break-up the Mc protocol in two parts when the full co-location of the IWU/CS-IBCF and UP-IWU/CS-TrGW is applied. 

As the inclusion of the CS-IBCF and CS-TrGW functionality in many cases can be seen as a normal evolution of functionality into the MSC-S and CS-MGW that exist in deployments of today, the introduction of new control protocols from the MSC-S to the CS-MGW will provide a significant obstacle to the introduction of policy control at the CS-NNI. This is also valid for the cases where the CS-IBCF is controlled as a separate entity from the MSC-S.

Therefore Alternative 2 cannot be seen as a viable alternative for the CS-NNI.

As it is important that the same policy control architecture can be applied for both the IMS NNI and the CS-NNI, Alternative 2 is not viable or the IMS NNI either.
For completeness, it may be important to have an alternative where the policy control functionality is hosted outside the IBCF, and that is viable for both the CS- and IMS NNI.  Therefore we propose to introduce a 3rd alternative, As described in below.
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Figure 3 New Alternative

As for alternative 1, this new alternative seems to be feasible to apply for the CS-NNI

Proposal

The following additions to TR 23.848 are suggested.
Start of change

7.0
General considerations for the architectural proposals

Although this study is for the IMS border functions, the applicability for new proposed functionality to other 3GPP NNIs, e.g. the CS-NNI shall be considered. 

If such applicability to other NNIs exist, it is highly desirable that the proposed architecture for the IMS NNI as far as possible can be applied for these other NNI in a similar fashion.  In particular for the CS-NNI for which the existing architecture in TS.29.235 provide almost a one-to-one mapping of the current IMS border architecture, the different architectural proposals need be evaluated against how the can be applied for the CS-NNI.
Next change

7.2.3
Alternative 3: addition of a functional entity for policy control without affecting existing reference points

7.2.3.1
Functional split

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added.
7.2.3.2
New functions hosted by the IBCF:

-
IMS Emergency calls / Priority service support and handling.

7.2.3.3
Functions hosted by the IBPCF:

-
Resource admission control

-
Policy control.
-
TrGW selection
7.2.3.4
New functions hosted by the TrGW:

-
Media policing of Inbound/Outbound Traffic: 
7.2.2.5
Description

A new functional entity called Interconnection Border Policy Control Function (IBPCF) as well as a new reference point R? between the IBCF and the IBPCF, as shown in Figure 7.2.3.5-1. 
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Figure 7.2.3.5-1: 3GPP IMS interconnection architecture with IBPCF  for policy control

Editor’s Note: The name R? is subject to re-consideration.

The IBPCF is responsible for policy decision for signalling and media sessions to other IMS/SIP networks. It acts on policy requests received over the R? reference point and returns policy decisions over the same reference point to the requestor, taking into account operator-specific policy rules and inter-operator service level agreement (SLA) data. 

It encompassed the following functions:

-
Resource admission control;
-
Policy control, providing directives for packet marking or media policing of Inbound/Outbound Traffic, based on static and dynamic policies;
NOTE:
The status and utilization of resources is out of scope for the IBPCF
End of change
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