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Abstract of the contribution: The contribution proposes a configuration based solution for key issue 1 (sponsored data connectivity).

Discussion

Sponsored data connectivity can be realized solely based on existing PCC and charging functionality. The Rx interface provides the necessary functionality for a 3rd party AF to interact with the PCRF so that all information that is required for the authorization of sponsored IP flows can be given to the PCRF. It is however required in addition, that the charging systems and the PCRF are configured in a certain way. In the following, a description of the configuration details as well as the sequence of actions is proposed as an alternative solution to address this key issue in TR 23.813.
Proposal

Begin of modified section

4
Key issues

4.1 
Key Issue 1: Policy enhancement for sponsored data connectivity

4.1.1
Introduction

The target of this key issue is to study policy enhancement needed for sponsored data connectivity. With sponsored data connectivity, the service provider has a business relationship with the operator and pays the operator for user’s connectivity in order to allow the user access to the service provider’s services. Alternatively the user pays for the connectivity with a transaction which is separate from the subscriber's online charging. In particular, the following areas will be studied:

· Capability for 3rd party or operator's non IMS application functions to on demand define specific IP flows that are allowed for a subscriber.

· Capability to enforce the policies related to the sponsored IP flows within the 3GPP system

· Capability for dynamic policy and charging control to exclude the sponsored IP flows from the user’s volume cap or pre-paid credits

· Capability to create accounting and/or usage data records associated with the sponsored IP flows 

4.1.2

Alternative solutions

4.1.2.1
Alternative solution 1 – configuration based solution

Sponsored data connectivity can be realized solely based on existing PCC and charging functionality. This requires however, that the charging systems and the PCRF are configured in the following way:

· A service specific Charging Key and Monitoring Key has to be used for the sponsored IP flows that is not shared with any other service of the UE in this PDN connection.

· The PCRF needs to know the 3rd party AFs that have a business relationship with the operator and the policies that are related to them, primarily the QoS that is to be authorized for the sponsored IP flows. 

If the PCRF and the charging systems are configured appropriately, sponsored data connectivity proceeds in the following way:

· The 3rd party AF contacts the PCRF via the Rx signalling. During this interaction, the 3rd party AF provides the required information to identify the service (e.g. via the AF Application identifier and the AF Application event identifier) and to describe the sponsored IP flows that the 3rd party AF wants to get authorized.

· The PCRF checks the 3rd party AF request against its configuration and authorizes the described sponsored IP flows according to the configured QoS by generating PCC rules. In addition, a service specific Charging Key and Monitoring Key (that is not used by any other service within this PDN connection) is set in the PCC rules to enable an independent charging and usage reporting.

· The PCEF generates separate accounting and/or usage data records due to the service specific Charging Key and Monitoring Key and thus, the sponsored IP flows can be excluded from the user’s volume cap or pre-paid credits. 
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