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Abstract of the contribution: Resolves Editor's Notes related to DNS caching
1. Discussion

The following Editor's Note is present in section 5.2.2.1 (Information flow for P-CSCF load balancing) and Annex A (DNS UPDATE Mechanism).
Editor's Note: A DNS update mechanism may require reducing caching time to a very short period (or 0) for CSCF names in order to get as up to date information as possible on the CSCF with the least load. However, reducing DNS caching time will increase DNS requests in operator networks, so care should be taken to find an acceptable trade-off between update-to-date information and DNS traffic increase.
What is stated in this note is a widely known fact about DNS-based load balancing. 
As stated in "Pro DNS and BIND" by Ronald Aitchison: "Clearly the effects of caching can significantly distort the effectiveness of any DNS IP address allocation algorithm."
Therefore, this is not an open issue in the scope of this study, but a fact that implementers and operators should be aware of.
2. Conclusion

It is proposed to replace these Editor's Notes by the following Note:
NOTE: DNS caching may break this load balancing mechanism if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this load balancing mechanism.
3. Proposed changes to TR 23.812

Change #1
5.2.2.1 
Information flow

[image: image1]
Fig 5.2-3: Information flow for P-CSCF load balancing
1. P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the dynamic load information to LDF periodically.
Editor's Note: Whether it would be better for the P-CSCFs to provide load information periodically or only on threshold crossings, or for the LDF to query load information on a periodic basis is for further study.
2. LDF updates the load state of the relevant P-CSCFs to DNS at a given interval.
Editor's Note: Whether it would be better for the LDF to provide load information to the DNS via some periodic reporting mechanism or via some threshold crossing indication mechanism is for further study.
3. UE initiates an address query for P-CSCF to DNS. 
4. DNS implements some load balancing algorithm and return the address of a relatively low-load P-CSCF-1. If all available LDFs go out of service for some reason, DNS is required to be aware of this failure and fall back to the static P-CSCF assignment mechanism (e.g., round robin) without considering load information.
5. UE sends IMS registration request to P-CSCF-1.

NOTE: DNS caching may break this load balancing mechanism if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this load balancing mechanism.
Change #2
Annex A(Informative):
DNS UPDATE Mechanism

DNS RR (Resource Record) has some attributes (e.g., weight parameter), which can be used to record network entities’ dynamic load information. And RFC 2136 defines an UPDATE message to modify DNS RR. So a new interface could be added between DNS and LDF and the UPDATE message is used to periodically refresh the network entities’ load state in order to assign a low-load network entity to the requester. 

DNS periodic UPDATE messages might increase the pressure of DNS, and to relieve the pressure of DNS, the UPDATE interval could be prolonged to a certain extent and all P-CSCF load information can be batch updated from LDF to DNS.

Referring to RFC 2136, the UPDATE message can be used to update an existing RR or a group of RRs periodically. The real-time load information of P-CSCF detected by LDF can be transmitted to DNS every predefined interval. And the load message can be encapsulated in additional data of the UPDATE message.

+---------------------+ 

| Header         |

+---------------------+ 

| Zone           | specifies the zone to be updated 

+---------------------+ 

| Prerequisite     | RRs or RRsets which must (not) preexist
+---------------------+ 

| Update         | RRs or RRsets to be added or deleted 

+---------------------+ 
| Additional Data  | additional data
The load information contained in the additional data of UPDATE message can include the following factors:

· The current CPU and memory usage of P-CSCF;
· The number of current registered users in P-CSCF;

· The number of users with active sessions in P-CSCF;
· The maximum number of registered users in P-CSCF;

And all of the information is indicated by the weight parameter in the SRV RR. (See RFC 2782)
End of changes
P-CSCF - 3





IP CAN





P-CSCF - 1





DNS





5 Registration Request





P-CSCF - 2





LDF





3. Request for a P-CSCF





4. Response with P-CSCF-1





2. Update load information





1.c. Notify load information 





1.a Notify load information





1.b. Notify load information 








3GPP

SA WG2 TD


