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	Reason for change:
(
	Multimedia Prioirty Services (MPS) and IMS emergency calls in Rel9 will use ARP priority values to indicate priority and emergency bearers. Since different countries will have different laws and regulations for emergency calls and other priority services it is difficult to standardize a global ARP values to be used for MPS and emergency calls only.  A contribution from Ericsson (S2-092035) proposes allocating ARP priority values 1-6 for intra-domain usage, 5 ARP values for MPS and one ARP value for emergency calls.
Assigning 5 ARP values for MPS allows differentiating 5 levels of priority users for call admission. However, it does not allow differntating different media within an MPS session for all priority level users (e.g., to set the video bearer of a level 5 user to an ARP value higher than that of the voice bearer) during call admission unless the ARP of the bearer overlaps with the ARP of the bearer assigned for other intradomain usage (e.g., emergency call) or public service.  In addition, having only 6 ARP values does not leave room for other intradomain usage.
Therefore, it is proposed that ARP priority values 1-8 are reserved for intradomain usage. 

	
	

	Summary of change:
(
	It is explained that ARP priority level 1-8 should only be used within one operator domain and that ARP priority level 9-15 may also be used if the UE is roaming. In addition a note is included that explains that ARP level 1-8 may of course be used in case there is a special roaming agreements that allows the use of those values between operators.
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not approved:
	There is a risk that some operators may use certain ARP values for commercial services that are used for e.g. emergency or priority services in other networks. Setting ARP priority level in roaming situations will therefore require (some) knowledge of the visiting operator ARP plan. Otherwise a clash may result in the VPLMN not allowing a dedicated bearer or even disconnecting the PDN connection (if the ARP is for the default bearer). If resources on the other hand are admitted by the VPLMN (i.e. the ARP level is not checked by VPLMN) then there is instead a risk that normal calls of roaming users get priority over emergency or priority calls in the VPLMN. 
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Begin Change
6.1.7.3
Allocation and Retention Priority characteristics

The QoS parameter ARP contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The priority level defines the relative importance of a resource request. This allows deciding whether a bearer establishment or modification request can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It can also be used to decide which existing bearers to pre-empt during resource limitations.

The range of the ARP priority level is 1 to 15 with 1 as the highest level of priority. The pre-emption capability information defines whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level. The pre-emption vulnerability information defines whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability and the pre-emption vulnerability can be either set to 'yes' or 'no'.

The ARP priority levels 1-8 should only be assigned to services that are authorized to receive prioritized services within an operator domain (i.e. that are authorized by the serving network). The ARP priority levels 9-15 may be assigned to services that are authorized by the home network and thus applicable when a UE is roaming.

NOTE:
This ensures that future releases may use ARP priority level 1-8 to indicate e.g. emergency and other priority services within an operator domain in a backward compatible manner. This does not prevent the use of ARP priority level 1-8 in roaming situation in case appropriate roaming agreements exist that ensure a compatible use of these priority levels.
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