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**** FIRST PROPOSED CHANGES ****
9.4.5
Handover handling

9.4.5.1
VMSC /MSC server procedure for Inter-VMSC /MSC server Handover

When a location estimate is required for a target UE with an established call in a state of inter-VMSC /MSC server handover, the serving location area ID shall be used by the visited MSC /MSC server to identify the correct RAN to serve the location request. All location request related messages shall be sent via MAP/E interface piggy-backed in MAP_FORWARD_ACCESS_SIGNALLING and MAP PROCESS_ACCESS_SIGNALLING between the visited and serving MSCs /MSC servers.
9.4.5.2
Handling of an ongoing handover while a request for positioning arrives

If during an ongoing handover procedure a request for location information arrives, the request shall be suspended until the handover is completed. On completion of the handover, the location preparation procedure shall continue.

9.4.5.3
Handover handling in Iu mode

In case of hard handovers in Iu mode, e.g. inter RNC hard handover, or Serving RNC relocation, and inter- MSC, MSC Server or SGSN handovers, the ongoing positioning process is aborted on Iu level. In soft handovers where the Serving RNS and Iu are relocated, any ongoing positioning process is also aborted on Iu level. The MSC, MSC Server or SGSN shall restart the Iu aborted location requests with the new Serving RNC. The new SGSN, however, shall not restart the location request after inter SGSN Routing Area Update or inter SGSN relocation. During intra and inter RNC soft and softer handovers the existing RRC connection can normally be used without any need to abort the on-going positioning process on Iu level.

9.4.5.x
Handover of an IMS Emergency Call with EPS/GPRS Access in Multi-LRF Environment
As a deployment option in North America, the emergency location services for CS based emergency and/or IMS based emergency location services may be provided by a single emergency location service provider, or very often by multiple emergency location service providers. Handover of the IP bearer for an established or not yet established IMS emergency call may occur within the PS domain (i.e. intra E-UTRAN, intra UTRAN, E-UTRAN to UTRAN, UTRAN to E-UTRAN or E-UTRAN to HRPD) as defined in TS 23.401 [42], TS 23.402 [43] and TS 23.060 [15]. Handover of an already established IMS emergency call may also occur from the PS domain to the CS domain using SRVCC as defined in TS 23.216 [41]. When such an event occurs in a context where location support for the emergency call is required on the source side, continuity of location support may be required on the target side. In this case, the location solution employed on the source and target access sides may stay the same or may change. In addition, some reconfiguration of the associated location server or servers (e.g. GMLC, LRF, E-SLP) and serving node may be needed whether or not the solution changes., once IMS emergency call is established, the serving LRF shall remain the same after possible sequential handovers, This section specifies the requirements to support location continuity in multi-LRF environment. Table 9.x summarizes the support of all possible handover. Note that in all cases, In a multi-LRF deployment environment the LRF that was originally assigned to the IMS emergency call as described in subclause 9.8.4 must be retained after handover in order to avoid any impact to the emergency center/PSAP, although the network configuration for normal emergency call initiation may associated the target serving cell, target serving GMLC with different LRF. 
Table 9.x: Location Reconfiguration Requirements for handover of an Emergency IP Bearer or IMS Emergency Call to support Location Continuity in Multi-LRF Environment
	Source Access

Side(s)
	Target Access

Side(s)
	Source Location Solution
	Target Location Solution
	Reconfiguration Requirements

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	TS 23.271
	TS 23.271
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	TS 23.271
	OMA SUPL [38, 39]

(Note 1)

	(Note 3)

Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Source side GMLC updates the serving LRF

LRF replaces the source side GMLC with the target side E-SLP, and the source side serving node with null, indicate UP is supported at the target. LRF transfers the UE identity or address (e.g. IP address) to the target side E-SLP

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	OMA SUPL [38, 39]

	TS 23.271 (Note 1)

	(Note 3)

UP is deployed together with SLg interface on the source side. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	OMA SUPL [38, 39]
	OMA SUPL [38, 39]
	None identified



	E-UTRAN
	HRPD
	TS 23.271
	OMA SUPL [38, 39]
	(Note 3)

Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Source side GMLC updates the LRF

LRF replaces the source side GMLC with the target side E-SLP, and the source side serving node with null, indicate UP is supported at the target. LRF transfers the UE identity or address (e.g. IP address) to the target side E-SLP

	E-UTRAN,

UTRAN PS
	UTRAN CS

GERAN CS
	TS 23.271
	TS 23.271
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

	E-UTRAN,

UTRAN PS
	UTRAN CS

GERAN CS
	OMA SUPL [38, 39]
	TS 23.271
	(Note 3)

OMA SUPL is deployed together with SLg interface. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.

	E-UTRAN
	1xRTT
	TS 23.271
	J-STD-036B [44]

(Note 2)
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side 1xRTT MSC identity to the source side GMLC and the serving LRF.

Or (b) Target side 1xRTT MSC sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC/MPC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC/MPC if they are different, and the source side serving node with the target side serving node if they are different.

Source side GMLC or Target side updates the LRF (Note 2)

LRF replaces the source side GMLC with location support on the target side (Note 2)

	E-UTRAN
	1xRTT
	OMA SUPL [38, 39]
	J-STD-036B [44]

(Note 2)
	(Note 3)

OMA SUPL is deployed together with SLg interface. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side 1xRTT MSC identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side 1xRTT MSC sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC/MPC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC/MPC if they are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.The target side updates the LRF (Note 2)

The LRF replaces the source side E-SLP with location support on the target side (Note 2)


NOTE 1:
it is allowed to change location solution for an intra E-UTRAN or intra UTRAN PS handover as well as for inter-RAT handover

NOTE 2:
actions on the target 1xRTT side are outside the scope of this TS
NOTE 3: The scenario is out of the scope of Rel-9 IMS emergency location continuity. The reconfiguration requirements are presented for informational.
Details concerning the interactions between the LRF, GMLCs, E-SLPs and any 1xRTT location servers to support the reconfiguration requirements in Table 9.2a are outside the scope of this TS. Support of location continuity by other entities is defined below in association with Figure 9.x.
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Figure 9.x: Support of Location Continuity for Handover of an IMS Emergency Call 
1. Following the request for an emergency call, the UE establishes an emergency PDN connection for E-UTRAN access as defined in TS 23.401 [42] or an emergency PDP context for UTRAN PS access as defined in TS 23.060 [15]. 
2. As part of emergency location service procedure, a NI-LR location session is initiated at the radio access network. 
3.
The serving MME or SGSN (hereafter referred to as the source SGSN or MME) sends a Subscriber Location Report with UE identity(ies), emergency event indicator, serving cell identity, serving node identity and location estimates to the GMLC that it is associated by configuration. The GMLC determines the serving LRF based on the serving cell identity and forwards the Subscriber Location Report to the serving LRF.
4.
The UE may then establish an IMS emergency call as defined in TS 23.167 [36a] during which an LRF is determined based on the serving cell identity.
5.
At some later time, the serving MME or SGSN (hereafter referred to as the source SGSN or MME) may receive a request from an associated GMLC (hereafter referred to as the source GMLC) for the location of the UE if the location solution defined in this TS is used on the source access side requested by the serving LRF. The request contains the UE identity, serving LRF address and other information elements. 
6.
If updated location is required in the location request received in Step 5, location session starts at the radio access network. If step 2 occurs or if support for an NI-LR is required, the source SGSN or MME starts a location session with the serving RNC or an E-SMLC, in each case respectively, to obtain the location of the UE.
7.
A request is later sent to the source SGSN or MME from the serving eNodeB (for E-UTRAN access) or serving RNC (for UTRAN access) for a handover to a particular target eNodeB (for handover to E-UTRAN) or target RNC (for handover to UTRAN PS) or target MSC server (for handover to UTRAN CS or GERAN CS) or target cell associated with a particular 1xRTT MSC (for handover to 1xRTT) or HRPD target cell (for handover to HRPD). 

8.
For handover to E-UTRAN, UTRAN PS, UTRAN CS or GERAN CS, the source MME or SGSN sends a Handover Request message to the target MME, SGSN, MSC server or MSC server (hereafter referred to as the target serving node) in each case respectively as defined in TS 23.401 [42], TS 23.060 [15] or TS 23.216 [41]. For handover from E-UTRAN to 1xRTT, the source MME sends a Handover Request message to a target 1xRTT IWS a described in TS 23.216 [41]. The Handover Request shall include the serving LRF address if it is known to the source MME or SGSN. For handover from E-UTRAN to HRPD, this step does not occur.

9.
The rest of the handover preparation and execution procedure is completed as defined in TS 23.401 [42], TS 23.402 [43], TS 23.060 [15] or TS 23.216 [41].

10.
The location session started in step 3 may terminate normally before step 9 is complete. If not, the source SGSN or MME shall abort the session once step 9 is complete. This may lead to provision of a location estimate for the UE to the source SGSN or MME.

11.
If the location solution defined in this TS is used on the source side and step 6 occurred, the source SGSN or MME returns a Provide Subscriber Location response to the source GMLC carrying any location estimate obtained previously for the UE. Depending on configuration information in the source SGSN or MME (e.g. which may be related to the source and target serving node identities, the location capabilities of the UE and whether the UE is roaming or not), the Provide Subscriber Location response may convey the identity of the target serving node.

12.
If the location solution defined in this TS is used on the source side but steps 6 and 11 do not occur, the source SGSN or MME may depending on configuration information in the source SGSN or MME (e.g. as in step 11) send a Subscriber Location Report to the GMLC associated with the source SGSN or MME, carrying the UE identity (IMSI, MSISDN and/or IMEI), an event type indicating handover and the identity of the target serving node.

13.
The source GMLC acknowledges the message in step 12 if this occurs.
14.
Depending on configuration information in the target serving node (e.g. which may be related to the source and target serving node identities, the location capabilities of the UE and whether the UE is roaming or not), the target serving node may after handover in step 9 is complete send a Subscriber Location Report to a GMLC if the location solution defined in this TS will be used on the target side. The Subscriber Location Report carries the UE identity (IMSI, MSISDN and/or IMEI), an event type indicating handover, the identity of the target serving node and the serving LRF address. The target serving node may determine the address of the target GMLC from configuration information. As the serving LRF address is received, the target GMLC forwards the message to the serving LRF identified by the serving LRF address.
15.
The serving LRF returns an acknowledgement of the message in step 14 to the target GMLC which forwards the acknowledgement to the target serving node.
16.
Reconfiguration of the LRF and the source and target location servers may occur as summarized in Table 9.x which may involve removal of a source location server, assignment of a new target location server and/or updating of information in the LRF. The details of this step are outside the scope of this TS.

17.
If the LRF needs an updated location estimate for the UE after handover has occurred, it may instigate an MT-LR request via the target GMLC if the location solution defined in this TS will be used on the target side. This will involve a repetition of step 5 on the target side if the location solution defined in this TS is used. Steps 5 to 16 may also be repeated on the target side to support a further handover if the previous handover was to either E-UTRAN or UTRAN PS.
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