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Discussion:

Background Information and Challenges:

Depending on the deployments of a telephony network operator, regional requirements, reliability of emergency services, and other operational reasons, it is very common in North America that a telephony network (wireless or fixed line) is divided to different emergency service regions, the emergency location services of the service regions may be provided by a single emergency location service provider, or very often by multiple emergency location service providers. Sometimes load balancing and redundancy requirements of emergency location services also require multiple emergency location service providers for a network.
For the existing 3GPP CS based emergency location services defined in 23.271, when a location estimate is required for a target UE/MS with an established emergency call in a state of inter-VMSC/MSC server handover,  all location request related messages is sent via MAP/E interface piggy-backed in MAP_FORWARD_ACCESS_SIGNALLING and MAP PROCESS_ACCESS_SIGNALLING between the visited and serving MSCs /MSC servers. The serving GMLC only needs to communicate with an anchor MSC/MSC Server during an emergency call.
In the Rel-9 SAE network, IMS emergency call will be provided using the underline IP Bearer established over E-UTRAN/UTRRN access network. It is very important to note that the IMS Emergency procedure defined in 23.167 is independent from the procedures of SAE/GPRS, including the Control Plane Location Service procedures, the only interworking function between these two service domains resides in the serving LRF. Some challenges/issues have been identified when there are multiple IMS emergency location service providers (i.e. multiple LRFs) in a network:
· There is not a signal tunnelling mechanism (like the one in the CS domain) available, the serving LRF needs to know the current serving location server (GMLC/MPC for control plane or E-SLP for user plane) and the serving node after a handover (either PS-PS or PS-CS) crossing the service regions of the emergency location service providers.

· Due to the fact that IMS domain and signalling domain of U-TRAN Access and Location Services are decoupled, it is possible that IP Bearer has been established and emergency NI-LR has been initiated, but a handover occurs crossing the service regions of the emergency location service providers before IMS Emergency call is initiated. Or the IP bearer of an emergency IMS call is not yet released after the IMS emergency terminated, another emergency call is placed using the same bearer where the emergency location area has changed.
· MME Pool may be deployed; the MME may be dynamically assigned. There is not a fixed mapping between  E-Cell and MME, the serving LRF cannot use the serving E-CellID that is available via IMS signalling to determine the serving node and serving location server after a handover crossing the service areas of emergency location service providers.

· The SR-VCC specifications have not yet finalized (it is good and bad: good part is that additional requirements can be added to SR-VCC; the bad part is that some recommended solution must be applicable for SR-VCC alternatives on the table  and cannot depend on one of the proposed SR-VCC solutions).
· It has been noted that User Plane Location Service using OMA SUPL may also be used for IMS emergency location services. There are limitations of OMA SUPL 2.0, the recommended solution should support the handover scenarios from a UP based emergency location service provider to a CP based emergency location service provider. The requirements for additional User Plane are not in the scope of 3GPP.

· Although in 3GPP Rel-9 the scope of emergency location continuity is limited to one single carrier, and the scope of IMS emergency VCC is limited to PS to CS direction only. The recommended solution should be easily enhanced for the future needs (e.g. IMS emergency handover from CS to PS).
Alternative Solutions to Support LCS Continuity in Multi-LRF Environment:

Some potential alternative solutions for supporting LCS Continuity in Multi-LRF environment have been identified:
Option 1: There can be a central location server/register which will cache all the location information of an IMS emergency caller. At the minimum, the location information cached in the central location server includes the current Serving Node Identity, current Serving Location Server address, and optional last known location estimates.
Option 2: Serving LRF Identity (either LRF address or ESQK that the Serving LRF assigned to the IMS emergency call) is passed to Source Location Server, Source Serving Node, Target Serving Node and Target Location Server. The Target Location Server uses the LRF Identity to determine where to send the handover location report. It should be noted that the LRF Identity needs to be included in the handoff signalling from the source serving node to the target serving node.

There are some other alternatives that had been considered, e.g. 
· Enforcing the 1st Serving Node Identity is passed to the Target Serving Node and Target GMLC, in which case the Target GMLC can use the 1st Serving Node Identity to determine the actual Serving LRF. However, since the IMS Emergency Call setup procedure is independent from the procedure of IP Bearer Setup, there may be PS handoff already before IMS call is initiated. In addition, the MME Pool feature may be implemented, in which case there is not fixed mapping from Serving Node to Serving GMLC. A similar option is to enforce Source Serving Node always send the Target Serving Node Identity to the Target GMLC, but this option has the same limitations.
· Another discussed alternative is to use ISUP signalling to pass the key information during the SR-VCC procedure. The proposal was withdrawn due to lack of supports.
The document focuses on the discussion of Option 2. The information element that is critical for supporting Location Continuity in Multi-LRF environment can be either the assigned ESQK or the Serving LRF address. ESQK is assigned by the Serving LRF during IMS emergency call setup per 23.167, it can be used to uniquely identify the emergency service provider that operates the serving LRF. However, each emergency service provider may own a large ESQK pool for its service regions. It is simpler for implementation to use Serving LRF address to identify the Serving LRF during and after the handover (PS-PS or PS-CS).
Figure 1 illustrates a high-level call flow example of the Location Continuity for IMS Emergency Call in a Multi-LRF 3GPP  network that deploys control plane location services for IMS emergency.

Figure 1: High-level call flow of Location Continuity for IMS Emergency call in multi-LRF network
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Detailed description:

1.
Following the request for an emergency call, the UE establishes an emergency PDN connection for E-UTRAN access or an emergency PDP context for UTRAN PS access. The serving MME (MME A) initiates emergency NI-LR location procedure and a Subscriber Location Report with UE identity, emergency event indicator, Serving Node Identity and serving cell identity to the GMLC that MME A is associated by configuration.  Since no Serving LRF Address information is included in the report, GMLC A forwards the report to the LRF determined by the serving cell identity.
2.
At some later time, a PS to PS handover occurs before an IMS based emergency call is initiated.

3.  MME B (Target MME) initiates a Subscriber Location Report with UE identity, handover event indicator, Serving Node Identity and serving cell identity, to GMLC B to which MME B is associated based on configuration.

4. 
Since no Serving LRF Address information is included in the report, GMLC B forwards the received message to the LRF that is determined by the serving cell identity.

5. 
IMS emergency call is initiated by UE to the E-CSCF per 23.167.

6. 
Based on the serving cell identity that is included in the IMS SIP INVITE signalling, the E-CSCF determines the serving LRF is LRF B and sends a request to LRF B requesting for emergency call routing instruction per 23.167.

7. 
Based on the serving cell identity and optional other location information provided, LRF B determines the PSAP that the IMS emergency call should be routed, and assigned an ESQK to the call. LRF B then sends the assigned ESQK back to the E-CSCF.

8. 
Based on the serving cell identity, LRF B determines that the serving GMLC is GMLC B, then it sends a request to GMLC B for updated location.

9.
Based on the cached information of IMS emergency call instances, GMLC B matches UE identity and determines the Serving Node, it then initiates MT-LR procedure and sends Provide Subscriber Location with UE identity, Serving LRF Address to MME B. MME B caches the Serving LRF Address. Depending on whether Control Plane Location is deployed, MME B may initiate location procedure in the radio access network.
10.
 Another handover occurs, as part of the handover procedure, MME B sends the Serving LRF Address in the handover request to MME C (Target Serving Node). Optionally MME B sends the handover location report to the serving GMLC (GMLC B) and Serving LRF (LRF B) with UE identity, Source Serving Node Identity, Target Serving Node Identity and handover event indicator.
11. Upon handover is complete, MME C initiates a Subscriber Location Report message with UE identity, handover event indicator, serving cell identity, Serving Node Identity and Serving LRF Address to the associated GMLC (GMLC C) based its configuration.

12. When receiving a handover location report with the Serving LRF Address, GMLC C forwards the report to LRF B indicated by Serving LRF Address. If the PSAP requests for updated location of the UE, LRF B uses the Serving Node Identity to determine the Serving GMLC and the serving cell identity to determine the Serving Node, and initiates MT-LR location procedures.
Recommendation:

The solution (Option 2) illustrated in this document can fulfil the requirements of supporting all the scenarios of PS-to-PS handover and PS-to-CS handover, while Control Plane solutions are supported in the source and target networks. It should be noted that supporting IMS emergency call related User Plane location continuity is out of scope of this work in Rel-9. However, for informational, when User Plane solution is deployed in the source network, it is recommended that SLg/Lg interface (excluding E-SMLC/SMLC/SAS) should also be supported as part of requirements to support Location Continuity in multi-LRF environment, and all the handover scenarios are supported.
It is recommended that location continuity associated with IMS emergency should be support, the proposed solution (Option 2) illustrated in this document should be used.

The following table summarizes the support of different handover scenarios of the proposed solution (Option 2).

	Source Access

Side(s)
	Target Access

Side(s)
	Source Location Solution
	Target Location Solution
	Reconfiguration Requirements

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	TS 23.271
	TS 23.271
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	TS 23.271
	OMA SUPL [38, 39]

(Note 1)

	(Note 3)

Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Source side GMLC updates the serving LRF

LRF replaces the source side GMLC with the target side E-SLP, and the source side serving node with null, indicate UP is supported at the target. LRF transfers the UE identity or address (e.g. IP address) to the target side E-SLP

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	OMA SUPL [38, 39]

	TS 23.271 (Note 1)

	(Note 3)

UP is deployed together with SLg interface on the source side. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.

	E-UTRAN,

UTRAN PS
	E-UTRAN,

UTRAN PS
	OMA SUPL [38, 39]
	OMA SUPL [38, 39]
	None identified



	E-UTRAN
	HRPD
	TS 23.271
	OMA SUPL [38, 39]
	(Note 3)

Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Source side GMLC updates the LRF

LRF replaces the source side GMLC with the target side E-SLP, and the source side serving node with null, indicate UP is supported at the target. LRF transfers the UE identity or address (e.g. IP address) to the target side E-SLP

	E-UTRAN,

UTRAN PS
	UTRAN CS

GERAN CS
	TS 23.271
	TS 23.271
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

	E-UTRAN,

UTRAN PS
	UTRAN CS

GERAN CS
	OMA SUPL [38, 39]
	TS 23.271
	(Note 3)

OMA SUPL is deployed together with SLg interface. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side SGSN or MME identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side SGSN or MME sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC if the GMLCs are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.

	E-UTRAN
	1xRTT
	TS 23.271
	J-STD-036B [44]

(Note 2)
	Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side 1xRTT MSC identity to the source side GMLC and the serving LRF.

Or (b) Target side 1xRTT MSC sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC/MPC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC/MPC if they are different, and the source side serving node with the target side serving node if they are different.

Source side GMLC or Target side updates the LRF (Note 2)

LRF replaces the source side GMLC with location support on the target side (Note 2)

	E-UTRAN
	1xRTT
	OMA SUPL [38, 39]
	J-STD-036B [44]

(Note 2)
	(Note 3)

OMA SUPL is deployed together with SLg interface. 

Either (a) Source side SGSN or MME sends a location report for handover with the UE identity, target side 1xRTT MSC identity to the source side GMLC/E-SLP and the serving LRF.

Or (b) Target side 1xRTT MSC sends location report for handover with UE identity, its own identity and the serving LRF address to the target side GMLC/MPC which forwards the serving LRF based on the Serving LRF address. The serving LRF address is passed during the handover procedure from source serving node to target serving node.

LRF replaces the source side GMLC with the target side GMLC/MPC if they are different, and the source side serving node with the target side serving node if they are different.

Updated location will be retrieved via UP.The target side updates the LRF (Note 2)

The LRF replaces the source side E-SLP with location support on the target side (Note 2)


NOTE 1:
it is allowed to change location solution for an intra E-UTRAN or intra UTRAN PS handover as well as for inter-RAT handover

NOTE 2:
actions on the target 1xRTT side are outside the scope of this work item.

NOTE 3: The scenario is out of the scope of Rel-9 IMS emergency location continuity. The reconfiguration requirements are presented for informational.
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