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Abstract of the contribution: Proposal for session correlation in emergency SRVCC. If SR-VCC occurs for emergency sessions, it is not defined yet how the E-SCC AS is able to correlate the DT request to the anchored sessions.   
1. Discussion 
The correlation of the SRVCC domain transfer request to the anchored sessions was discussed in Release 8 in TS 23.237. The solution documented in TS 23.237 uses the C-MSISDN (correlation MSISDN) as unique identifier which is bound to the IMS private user identity in the user profile. SRVCC MSC uses the C-MSISDN as a calling party identity in SRVCC domain transfer request. SCC AS then uses the C-MSISDN to correlate the SRVCC domain transfer request to the C-MSISDN which is bound to the IMS private identities of the anchored sessions. In this way the SCC AS is able to select the correct UE which is performing the SRVCC, in a case the user has multiple UEs which are able to share the same public user identities.

However, the correlation issue has not been discussed for emergency sessions yet. The same solution as documented in Release 8 cannot be used for emergency sessions, because the E-SCC AS is located in the visited network, thus the S-CSCF does not perform 3rd party registration to the E-SCC AS in the IMS registration. 

We propose to re-use the C-MSISDN in the solution as far as feasible. In the proposed solution, during the registration, the S-CSCF obtains the C-MSISDN from the HSS as part of user profile, and sends it to the P-CSCF is registration response. P-CSCF stores the C-MSISDN, and when the UE initiates an IMS emergency session, the P-CSCF uses the C-MSISDN as authenticated calling party identity, instead of the public identity which would be used in regular IMS sessions. In this way the E-SCC AS always receives a unique calling party identity for the anchored sessions.  When the E-SCC AS receives the SRVCC domain transfer request from the MSC, the E-SCC AS can re-use the procedures defined in TS 23.237 for session correlation, and is able to select the proper anchored sessions.
2. Proposal 
It is proposed to include the following changes into TR 23.870.

Begin of 1st Change
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Single Radio Voice Call Continuity (SR VCC): see TS 23.216 [3].

Emergency Session Transfer Number for SR VCC: A number used in the session transfer procedure for emergency calls, pointing toward the serving (visited if roaming) IMS E-SCC AS which handles the IMS emergency session transfer from PS to CS access.
C-MSISDN: see TS 23.237 [4]
End of 1st Change

Begin of 2nd Change
6.1.3.x
IMS Registration

Figure 6.1.3.x-1 provides an example flow for a registration in IMS, illustrating how the C-MSISDN is retrieved from S-CSCF to P-CSCF.
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Figure 6.1.3.x-1: UE initiating a registration in IMS

1.
The UE initiates an IMS registration over EPS or HSPA according to the standard procedures defined in TS 23.228 [x] and in TS 23.167 [5]. 
2-7.The standard procedures to carry the registration from P-CSCF to S-CSCF

8. 
The S-CSCF executes the services for the registration. In addition, the S-CSCF obtains the C-MSISDN for the UE (e.g. from local database, or from HSS in step 6 as part of user profile). The S-CSCF attaches the C-MSISDN to the registration response.  

9.
The S-CSCF sends registration response to the I-CSCF. The response includes the C-MSISDN.

10.
The I-CSCF sends registration response to the P-CSCF. The P-CSCF stores the C-MSISDN and binds it to this registration.

11.
P-CSCF sends registration response to the UE.

End of 2nd Change
Begin of 3rd Change

6.1.3.1
IMS Emergency Origination
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Figure 6.1.3.1-1: UE initiating an emergency session in IMS

1.
The UE initiates an IMS emergency session over EPS or HSPA (according to the agreed solution defined in TR 23.869 [2]) and the procedures defined in TS 23.167 [5]. This involves the UE generating a SIP INVITE containing the UE's location information.
2.
P-CSCF detects the session is for emergency service, and obtains the C-MSISDN stored during the registration, and attaches the C-MSISDN to the INVITE as the authenticated identity of the calling party. The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.
3.
The E-CSCF sends the INVITE to the E-SCC-AS.

4.
The E-SCC-AS (acting as a routing B2BUA) anchors the emergency session, i.e. the E-SCC-AS is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.237 [4]. The E-SCC AS stores the authenticated identity of the calling party.
5.
The E-SCC AS creates a new INVITE and sends it back to E-CSCF.

6.
The E-CSCF sends a request to the LRF sends the INVITE to the LRF to obtain UE location information (if not provided in the INVITE), selects the most appropriate PSAP based on the UE's location and allocates the necessary correlation information and routing information for the call.

7.
The E-CSCF uses the routing information to format the INVITE message, and it sends it directly to the PSAP, or to the PSAP via the MGCF.
End of 3rd Change
Begin of 4th Change

6.1.3.2
SRVCC Procedures

The call flow in Figure 6.1.3.2-1 illustrates the bearer level for SR VCC procedure for IMS emergency session.
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Figure 6.1.3.2-1: bearer level Call flow for SR VCC for IMS emergency session with E-STN-SR
1a, 1b
UE has initiated IMS Emergency session. E-UTRAN/UTRAN is aware that both the UE and CN support SR VCC as defined in TS 23.216 [3]. MME/SGSN is aware that IMS Emergency session is ongoing.

2,3
EUTRAN (UTRAN) determines that SR VCC is needed based on same mechanism defined in TS 23.216 [3].

4. 
MME/SGSN invokes SR VCC via Sv interface to MSC enhanced with SR VCC. MME/SGSN knows this is related to SR VCC IMS emergency. Either E-STN-SR is configured locally in MME and transferred to MSC or MME sends an Emergency indication to MSC and lets MSC to utilize its local configured E-STN-SR. MME may also send location related information to MSC to support location continuity as defined in TR 23.891 [6]. For the case of UEs operating in Limited Service Mode using equipment identifier the MME/SGSN includes the equipment identifier in this message.
5.
MSC initiates the session transfer with E-STN-SR. The IMS procedure is illustrate in Figure 6.1.3.2-2. The rest of the SR VCC procedures follow TS 23.216 [3]. MSC needs to support location continuity as defined in TR 23.891 [6].

The call flow in figure 6.1.3.2-2 illustrates the IMS level for SR VCC procedure for IMS emergency session for the authenticated case.
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Figure 6.1.3.2-2: IMS level Call flow for SR VCC for IMS emergency session with E-STN-SR
Editor’s note:
How the PSAP obtains the call back number is FFS, in particular if the MSC server has not registered in IMS.
1.
MSC server initiates the session transfer with the E-STN-SR.
Editor’s note:
The details of  IMS Registration by the MSC Server are FFS.  
2.
The I-CSCF routes the INVITE directly to the E-SCC AS by using similar procedures to that defined in TS 23.228, clause 5.7.5 "PSI based Application Server termination – direct".

3-4.
The E-SCC AS uses the E-STN-SR to determine that Access Transfer is requested. The E-SCC AS compares the calling party identity in the INVITE to the calling party identities in the anchored sessions to determine the anchored session(s) for this UE. The E-SCC AS proceeds with the Access Transfer of the active session with bi-directional speech for the UE by updating the Remote Leg with the media description and other information using the Remote Leg Update procedure as specified in clause 6.3.1.5 of TS 23.237 [4] (i.e. by sending a Re-INVITE to update the Remote Leg).
5.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP if the PSAP is located in the PSTN or CS Domain (the u-plane path is switched between the UE and the MGW) or the Re-INVITE is sent directly to an IP-capable PSAP (the u-plane path between the UE and the PSAP is switched end-to-end).

6.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released as specified in clause 6.3.1.6 of TS 23.237 [4].
Editor’s note:
Additional enhancements (e.g., location aspect) are FFS.
End of 4th Change
3GPP
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