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9.2
Overview of Handover Procedures
9.2.1
General
The S101 reference point, and E-UTRAN and HRPD access is used for transparent transfer of pre-registration and handover signalling between the UE and the target access system

The purpose of the procedures is to minimise the total service interruption time experienced at the UE, by allowing the UE to attach and perform service activation (in the case of E-UTRAN) or to perform a session configuration or traffic allocation request (in the case of HRPD) in the target access system before leaving the source access system.

In case where the UE is connected to the E-UTRAN and conditions are such that a handover to HRPD may be required, the source system provides the UE with sufficient information to perform pre-registration with the target HRPD access and core network, over the S101 tunnelling interface. If conditions subsequently warrant that a handover should occur, the handover signalling will also be performed over the S101 tunnelling interface. Once the UE is ready to connect to the target system, it switches to the HRPD access. Alternatively, the E-UTRAN may redirect the UE to HRPD using RRC Connection Release with Redirection Information set as specified in clause 5.3.8 of TS 36.331 [52]. If pre-registration has not been performed successfully, upon receiving the redirection message, the UE acquires the HRPD channel and performs the non-optimized handover according to clause 8.2.2 from step 3 onwards. If pre-registration is successful, upon receiving the redirection message, the UE follows the RRC Connection Release with Redirection procedure to reselect the HRPD cell according to TS 33.311 [52] and then performs the idle-mode optimized handover procedure as specified in clause 9.4 from step 3 onwards.

In case where the UE is connected to the HRPD and conditions are such that a handover to E-UTRAN may be required, the source system provides the UE with sufficient information to perform pre-registration with the target EPS. The pre-registration may be performed over the S101 tunnelling interface. If conditions subsequently warrant that a handover should occur, the handover signalling may also be performed over the S101 tunnelling interface. Once the UE is ready to connect to the target system, it switches to the E-UTRAN access.
9.2.2 
Support for HO of IMS Emergency Sessions 

In order to support handover from E-TURAN to HRPD of limited-mode UEs, the following additional clarifications apply:

-
When a limited-mode UE without a UICC or an unauthencticated IMSI, initiates emergency attach procedures for handover or initial attach to HRPD access to setup emergency sessions, the UE provides its IMEI during the attach procedure. The IMSI if available is also provided to the HRPD access by the UE during the attach procedure. If IMSI is not available or IMSI is not authenticated, an IMEI based NAI is used on the S2a interface in this case. The details of the emergerncy attach procedure are in 3GPP2 specifications X.S0057 [51]. Also, authentication with HSS is either skipped or if performed and fails, the HRPD attach procedure is continued.

-
In the above scenario, for UEs that support both E-UTRAN and HRPD access and handover is supported in the network between these accesses, the HRPD access selects a statically configured PDN GW for the UE. This statically configured PDN GW is the same as the statically-configured PDN GW in E-UTRAN access for the HRPD and E-UTRAN capable limited-mode UEs performing Emergency Attach to E-UTRAN.
-
For optimized handover between E-UTRAN and HRPD for Emergency attached UEs in E-UTRANwithout an UICC or unauthenticated IMSI, IMEI shall be used as the S101 Session ID to identify the UE within the MME and HRPD access nodes. If the IMSI is unauthenticated, the IMSI is provided on the S101 tunnel to the HRPD access with an indication that it is unauthenticated.
The procedures for both optimized and non-optimized handovers specified in the other sections in this specification support, without modifications,  handover of emergency sessions from E-UTRAN to HRPD access for normal mode UE’s, i.e UEs with IMSI that authenticate successfully. 
In this release of the specification, handover of IMS Emergency Sessions from HRPD access to E-UTRAN access is not supported.
End Change 1
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9.3
Optimized Active Handover: E-UTRAN Access to cdma2000 HRPD Access

9.3.0
Introduction

This clause describes the Optimised Handover from E-UTRAN Access to cdma2000 HRPD Access in two phases, pre-registration and the actual handover. In pre-registration phase the UE registers to the cdma2000 HRPD Access, while the UE remains to be connected to the E-UTRAN. The pre-registration may take place well in advance of the need to make the actual handover. In the handover phase, the connection is handed over to cdma2000 HRPD Access, and the UE leaves E-UTRAN.

9.3.1
Pre-registration Phase

Figure 9.3.1-1 illustrates a high-level call flow for the optimised E-UTRAN to HRPD handover procedure, Pre-registration phase.
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Figure 9.3.1-1: HRPD registration via LTE/SAE tunnel

1.
The UE is registered with E-UTRAN/MME. It may have an ongoing data session established over EPS/E-UTRAN access.

2.
Based on a Radio Layer trigger (e.g., an indication from the E-UTRAN when the UE is in connected state or an indication over the broadcast channel), the UE decides to initiate a pre-registration procedure with potential target HRPD access. The pre-registration procedure allows the UE to establish and maintain a dormant session in the target HRPD access, while attached to the E-UTRAN/MME.

3.
Registration to the HRPD is achieved by exchanging a series of HRPD messages between the UE and the HRPD Access Network. The HRPD signalling that is tunneled transparently over the E‑UTRAN and EPC creates an HRPD session context between the UE and the HRPD Access Network. The procedures described below are used in steps 3, 5, 8 and 9.


The UE generates an UL Information Transfer message (UL HRPD message). The UL HRPD message is transferred from the UE to the eNB as a parameter in the UL Information Transfer.


The eNB sends Uplink S1 CDMA2000 Tunneling message (UL HRPD message, Sector ID) to the MME. The SectorID is statically configured in the eNB.


The MME selects an HRPD access node address. In order to be able to distinguish S101 signalling transactions belonging to different UEs, an S101 Session ID is used to identify signalling related to that UE on S101. The MME sends a Direct Transfer Request message (S101 Session ID, SectorID, UL HRPD message) to the HRPD access node. The MME determines the correct HRPD access node entity and address from the SectorID.

NOTE 1:
There is an unambiguous mapping from the SectorID to the HRPD access node address.


The HRPD Access Network sends signalling in the DL direction to the MME using Direct Transfer Request message (S101 Session ID, DL HRPD message). The S101 Session ID is used to associate the signalling to a particular UE.


The MME sends the information on to the eNB using the Downlink S1 CDMA2000 Tunneling message (DL HRPD message).


The eNB uses the DL information transfer message (DL HRPD message) to transport the signalling the UE. 

If UE is handing over emergency sessions to HRPD access, the UE informs the HRPD access that it is an emergency handover. In case the UE is in limited-mode and does not have an IMSI or its IMSI is unauthenticated, IMEI is used as a Session ID. If the IMSI is unauthenticated, the IMSI is also provided on the S101 tunnel to the HRPD access with an indication that it is unauthenticated.
4.
The HRPD Access Network creates a signalling relationship with the HS‑GW for the UE with interactions in HRPD network A10 / A11 interfaces.

If the HRPD Access Node is not configured to support emergency handovers, then it shall reject any handover request that indicates Emergency Handover.
5.
The UE, HS‑GW, and 3GPP AAA exchange EAP‑AKA signalling to authenticate the UE on the HRPD system. The HS‑GW receives the selected P‑GW address from AAA during authentication.

If the UE is performing an Emergency handover to HRPD access for emergency service and the HRPD access supports Emergency handover, the HPRD access skips the authentication procedure or the HRPD access accepts that the authentication may fail and continues the handover procedure. A statically configured PDN GW is selected by the HRPD access for the UE for unathenticated UEs.
6.
The HS‑GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19]. If the HS-GW supports UE/NW bearer control mode, the PCRF provides the rules required for the HS‑GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure.

7.
The UE and HS‑GW exchange signalling to establish context to support the bearer traffic environment in use over the E‑UTRAN.

8.
At any time prior to the Handover Phase, if session maintenance activity is required, the UE or HRPD access network shall perform session maintenance signalling by tunnelling the HRPD session maintenance messages over the S101. If QoS parameters require updating, then this step includes the PCRF interaction. The MME uses the S101 Session ID to identify the UE context over the S101 interface.

NOTE 2:
Between Step 7 and Step 8 the UE may enter ECM-IDLE state. To execute the session maintenance procedures at Step 8 it is necessary for the UE to enter ECM-CONNECTED state.

9
PCRF interacations due to session maintenance can be initiated by the PCRF or the HS‑GW. The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19]. The HS‑GW initiates the Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19].
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