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Abstract of the contribution: In Rel-8 specification, the limited PCC deployment detection mechanism is complicated and difficult to implement. This contribution is trying to simplify it.
Introduction

The limited PCC deployment is specified in Annex K and Annex L of TS 23.203. In Annex K, no limited PCC deployment detection is specified. In Annex L, H-PCRF and OCS shall detect limited PCC deployment based on local configuration according to roaming agreements. But the details of detection are not specified. 

In general, if H-PCRF want to detect based on local configuration according to roaming agreements, the H-PCRF must obtain the location information of UE (e.g. VPLMN ID). In case of limited PCC deployment, H-PCRF can’t get the user location from the BBERF in VPLMN if Non-GTP (e.g. PMIPv6, DSMIPv6) mobility protocol is used. 

Figure1 is the attach procedure with PMIPv6 on S2a in home routed case with limited PCC deployment.
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Figure 1
In home routed case, the A-GW/BBERF is located in VPLMN and P-GW/PCEF is located in HPLMN. Because the VPLMN doesn’t deploy the PCC, there are no interactions between A-GW and PCRF after step 3. The HPLMN deploys the PCC, so the P-GW/PCEF interacts with PCRF after step 4. 

If VPLMN deploy the PCC, the user location is transferred from BBERF to PCRF by Gateway Control Session (See A.5.4.2 of TS 23.203). Since no Gateway Control Session exists in limited PCC, location information of UE can’t be transferred to PCRF. 

Figure 2 is the attach procedure from Trusted Non-3GPP IP access with DSMIPv6 in home routed case in limited PCC deployment scenario.
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Figure 2

Because the VPLMN doesn’t deploy the PCC, there are no interactions between A-GW/BBERF and PCRF after step2. The user location can’t be transferred to the H-PCRF using Gateway Control Session since no Gateway Control Session exists.
Since the H-PCRF can’t get the user location from the BBERF in limited PCC deployment directly, the H-PCRF shall get it from the PCEF. Only one feasibility solution is following:
For figure 1, the P-GW gets the address of A-GW from Proxy Binding Update message, and then PCEF sends this address to the H-PCRF. The H-PCRF determines whether the VPLMN which the A-GW belong to support PCC based on the configuration. In this solution H-PCRF needs to configure the relationship between A-GW address and VPLMN ID. 
For figure2, the P-GW gets the CoA of UE from Binding Update message, and then PCEF sends the CoA to H-PCRF. The H-PCRF determines whether the VPLMN which the CoA belong to support PCC based on the configuration. H-PCRF needs to configure the relationship between CoA and VPLMN ID.
The most disadvantage of above solution is that VPLMN exposes the network topology to the HPLMN. Once VPLMN enhances the network, it shall inform the HPLMN. The configuration is very complicated.
On the other hand, configuration solution can't resolve the flowing error case:

The H-PCRF determines the VPLMN support PCC based on the configuration. But because of some transmission errors or delay, the H-PCRF doesn’t get the Gateway Control Session Establishment message from the VPLMN. What can the PCRF do now? The reasonable behaviour is that the H-PCRF shall consider this case as limited PCC deployment since the QoS rules corresponding to the PCC rules installed in the PCEF still can’t be installed in the BBERF in VPLMN. 
Solution alternatives
In the current version of 23.203, 29.212 , it is assumed that PCRF always gets the Gateway Control Session establishment message before IP-CAN session establishment message if Gateway control session is used in the initial attach procedure (i.e. IP-CAN session is linked to the open Gateway Control session).

If GTP mobility protocol is used, no Gateway control session is used. So the H-PCRF needn’t determine whether the VPLMN deploy the PCC or not.

If Non-GTP mobility protocol is used, the Gateway control session is used. Then the H-PCRF needs to determine whether the VPLMN deploy the PCC or not. In this case, if H-PCRF doesn’t get the Gateway Control session message from VPLMN, HPCRF can conclude that PCC isn’t deployed in VPLMN. From the H-PCRF perspective, the case that H-PCRF can’t install the QoS rules corresponding to the PCC rules installed in the PCEF in the BBERF in VPLMN shall be considered as limited PCC deployment.
For the above analysis, it can be concluded:

If the H-PCRF gets the GTP mobility indication (e.g. User Location Information, Serving Network, APN-AMBR, etc.) through IP-CAN session from PCEF in HPLMN, The H-PCRF needn’t determine whether the VPLMN deploy the PCC or not.

If the H-PCRF doesn’t get the GTP mobility indication (e.g. User Location Information, Serving Network, APN-AMBR, etc.) through IP-CAN session from PCEF in HPLMN and doesn’t get any Gateway Control session message from VPLMN, H-PCRF shall determine that PCC isn’t deployed in VPLMN.

If the H-PCRF doesn’t get any PCC message from the HPLM and the VPLMN, H-PCRF shall determine that PCC isn’t deployed in VPLMN.

Proposal

It is proposed that the new solution of limited PCC deployment detection can be adopted. The related CR is S2-09xxxx
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