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1. Introduction

The present document lists the technical open issues about the GTP-based S8 Chaining architecture and documents the working assumptions to those open issues. 
Note that the aim of this document is not to make a final decision on the solutions but to progress quickly this work toward its completion. The endorsement of the working assumptions does not prevent to discuss other solutions based on their own advantages and technical correctness.
For more information please refer to the agreed WID in SP-080798 and to a companion DISC slides show in S2-091037.
a) For this work the following principles apply (extract from the WID):

· Procedures used when UE is attached in 3GPP access shall not be impacted.
· Non-chaining procedures in 23.402 (Rel-8) shall not be impacted.
· The baseline for the work is as described in 23.402 v8.3.0
b) The architecture diagram is as follow:
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c) Basic technical assumptions are:
· The MME is not involved when the UE is attached to N3GPP access.

· GTP-based S8 is used for roaming.

· Dynamic QoS is not supported over GTP-based S8; no S9 is required.

· Only one bearer, i.e. default bearer exists on S8 interface. For the default bearer, QoS profile for GTP based S8 chaining is pre-configured in the SGW, which is not subscriber-based.

2. Issues to be solved
Issue 1: SGW selection
· Description: For PMIP-based S8 chaining case, whether S8-S2a/b chaining should be used is decided by 3GPP AAA Proxy based on per-PLMN configuration. And if the AAA proxy decides to use chaining, it will select a Serving GW and send the selected S‑GW address to the MAG/ePDG during attach procedure. Clarification is needed about how S-GW selection function is supposed to works for GTP-based S8 chaining.
· Proposed solution: After the AAA Proxy decides to use chaining, when the AAA Proxy selects the Serving GW, it takes into account the S8 variant to be used. And which S8 variant to be used is also configured per PLMN on the AAA Proxy.
· Analysis of impact:
· No impact on location or working principle of SGW selection function is foreseen.
· Require the SGW selection function to consider S8 protocol type (PMIP or GTP) to be used when selecting a SGW.
Issue 2: PCC interaction
· Description: For PMIP-based S8 chaining, PCC interaction is done between the MAG in the trusted non-3GPP access and the vPCRF. In the case of GTP-based S8 chaining, PCC is not supported. Whether PCC interaction is needed or not depends on the type of S8 to be used in chaining case. If the MAG supports both PMIP-based and GTP-based S8 chaining, how does the MAG know whether or not PCC is supported and whether it needs to interact with the vPCRF? 
· Alternative 1: As proposed for issue 1, assuming the AAA proxy knows the S8 variant to be used, i.e. it knows whether PCC is supported or not, thus the AAA proxy is able to indicate to the MAG whether PCRF interaction is needed or not.
· Impact of alternative 1: 
· No need to do extra configuration work on the MAG.
· Need to add an indication of S8 type in the message from the AAA Proxy to the MAG. This can be transferred together with the selected SGW address.
· Alternative 2: Configure on the MAG whether PCC interaction is needed on per PLMN basis.
· Impact of alternative 2: 
· No impact on current procedure or message is foreseen.
· Need to make configuration on all MAGs.
· It is proposed to choose one alternative from above two.

Issue 3: S8 variant selection at serving GW
· Description: How to notify to the Serving GW whether to use GTP-based S8 chaining or PMIP-based S8 chaining? 
· Alternative 1:.As described in issue 3, the PCC interaction depends on S8 type i.e. the MAG knows the protocol type to be used on S8. Thus the MAG can indicate the S8 type to the SGW in PBU message.
· Impact of alternative 1: 
· No need to do extra configuration work on SGW.
· Impact on PMIP: need to add a new extension.
· Alternative 2: The Serving GW is pre-configured with which S8 variant to be used on per PLMN basis.
· Impact of alternative 2: 
· No impact on current procedure or message is foreseen.
· Need to make configuration on the SGWs.
· It is proposed to choose one alternative from above two.

NOTE1:
Issue 1, 2, 3 have close relationship. Considering these issues together, there are two proposed alternatives: 

· Alternative 1: 
· AAA Proxy has per-PLMN configuration about GTP-chaining or PMIP-chaining. 
· Then the AAA Proxy sends selected SGW address and an indication of S8 type to MAG. 

· Then the MAG decides whether to interact with vPCRF according to the indication from the AAA Proxy.
· The MAG sends this S8 type indication also to the selected SGW.

· Impact of alternative 1: Per PLMN configuration is only needed in AAA Proxy. Need to add indication in authentication procedure and PBU message.

· Alternative 2:

· The AAA Proxy decides to use GTP-chaining or PMIP-chaining on per-PLMN configuration.

· The MAG decides whether to interact with vPCRF on per-PLMN configuration.

· The SGW decides the S8 type to use on per-PLMN configuration.

· Impact of alternative 2: Per PLMN configuration is needed in AAA Proxy, MAG and SGW. No impact on current procedure or message.
Issue 4: PGW address resolution 
· Description: As using GTP based S8 chaining has to support extra functions compared to a normal S5/S8 GTP, when a PDN GW implementation may require to use different IP address.
· Proposed solution: It is proposed to add a new type (“Service Parameters” for DNS query) e.g. GTPchaining, which can be used by the PDN GW address resolution function to differentiate PDN GW address supporting GTP-based S8 chaining and PDN GW address supporting GTP-based S5/S8 for non-chaining case.
· Analysis of impact: 
· No impact on the location or working principle of PGW selection function is foreseen.
· It is FFS if there is a need to add a new type besides current ones (GTP/PMIP/MIPv4), e.g. GTPchaining.

Issue 5: Bearer ID allocation when attach to non-3GPP access
· Description:  When the UE access through 3GPP access, the MME allocates bearer id for the EPS bearer. When the UE access though non-3GPP access using GTP based S8 chaining, as the MME is not involved in this case, how to allocate Bearer ID for S8 bearer? Note that there is only one bearer on S8 interface, i.e. the default bearer.
· Proposed solution: When the UE performs its initial attach from non-3GPP access the Serving GW allocates a bearer ID for the S8 bearer.
· Analysis of impact: The Serving GW need to be able to allocate bearer ID.
Issue 6: Bearer ID handling during handover between 3GPP and non-3GPP

· Description:  When the UE access through 3GPP access, the MME allocates bearer ID for the EPS bearer. When the UE access though non-3GPP access using GTP based S8 chaining, as proposed for issue 5, the Serving GW allocates bearer ID for the S8 bearer. Thus the bearer ID allocated by the MME and the bearer ID allocated by the Serving GW may be same or different. How to handle Bearer ID during handover between 3GPP and non-3GPP? 
· Proposed solution: 
· Then during the handover, the Serving GW and the PDN GW setup a new GTP tunnel for the target access system.

· When the UE hands over from 3GPP to non-3GPP access, the Serving GW always creates a new entry for the UE in its EPS Bearer table and allocates a new bearer ID for that UE.

· When the UE hands over from non-3GPP access to 3GPP access with a change of Serving GW, we apply the same procedure as for TS23.401.
· When the UE hands over from non-3GPP access to 3GPP access with no change of  Serving GW, then the Serving GW creates a new entry for the UE in its EPS Bearer table and use the bearer ID allocated by the MME for this new entry. 
· During the handover, when the PDN GW receives GTP message from the Serving GW indicating path switch (the message is procedure specific), the PDN GW triggers bearer release in the old access network according to the old entry in its EPS Bearer table using the old bearer ID. PDN GW initiates the bearer release re-using the procedure as described in section 6.12.4 TS 23.402 8.3.0
· Further study is needed to clarify if breaking the principle that bearer id is unique within the scope of a UE will cause any problem in the system.
· Analysis of impact: 

· On GTP protocol:
· During handover between 3GPP and non-3GPP, there are two GTP-C tunnels for a UE. But this is a transient state. The old GTP-C tunnel will be torn down after path switch.
· On the PDN GW:
· The PDN GW needs to be able to differentiate two GTP-C TEIDs during the handover, i.e. support a handover where GTP-C is not preserved. The PDG GW also needs to initiate resource release in the source system towards the old one.
· On the Serving GW:
· The SGW must allocate a new TEID for control plane when create new default bearer towards the PDN GW for the target system.
· The SGW always send create default bearer request to the PDN GW during 3GPP-non-3GPP handover no matter SGW is changed or not.

· On the UE and MME: No impact is foreseen.
Issue 7: IP address allocation via PCO
· Description: In the case of external PDN address allocation, the PDN GW may choose to transfer the IP address to the UE in a PCO. But for GTP based S8 chaining case, as some non-3GPP access do not support transferring of PCO, how does this IP address allocation work is done?
· Proposed solution: The PDN GW knows this is GTP based S8 chaining case, it does not transfer the IP address in a PCO to the UE but send it to the SGW in a GTP-C IE. 
· Analysis of impact: No impact is foreseen.
Issue 8: Multiple PDN connectivity
· Description: We need to define how the UE initiate an additional PDN connectivity in GTP based chaining case. 
· Proposed solution:
· The UE sends the APN (different from the default APN) to trigger the additional PDN connectivity procedures using access specific mechanism. 
· The rest of the procedure is the same as the initial attach case.
· Analysis of impact:
· No change on principles of multiple PDN connectivity support is foreseen.
Detailed description of procedure needs to be added to 23.402.

Issue 9: MAG Link Local Address (LLA) and UE Interface IDentifier (IID)
· Description: The PDN GW (LMA) would assign the LLA for the MAG and the IID for the UE (refer to TS29.275). This is done via PBA message for non-chaining case and PMIP-based S8 chaining case. How to transfer the LLA and IID to the MAG in GTP-based S8 chaining case?
· Proposed solution: For GTP chaining case, The PDN GW sends the LLA and IID to the Serving GW via GTP-C message. Then the Serving GW transfers them to the MAG via PBA message. 
· Analysis of impact:
· Impact on GTP-C protocol: Need to add new parameter in GTP-C message.
Issue 10: DHCP message handling
· Description: In current TS23.401, the Serving GW with GTP based S5/S8 has no DHCPv4 relay agent and DHCPv6 relay agent functions, thus the Serving GW forwards all the packets including DHCP packets to the PDN GW. This is the same in the current TS23.402 for PMIP based S5/S8, no relay functionalities.
· Proposed solution: For GTP-based S8 chaining, the Serving GW forwards all the packets including DHCP packets to the PDN GW. No DHCP relay agent functionality is required in this case.
· Analysis of impact: Needs further checking due to the different link models used in PMIP and GTP. Need to describing the DHCP procedure in more details (call flows). 
3. Proposal
It is proposed to endorse the above working assumptions. CRs can then be submitted to future meetings to complete this work and implement the above working assumptions. More discussion would be needed for the issues where several alternatives are foreseen.
Note that such endorsement does not prevent to discuss proposed CRs based on their own merits and technical correctness but aim to progress quickly this work toward its completion.
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