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Introduction

At the SA2#70 meeting in Phoenix the usage of the “additional P-TMSI/RAI” was discussed which is included into the Attach Request and RAU Request messages sent over GERAN/UTRAN.

At that meeting a CR was agreed which clarifies the purpose of this information element as follows:

“The additional P-TMSI/RAI allows the new SGSN to find any already existing UE context stored in the new SGSN.”

However, when this was agreed, there was no discussion for which scenario a UE context can be available in a new SGSN in a scenario where the additional P-TMSI/RAI is transferred, and what the potential use of this context when it can be identified. 
This contribution therefore revisits the issue, and analyses the potential usage of the additional P-TMSI / RAI in the Attach/RAU request messages.  
Discussion
Generally, the scenario when the additional P-TMSI/RAI is included into a RAU request message is;

· Inter-RAT RAU procedure from E-UTRAN to GERAN/UTRAN,
· TIN is GUTI, i.e. ISR is deactivated, and

· UE keeps a valid GPRS MM context such as P-TMSI / RAI from previous GPRS registration.

UE context stored in SGSN (from section 13.2 of TS 23.060)

· MM related information, e.g. IMSI, MM State, P-TMSI, P-TMSI Signature, IMEI, MSISDN, Routeing Area, Cell Identity etc. 

· SM related information: PDP context, APN, QoS, BCM etc

· Security related information: Authentication Vectors, Ciphering algorithm, CK, IK, KSI etc.

· UE capability etc: MS Radio Access Capability, MS Network Capability, DRX Parameters etc.

Although the target SGSN could keep the UE context from the previous UE registration, during inter-system RAU procedure without ISR (the condition to include the additional P-TMSI/RAI in the RAU request message), the source MME sends the target SGSN the UE information with which the target SGSN can build up-to-date UE contexts listed above as follows. Also, the UE will include the up-to-date UE capabilities and DRX parameters in the RAU request message sent to the target SGSN.

· MM related info: The target SGSN derives the source MME from the GUTI sent in “old P-TMSI/RAI” IE. The native P-TMSI/RAI is used only locally to find the already existing context.
· SM related info: The SGSN maps EPS bearer contexts received with Context Response message from the MME to PDP contexts

· Security related info: The MME creates a mapped UMTS security context from the current EPS security context and sends it to SGSN, together with unused UMTS Authentication Vectors.

· UE capability info: The MME sends the MS Network capability. The UE includes the MS Radio Access Capability and DRX parameters in the RAU message.
So there is no need for the target SGSN to retrieve the old UE context using the additional P-TMSI/RAI. Especially the MM/SM/UE capability related information kept in the SGSN is already obsolete. One possibly reusable context can be the security-related context, i.e. the native (cached) UMTS security context.
However, even for reuse of the native UMTS security context kept in the SGSN is not necessary or possible as the following reasons.
1) The security levels of the mapped UMTS security context and the native UMTS security context are regarded as the same. So there is no security reason to change from the mapped UMTS security context to the native UMTS security context.
Note: This is not the case for the mapped EPS security context and the native EPS security context, where the latter is better than the former. 

2) Even if the SGSN wants to change from the mapped UMTS security context to the (cached) native UMTS security context, there is no mean to do so, as messages used in the UMTS SMC procedure do not include KSI. Therefore there is no way to indicate the native UMTS security context, which is different from the currently used mapped UMTS security context. Similarly, a KSI can only be included in the Authentication and Ciphering Request if there is a new challenge issued. Hence it is not possible with this message to move back to a native context.
3) According to section 9.1.1 of TS 33.401, the only case when the native UMTS security context is used during inter system RAU is when the UE sends the RAU Request with the "old P-TMSI" Information Element including a valid P-TMSI (i.e. when ISR is activated). In this case additional P-TMSI/RAI IE is not present.  
What remains is that knowledge of an existing context in the new target SGSN can save a Location Update procedure with the HSS, i.e. if a context for that UE already exists, the SGSN can safely assume that the registration is still stored in the HSS.

However, there is no need to employ the native P-TMSI for the search. IMSI-based context search is required anyway for all messages exchanged e.g. between SGSN/MME and HLR/HSS.
To speed up the UE context search per IMSI, e.g. an IMSI-based hash table for the UE context could be built. It is impossible for SGSN/MME to browse the UE contexts one by one to find out the UE context of an IMSI.
 

The only benefit of TMSI-based search is that the hash table size may be a slightly smaller and the hash function may be a somewhat simpler. However, IMSI-based context search in MME and SGSN is feasible and required anyway for some messages.
Conclusion

Based on the analysis in the previous section, we propose SA2 to endorse the following principles.
· Removal of Additional P-TMSI/RAI IE from Attach/RAU request.

· UE shall delete the MM related and GPRS/UMTS security context when it moves from UTRAN/GERAN to E-UTRAN with ISR off.
· Perform a context search in the new SGSN based on the IMSI
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