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Abstract of the contribution: This contribution provides an investigation of the use of USSD for communication data settings and recommends some clarifications to the existing procedure.
Discussion:
The Unstructured Supplementary Service Data (USSD) mechanism allows the Mobile Station (MS) user and a PLMN operator defined application to communicate in a way which is transparent to the MS and to intermediate network entities. The mechanism allows development of PLMN specific supplementary services. USSD exists in two basic forms “Mobile Initiated USSD” and “Network Initiated USSD”. For this discussion paper, we concentrate on “Mobile Initiated USSD” used for Communication Service Settings.
Mobile initiated USSD in its traditional sense supports simple dialogues and more complex dialogues where many USSD sub-dialogues exist within a USSD dialogue. The MAP messaging between the network nodes is shown below:
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In its basic form, a simple request-response dialogue: involves the MS an USSD request by sending a REGISTER message to the network containing a Process Unstructured Supplementary Request (PUSSR) invoke component. This is translated in the network to a TCAP BEGIN/Invoke. The receiving network entity shall pass the data received in the request to the application handling USSD operations and waits for the response of the application. The application terminates the dialogue returning any necessary information in a TCAP END/Result-Last package. This is communicated back to the UE in a RELEASE-COMPLETE message. 
If the application requests more information to process the request: After the PUSSR is received by the application; it may decide to request more information from the user. If this is the case, the request is encoded within the ongoing transaction and identified as an Unstructured Supplementary Service Request (USSR). This is sent within a TCAP-CONTINUE/Invoke package and communicated back to the UE in a FACILITY message. Responses from the UE are also encoded in FACILITY messages and they are communicated between network elements as TCAP-CONTINUE/Result-Last packages. Finally, the transaction is terminated by the invoking application by it sending a TCAP END/Result-Last package. This is communicated back to the UE in a RELEASE-COMPLETE message. The USSR may be replaced with an Unstructured Supplementary Service Notify (USSN) when the invoking entity requires a notification to be sent to the mobile user in conjunction with USSD dialogue. Additionally, a mobile originated PUSSR dialogue has a timer of up to 10 minutes and can consist of many USSR and USSN sub-dialogues. 

Each USSD message component sent from the MSC is limited to a maximum size of 160 Octets (see MAP 29.002), however in practice this maximum limit is hard to achieve as described below:
-
In a white-book SCCP network 160 octets can always be supported. 

-
However in a blue-book SCCP network each MTP packet has a size of 273 octets. When taking into account MTP/SCCP/TCAP/MAP overheads (including the use of the TCAP dialogue portion in initial communications) 160 octets is hard to achieve. This is governed by the following:

-
BEGIN/Invoke, maxUSSD-StringLength = 121 (overhead of TCAP dialogue portion)
-
CONTINUE/Invoke, maxUSSD-StringLength = 141 octets if it is the first message within the sub-dialogue in a MS-initiated dialogue. Otherwise, maxUSSD-StringLength = 160 octets.

-
CONTINUE/Result-Last, maxUSSD-StringLength = 141 octets if it is the initial response from the MS in a NW-initiated dialogue. Otherwise, maxUSSD-StringLength = 160 octets.

-
END/Result-Last, maxUSSD-StringLength = 149 octets if it is the initial response in a MS-initiated dialogue. Otherwise, maxUSSD-StringLength = 160 octets.
Message segmentation for USSD messages is not allowed in the traditional sense as is seen with other types of message segmentation between network nodes which rely on segmentation mechanisms at the SCCP, TCAP and MAP layers. Annex C in MAP 29.002 describes these segmentation mechanisms, but USSD does not factor in this analysis.
Segmentation of a USSD request occurs at the “service-level” (i.e. above SCCP/TCAP/MAP) and is geared around the use of sub-dialogues where the application specifically requests more information as part of the overall USSD dialogue (i.e. application-to-application level conversation). 
Therefore, it should be questioned whether the use of I1 for communication data settings changes the paradigm for the use of USSD when the UE needs to send data that exceeds the BEGIN/Invoke limit, as a “transport-level” of segmentation would seem more appropriate (and that is not possible for USSD).
It would be more appropriate to develop a compressed protocol for communication data settings (and I1 in general) that does not require message segmentation to avoid trying to hack USSD to work when there is “more data to send”. Therefore, it would be prudent to assume that any protocol based upon XCAP is not appropriate as it introduces additional encoding overhead.

Proposal:
Make the following modifications to 23.883:
**** BEGIN CHANGE ****
6.4.2
Alternative 1: Using I1

NOTE 1:
At this stage it is assumed that the I1 reference point is used for the service control signalling and communication setting modifications signalling between the ICS UE and the SCC AS.

NOTE 2:
At this stage it is assumed that when I1 is available, procedures for Managing Communication Services related Information can be used, if the TAS accepts communication service settings via I5.

NOTE 3:
At this stage it is assumed that a protocol definition based upon XCAP is not used over the I1 interface for communication service settings modifications.
The following figure provides an example flow for Managing Communication Services related Information, when using ICS UE with I1. The I5 reference point between the SCC AS and the AS is used to manage communication services related information on the AS. 

Editor’s Note 1: The I5 reference point still needs to be described in the architecture. The architecture is FFS. The I5 reference point may be renamed. Some initial properties of the I5 reference point are exemplified in this clause. This clause is revisited when the architecture matures.
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Figure 6.4.2-1: Managing Communication Services related Information – using I1

1.
ICS UE initiates management of communication services related information. The ICS UE encodes in one or more CS protocol (e.g. USSD for systems based on TS 24.008 [6]) messages sufficient information for the SCC AS to use capabilities defined for the Ut reference point as defined in TS 24.173 [3] for Managing Communication services related information and sends it to the SCC AS.
NOTE 4:
The USSD-string in a Mobile Initiated USSD request is limited to 160 octets for each USSD component. However, this is hard to achieve when operating in a Blue Book SCCP network due to encoding overheads at the MTP/SCCP/TCAP/MAP layers. In this case, the USSD-string is reduced to approximately 121 octets.
2.
Standard VMSC procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the Home network.

3.
Standard HSS procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the associated service node

4.
The SCC AS terminates the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) messages. The SCC AS translates the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message contents for the purpose of Managing Communication services related information to corresponding capabilities of the Ut reference point as defined in TS 24.173 [3] for Managing Communication services related information.

5.
The AS generates a response to the SCC AS.

6.
This step consists of a standard service node procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the HSS, a standard HSS procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the VMSC, and a standard VMSC procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the ICS UE.

Editor’s Note 2: It is FFS whether the translation function in SCC AS is generic for Managing Communication Services related information for any IMS speech service, or whether it is limited to Multimedia Telephony Service.

Editor’s Note 3: It is FFS whether low bit rate transport bearers such as USSD are appropriate to manage large settings documents where the messaging content has to be segmented into more than one USSD messaging component within the USSD dialogue. The use of USSD sub-dialogues may not be appropriate for message segmentation.
**** END CHANGE ****
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