SA WG2 Temporary Document

Page 7

3GPP TSG SA WG2 Meeting #71
TD S2-090881

16 - 20 February, 2009, Budapest, Hungary

Source:
Verizon

Title:
Architectural Requirements and Architecture Reference Model for HeNB

Document for:
Approval 

Agenda Item:
7.6.2

Work Item / Release:
EHNB/Rel-9

Abstract of the contribution:

Several other Working Groups in 3GPP like RAN, SA1, SA3, SA5, and CT have worked on several aspects of HeNB. This contribution proposes to include the Architecture related work from the other WGs so as to allow experts to define specifications for the end-to-end solution and avoid overlap in work. This contribution includes architectural requirements from TS 22.220 and TS 22.115 as related to HeNB SA2 work in ‘change #1’. The contribution proposes a non-roaming logical architecture for HeNB based on TS 23.401 architecture. The contribution also proposes the functional split based on TS 36.300. These are provided in ‘change #2’.

This contribution addresses the discussion around including Security Gateway (SeGW) in the architecture model for work in SA2. SA3 has developed a technical report (TR33.820) that addresses several security aspects of the HeNB end-to-end solution. The SeGW includes several functions related to secure tunnel between HeNB and the core network, mutual authentication of the HeNB and SeGW through use of EAP authenticator in SeGW, secure communication related to OAMP, etc. These are all functions beyond the scope of SA2 and hence SeGW is excluded from the architecture reference model.

Proposal
4.3
Home eNodeB architectural baseline and assumptions

4.3.1
Architectural requirements

Editor’s note: The relevant Home eNodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Release 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home eNodeB support

· architecture support for CSGs and allowed CSG list handling

· architecture support for discovery, security, authentication, and management processes related to Home eNodeB

· architecture support for mobility and access control 

· Home eNodeB Installation, identification and location requirements

· Home eNodeB backhaul efficiency

· Emergency service support

******************************************************************************************

Start CHANGE # 1
******************************************************************************************
4.3.1.1
Support for CSGs and Allowed CSG List handling

-
All Rel-8 onwards UEs supporting CSG functionality shall maintain a list of allowed CSG identities. This list can be empty in case the UE does not belong to any CSG. 

-
Each cell of a HeNB may belong to, at maximum, one CSG. It shall be possible for cells of a HeNB to belong to different CSGs and hence have different CSG IDs.

NOTE: The limitation of a cell of a HeNB belonging to only one CSG is due to limitation on the SIB-1 length, which allows for the name of only one CSG ID. See TS 36.331 [5].
-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.

-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to the MME. And when a CSG ID is removed from a UE’s Allowed CSG List, the MME may notify the affected UE to update its locally stored Allowed CSG List.

Editor’s note: Specific mechanism used by the MME to notify the UE of a change in the Allowed CSG List is FFS.

-
The Allowed CSG List can be updated in the UE according to the result of attach, TAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.

-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
4.3.1.2
Access control

-
The MME shall perform access control for the UEs accessing through CSG cells during attach, combined attach, detach, service request and TAU procedures.
-
The UE shall be notified of the cause of rejection by the network if it is not allowed to access a CSG cell.

-
When a CSG ID which is not included in the UE’s Allowed CSG List is manually selected by the user, a TAU procedure via the selected CSG cell shall be triggered immediately by the UE to allow MME to perform CSG access control.
4.3.1.3
Mobility management

-
There shall be no restriction on TAI assignment for EUTRAN CSG cells, i.e.
-
It shall be possible that a normal cell (non-CSG cell) and a CSG cell can share the same TAI or have different TAIs; 

-
It shall be possible that CSG cells with different CSG ID can share the same TAI or have different TAIs; 

-
It shall be possible that CSG cells with the same CSG ID can share the same TAI or have different TAIs

-
The concept of TAI list applies also for CSG cells. The TAI list may include TAIs related to CSG cells and TAIs related to non-CSG cells. The UE does not differentiate these TAIs in the TAI list.

4.3.1.4 Installation, identification and location requirements

The following requirements are from TS 22.220

· H(e)NB shall have a unique equipment identity.

-
All the H(e)NBs serving the same CSG share the same unique (within the PLMN) identity called CSG Identity.

· It shall be possible to support at least 125 million CSG Identities within a PLMN of an operator.
· The impact of H(e)NB on the core network should be minimised.

4.3.1.5
QoS and Admission Control Requirements
The following requirements are from TS 22.220

· It shall be possible to provide information of the QoS treatment used for H(e)NBtraffic traversing the H(e)NB to the H(e)NB broadband access mechanism.
-
It shall be possible to perform admission control based on the available H(e)NB backhaul resource.

-
It shall be possible for the network to set different criteria for access control in a CSG cell for CSG and non-CSG members.

4.3.1.5 Charging Requirements
The following requirements are related to HeNB from TS 22.115
· It shall be possible to charge subscribers for consuming network services via a CSG cell based on the following information:
· CSG identity of the CSG cell

-
subscriber membership of the CSG

-
type of service consumed by the subscriber

-
addition to and deletion from a CSG

-   An operator shall be able to provide applicable tariffing information when a subscriber is added to a CSG. 

-   The network operator shall be able to charge both on-line and off-line for subscribers consuming network services via a HNB/HeNBCSG cell.

4.3.1.6 Local IP Access in Home-based Network Requirements
The following requirements are from TS 22.220

· It shall be possible that a H(e)NB supports Local IP Access to the home based network in order to provide access for a directly connected (i.e. using H(e)NB radio access), UE to other IP capable devices in the home. The following requirements apply to support Local IP access:

-
Simultaneous access from a UE to both the operator’s core network and Local IP Access to the home based network shall be supported

-
Access to local IP through the H(e)NB E-UTRAN/UTRAN-interface shall only be granted to UE with valid subscription. 

-
Pre-Rel 9 UEs should be able to use Local IP Access.

- 
It shall not be precluded for a device in the home based network to contact a UE via Local IP Access. 

NOTE: Loss of access to Local IP Access is acceptable as a UE moves out of H(e)NB coverage.

-
The operator or the H(e)NB Owner, within the limits set by the Operator, shall be able to enable/disable Local IP Access to the home based network per H(e)NB. 

-
It shall be possible to collect and make available to the operator statistics information (e.g. regular reporting of Local IP traffic volume) for each user on the use of the Local IP Access to the home based network.

-
Local IP access to the home based network shall not compromise the security of the operator networks

4.3.1.7 Local IP Access to Internet Requirements
The following requirements are from TS 22.220

· It shall be possible to be done without traversing the operator network.

· Simultaneous access from a UE to both the operator’s core network and Local IP Access to the Internet shall be supported. 

· The operator or the H(e)NB Owner, within the limits set by the operator, shall be able to enable/disable Local IP Access to the Internet per H(e)NB. 

· It shall be possible to collect and make available to the operator statistics information (e.g. regular reporting of Local IP traffic volume) for each user on the use of the Local IP Access to the Internet.

· Local IP access to the internet shall not compromise the security of the operator networks.
NOTE:
When a UE is using the Local IP Access to the Internet, it is assumed that the H(e) NB does not provide any support to  LI.

4.3.1.8 Emergency Services Requirements
The following requirements are from TS 22.220

· H(e)NB shall support emergency calls for both CSG and non CSG members as specified in TS22.101 [4].
· It shall be possible for the operator to provide location information of the UE attempting an emergency call over a H(e)NB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the H(e)NB is deployed
4.3.1.9 
UE Requirements
· R8 UE should be forward compatible with R9 core network.
************************************************************************************************

End CHANGE # 1

************************************************************************************************
*************************************************************************************************

Start CHANGE # 2

******************************************************************************************
4.3.2
Architecture model for Home eNodeB access network

Editor’s note: Possible additional functions and reference points are FFS.

4.3.2.1
Logical architecture

Editor's note: an architecture diagram is expected here.
Editor's note: We have to decide whether the OAM nodes, OAM functions and associated reference points e.g. HeMS (Home (e)NodeB Management System) will be covered by this TR. Note that traditionally the OAM architecture is out of the scope of SA2 specifications.
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Figure: Non-Roaming Architecture for HeNB
4.3.2.2
Functional entities

HeNB:
The functions supported by the HeNB shall be the same as those supported by an eNB (with the possible exception of NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC.
HeNB GW:
The optional HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The HeNB GW may optionally terminate the user plane towards the HeNB and towards the S-GW, and provide a relay function for relaying User Plane data between the HeNB and the S-GW.The HeNB GW supports NAS Node Selection Function (NNSF).
The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same whether the HeNB is connected to the EPC via a HeNB GW or not.

The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers.


4.3.2.3
Reference points

LTE-Uu:
Standard LTE-Uu interface between the UE and the HeNB.
S1-MME:
The S1-MME interface is defined between HeNB and MME if no HeNB GW is used. If HeNB GW is present, it shall use standard S1-MME interface towards both HeNB and MME.

S1-U:
The S1-U data plane is defined between the HeNBand the Serving Gateway. 
Editor’s Note: It is FFS if the S1-U interface from the HeNB may be terminated at the HeNB GW.
There is no X2 interface between HeNBs and between eNB and HeNB.
4.3.2.4
High level functional split

Editor’s note: This section contains a table of high level HNB access function split between RAN and CN nodes.
The following functional split is from TS 36.300 v8.7.0.

The HeNB hosts the following functions (same as functions of eNB as defined in TS 23.401) 

-
Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in both uplink and downlink (scheduling);

-
IP header compression and encryption of user data stream;

-
Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;

-
Routing of User Plane data towards Serving Gateway;

-
Scheduling and transmission of paging messages (originated from the MME);

-
Scheduling and transmission of broadcast information (originated from the MME or O&M);

· Measurement and measurement reporting configuration for mobility and scheduling;

· Scheduling and transmission of ETWS messages (originated from the MME).
The HeNB hosts the following additional specifications in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW

-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB in case of connection to the HeNB GW.

-
If the HeNB is connected to a HeNB GW, it will not simultaneously connect to another HeNB GW, or another MME. 

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW.

-
When the HeNB connects to a HeNB GW, selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB;

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location.

The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE;

-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. Note that when a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the SGW.

-
Supporting TAC and PLMN ID used by the HeNB

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG).

Mechanisms for filtering of paging messages, in order to avoid paging message distribution to HeNBs belonging to CSGs where the UE is not registered, is FFS.

******************************************************************************************

End CHANGE # 2

******************************************************************************************
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