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Abstract of the contribution:

This paper proposes to better focus the scope of TR 23.861, in order to address only the scenarios that are actually feasible from a technological perspective and for which operators have provided concrete use cases.
1. Discussion
The current version of TR 23.861 does not specify any restriction on the number of access systems the UE may stay simultaneously connected with. Therefore at the moment there is the assumption that the UE may simultaneously connect to one 3GPP access, like GERAN, UTRAN or E-UTRAN, and one or multiple non-3GPP accesses, like WiFi, WiMAX and/or others.
This opens up to a wide variety of scenarios, and covering all of them in the specifications is likely to require a lot of meeting time. For this reason, it is the opinion of the authors that it would be beneficial to better focus the scope of TR 23.861, in order to address only the scenarios that are actually feasible from a technological perspective and for which operators have provided concrete use cases.
During the past meetings several companies pointed out that the simultaneous operation of multiple radio interfaces has some non trivial implications on the UE:
1) The UE may not be capable to support simultaneous active mode of operation between certain radio interfaces, due to radio interference limitations.
2) Staying simultaneously connected with multiple access systems negatively affects the battery life and hence it is not realistic to assume that a multimode UE can simultaneously connect to a 3GPP access and several non-3GPP accesses.
Based on these considerations it is proposed to restrict the scope of TR 23.861 to the scenarios where the UE is simultaneously connected to a 3GPP access and one, and only one, non-3GPP access. This includes the case of a UE that is simultaneously connected to a 3GPP access and a domestic or public WiFi hotspot, that is the key scenario most of operators indicated to be interested in. Instead, none of the use cases provided by the operators require the UE to simultaneously connect to a 3GPP access and multiple non-3GPP accesses, which provides a further motivation, besides the technological considerations described above, for excluding those scenarios from TR 23.861.

The scenarios where the UE that is simultaneously connected to a wide area non-3GPP access, like HRPD or WiMAX, and a local area non-3GPP access, like WiFi, though being feasible from both a technological and business perspective, are excluded because they are out of the scope of 3GPP. It is well known, in fact, that TS 23.402 does not include any normative text addressing mobility between non-3GPP accesses.

2. Proposal
The following new text is proposed to be added to the TR 23.861.

Start of the first change
1
Scope

Release 8 EPS introduced a multi access 3GPP system where different heterogeneous access systems are connected to a common core network. However, in Release 8 EPS, the subscriber cannot communicate using multiple accesses simultaneously. The subscriber can establish a single PDN connection or multiple simultaneous PDN connections in Release 8 EPS, but all the traffic exchanged by the subscriber, regardless of the PDN connection it belongs to, is routed through the same access system. Similarly, Release 8 introduced mobility enhancements to the I-WLAN architecture to support session continuity for any application between 3GPP and I-WLAN accesses. However, also in this case it is not possible for the subscribers to communicate using 3GPP and I-WLAN accesses simultaneously.

Devices with multiple interfaces (e.g. 3GPP , WiFi, WiMAX etc.) are becoming commonly available and the set of applications running in the mobile devices is diversifying with some applications suited to run over 3GPP access systems and other applications well suited to run over some other - complementary - access systems (e.g. ftp transfer via WiFi in parallel to VoIP over LTE). 

The scope of this document is to study the scenarios, requirements and solutions for UEs with multiple interfaces which will simultaneously connect to a 3GPP access and one, and only one, non-3GPP access. Solutions to be studied include the possibility of dynamically routing to specific accesses individual flows generated by the same or different applications belonging to the same PDN connection. The study of solutions to support routing of different PDN connections through different access systems is also in the scope of this TR. This study item also investigates the mechanisms for provisioning the UE with operator’s policies for multi access PDN connectivity and flow mobility. This study item doesn’t include the scenario where the same IP flow is routed via different access system simultaneously.
Scenarios and solutions described in this document are applicable independently of whether IMS or non-IMS applications are used.
End of the first change
Start of the second change
A.1.2 
Scenarios

The UE may simultaneously connect to different PDNs through different access systems. The access systems the UE can stay simultaneously connected with may include one 3GPP RAT, like GERAN, UTRAN or E-UTRAN, and one, and only one,  non-3GPP access, like WiFi or WiMAX. The following scenarios are supported:

-
Establishment of PDN connections over multiple accesses. The UE opens a new PDN connection on an access that was previously unused or on one of the accesses it is already simultaneously connected with.
-
Selective transfer of PDN connections between accesses. Upon inter-system handover the UE transfers a subset of the active PDN connections from the source to the target access.
-
Transfer of all PDN connections out of a certain access system. The UE moves all the active PDN connections from the source to target access, e.g. in case the UE goes out of the coverage of the source access.

End of the second change
Start of the third change
A.1.6
PDN GW Identity Notification to AGW/ePDG

In case of initial attach, or UE requested PDN connectivity, in the 3GPP access, the SGSN/MME updates the HSS with the PDN GW identity of the selected PDN GW and the APN associated with the UE's PDN connection. If a 3GPP AAA Server is registered in the HSS for the same UE, the HSS provides the updated APN and PDN GW identity information to the 3GPP AAA Server. If PMIPv6 is used for establishing connectivity in the non-3GPP access, the 3GPP AAA Server notifies the changes to the non-3GPP access network. This procedure can be used for both PDN GW registration and de-registration.
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Figure A.1.6-1: PDN GW address notification to AGW/ePDG

1.
The SGSN/MME sends a Notify Request (PDN GW Identity, APN, User Identity) to the HSS.

2.
The HSS checks that the user is known and that the stored SGSN/MME is the currently registered SGSN/MME for this same user. If this is successful, the HSS returns a Notify Response.

3.
Steps 3-4 are only performed if the PDN GW identity information was successfully modified in the HSS and a 3GPP AAA Server is registered in the HSS for the same UE. In this case the HSS sends a Provide APN and PGW Identity message to the 3GPP AAA Server. As a result, if PMIPv6 is used for establishing connectivity in the non-3GP access, the 3GPP AAA Server updates the non-3GPP access network with the new APN and PGW Identity data.

4.
The 3GPP AAA Server acknowledges by sending a Provide APN and PGW Identity Ack message.

Editor’s Note: Possible optimizations to minimize the amount of extra signalling between the HSS and the 3GPP AAA Server are FFS.


End of the third change
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