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Abstract of the contribution: This paper discusses the load detection and balancing issues of network entities and proposes a new functional entity, which is named LDF (Load Detection Function), to handle the network entities’ dynamic load information and select a relatively low-load network entity.
Discussion 
P/I/S-CSCFs are critical for IMS call session setup, and a good load sharing mechanism of these key network entities is essential to guarantee system reliability and improve system capacity. IMS has adopted some load balancing mechanisms. For example, when UE queries DNS for P-CSCF’s address, DNS can implement some algorithm (like Round Robin) to balance the workload; P-CSCF can also find I-CSCF in a similar way; For I-CSCF choosing S-CSCF, a capability set fetched from HSS is used. However, most of these mechanisms are based on DNS or DNS-like mechanism which can hardly do very intelligent work due to its own possibly heavy workload and limited capability. Moreover, the workload information stored in DNS is usually so simple that can not be easily used for other purpose, e.g. to implement a global load balancing policy. 

Therefore, we propose a new logical function called LDF (Load Detection Function) to monitor the workload of IMS core elements and help perform load balancing. 
It’s proposed to add the following text to section 5.1 “Architecture Alternative 1” of TR 23.812 (Feasibility Study on IMS Evolution).

******************************************* Proposed text ******************************************
5.1 Architecture Alternative 1
5.1.1
Load Detection Function (LDF)
Currently, IMS network cannot monitor the state of P/S-CSCF’s workload. In order to perform load balancing between P-CSCFs or S-CSCFs, a new function called Load Detection Function (LDF) is proposed to dynamically monitor and store the load information of all P-CSCFs and S-CSCFs, (e.g., CPU and Memory Usage, currently supported number of users, or service related factors). The information can be used for P/S-CSCF selection.

The functions of LDF include:
· Monitor and store the dynamic load information of network entities( e.g., P-CSCF, S-CSCF) in an operator’s domain;
Editor's Note: Whether it would be better for the LDF to obtain load information via some periodic monitoring mechanism (query or report) or via some threshold crossing indication mechanism is for further study.
· Provide a high-load P-CSCF with the address of a low-load P-CSCF to redirect a UE to that low-load P-CSCF;
Editor's Note: Whether load impacts on P-CSCF selection should be taken into account in the initial selection or be based on redirection mechanisms is for further study.
· Provide I-CSCF with the dynamic load information of S-CSCFs to select an appropriate S-CSCF;
Editor's Note: Whether the I-CSCF should be informed of S-CSCF load directly or via information in the HSS is for further study.
· Update the dynamic load information of network entities (e.g., P-CSCF, S-CSCF) to DNS.
Editor's Note: Whether it would be better for the LDF to provide load information to the DNS via some periodic reporting mechanism or via some threshold crossing indication mechanism is for further study.
The figure below illustrates the interfaces of LDF. A P-CSCF or S-CSCF periodically reports its dynamic load information to LDF via Lp/Ls interface. A P-CSCF can obtain the address of another P-CSCF in low-load state from LDF via Lp interface. An I-CSCF can obtain the load information of relevant S-CSCFs from LDF via Li interface. LDF can periodically update dynamic load information of the network elements to DNS via Ld interface, and DNS UPDATE mechanism defined in RFC 2136 can be reused to implement this functionality (Refer to Annex A).

[image: image1]
Editor's Note: Considerations need to be made for the redundancy and reliability mechanisms for the LDF to ensure the availability of the LDF. This is FFS.
Editor's Note: The network management related issues should be transferred to SA5 for discussion. The relation between the LDF based load balancing mechanism and the existing network management system is for future study. 
Editor's Note: It is FFS whether or not the LDF should be defined as a separate logical entity or as a function of the CSCFs.
Annex A (Informative):
DNS UPDATE Mechanism
DNS RR (Resource Record) has some attributes (e.g., weight parameter), which can be used to record network entities’ dynamic load information. And RFC 2136 defines an UPDATE message to modify DNS RR. So a new interface could be added between DNS and LDF and the UPDATE message is used to periodically refresh the network entities’ load state in order to assign a low-load network entity to the requester. 

DNS periodic UPDATE messages might increase the pressure of DNS, and to relieve the pressure of DNS, the UPDATE interval could be prolonged to a certain extent and all P-CSCF load information can be batch updated from LDF to DNS.
Editor's Note: A DNS update mechanism may require reducing caching time to a very short period (or 0) for CSCF names in order to get as up to date information as possible on the CSCF with the least load. However, reducing DNS caching time will increase DNS requests in operator networks, so care should be taken to find an acceptable trade-off between update-to-date information and DNS traffic increase.
Referring to RFC 2136, the UPDATE message can be used to update an existing RR or a group of RRs periodically. The real-time load information of P-CSCF detected by LDF can be transmitted to DNS every predefined interval. And the load message can be encapsulated in additional data of the UPDATE message.

+---------------------+ 

| Header         |

+---------------------+ 

| Zone           | specifies the zone to be updated 

+---------------------+ 

| Prerequisite     | RRs or RRsets which must (not) preexist
+---------------------+ 

| Update         | RRs or RRsets to be added or deleted 

+---------------------+ 
| Additional Data  | additional data 
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