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Discussion:

The following list presents some of the key differences between Alternative 1 and Alternative 4:

Capability Exchange between the visited IMS and the UE

In Alternative 1, Capability Exchange between the UE and the visited IMS occurs on IMS emergency origination. It may consist of the visited IMS network making a decision to anchor based on configuration data or may consist of the UE inserting its VCC capability within the INVITE towards the visited IMS. If the E-SCC AS is successful in anchoring the call, it returns an E-STN to the UE for usage in PS to CS domain transfer. The E-STN enables the CS network to re-route the domain transfer request to the visited IMS network. A non-VCC capable UE ignores the STN returned to it.

It is not clear how capability exchange occurs in Alternative 4.

Conclusion: E-STN could be used in Alternative 4 so that the UE knows that the visited IMS supports VCC for IMS Emergency. 

How does the UE know whether the MSC server supports VCC for emergency sessions?
In Alternative 1, a DT request is a normal DTAP SETUP request targeted on the E-STN. The MSC server is configured with the E-STN and carries out the relevant emergency call procedures in the CS network before re-routing the request to IMS. If the MSC is not configured for the E-STN, then the call will fail. 

However, in Alternative 4, the UE needs to specifically know that the MSC server supports VCC for emergency, because the DT request is an Emergency DTAP SETUP similar to a Emergency CS Origination; the issue being that if the UE sent a DT request to an MSC that was not enhanced to support VCC for Emergency, then the DT request would be routed to a PSAP via the CS domain. This outstanding issue is currently documented in an Editor’s Note. The solution is likely to require changes to CS access signalling, but yet we are to discuss solutions.
Editor’s note: It is FFS how does the UE know whether the MSC server supports VCC for emergency sessions.
Conclusion: If a normal DTAP SETUP is used on the E-STN and the MSC is configured with the E-STN, this avoids the need for the UE to know whether the MSC server supports VCC for Emergency.
Emergency Registration

Alternative 4 uses an ICS enhanced MSC that has been enhanced further to support VCC for IMS Emergency. It requires that the (visited) MSC server either has performed a normal registration or emergency registration prior to or during domain transfer.  

The supporters of Alternative 1 have always maintained that this Alternative 1 can operate with an ICS enhanced MSC, an SR-VCC enhanced MSC or a standard MSC, where the MSC has been enhanced appropriately to support VCC for IMS Emergency. Therefore, even though in Alternative 1, the UE is emergency registered already in IMS, it does not stop the MSC server performing another 

Conclusion: Alternative 1 can work with an ICS Enhanced MSC server that requires registration or emergency registration prior to the domain transfer request.
Use of Gm

In an accompanying paper, it has been shown how Gm can be used to provide a location continuity solution using location-by-reference when PS access is available in the target network. The supporters of Alternative 1 do NOT want to mandate the use of Gm, but feel that it should be allowed as an option for the purposes of location continuity.
Conclusion: Gm can work with Alternative 1 to provide a location continuity solution when the PS access is available in the target network.
Emergency Call Priority

Alternative 4 uses an Emergency DTAP SETUP for the DT request, so (like emergency CS origination) priority can be provided on the radio channel and at the MSC for the CS bearers and signalling. Alternative 1 uses standard priority on the radio channel for the DT request. However the enhanced MSC server recognises the E-STN and provides priority of the bearers and signalling.
Conclusion: Alternative 1 allows the priority to be implemented of the CS bearers and signalling at the MSC server and this is recommended for standardization in Release 9. A solution for priority on the radio channel would require further study and is not proposed for consideration in Release 9.
Support for UICC-less UEs
Alternative 4 states that it does not provide a solution for unauthenticated UEs. 
Alternative 1 could provide a solution for UICC-less UEs (if SA2 believe that a solution must be provided in Release 9) quite simply by using the E-STN. The E-SCC-AS allocates an E-STN to the unauthenticated UE. As the MSISDN of the UE is not available in the SETUP (DT request), the UE provides the IMEI. To avoid the need to send information like the IMEI to IMS for the UICC-less case, the E-STN is sent to IMS and used to correlate the DT request with the anchored session in IMS.
Conclusion: Alternative 1 can provide a solution for UICC-less UEs, if SA2 believes that a solution must be provided in Release 9. Such a solution can work when the network uses an ICS enhanced MSC server that has been enhanced for VCC for IMS Emergency.
Proposal:

In summary, Alternative 1 can work with Alternative 4 (which uses an ICS enhanced MSC server) if the following is agreed to:
· Use E-STN to provide a simple capability exchange mechanism and use it in conjunction with a standard 24.008 DTAP SETUP for the domain transfer request.

· Allow Gm to be used OPTIONALLY in the solution.

· Implement Emergency Call Priority of the CS Bearers and Signalling at the MSC server by recognizing the E-STN.

· Optional: Consider the UICC-less UE solution (above) if required in Release 9.   

A number of P-CRs accompany this discussion paper if there is agreement on a merged architecture between Alternative 1 and Alternative 4. Note a P-CR is not available for the UICC-less proposal.
We ask SA2 to endorse this proposal.
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