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Introduction

This document introduces some enhancements to DSMIPv6 that have been developed by IETF, in the Monami6 and MEXT WGs. These enhancements are related to the MAPIM TR and to the solution based on DSMIPv6 for S2c and H1.
DSMIPv6 registration in Release 8
DSMIPv6 is based on assigning two different IP addresses to the UE. One address, named Home Address (HoA), is an address which is permanent within one session and is assigned by a network entity called Home Agent (HA). The Home Address is the address known by the other nodes which want to communicate with the UE, the address registered at the DNS and the address visible to applications. The second address, known as Care-of Address (CoA), is an address which is topologically valid in the access network where the UE is located and is used for routing purposes. 

DSMIPv6 procedures are based on a gateway in the network, called Home Agent (HA), which keeps a binding between the HoA and the CoA of the UE; based on standard routing protocols, the HA receives the packets destined to the HoA, captures them and tunnels them towards the actual location of the UE, which is the CoA.  

The UE is responsible to update its own location when the location changes and the CoA is no more valid. This is done by sending a message, called Binding Update, which indicates the HoA of the UE (in terms of identification of the entry that needs to be updated) and the new CoA. 

To perform DSMIPv6 operations, the HA maintains a table, called Binding Cache, where all the (HoA, CoA) bindings for the UEs the HA is serving are registered. The bindings are stored together with the lifetime as shown in Table 1. Additional data are also stored and are not shown in the below table. 

Table 1 – Binding Cache for DSMIPv6 as in Release 8

	
	HoA field
	CoA field
	Lifetime field

	Binding for UE#1
	HoA1
	CoA1
	60s

	Binding for UE#2
	HoA2
	CoA2
	3600s


When a Binding Update is received by the HA, the HoA in the Binding Update indicates which entry in the Binding Cache needs to be updated; the HA extracts the CoA from the Binding Update and stored that in the CoA field of the entry.

When a downlink packet matching a HoA is received by the HA, the HA checks the Binding Cache using the HoA as the lookup key; the associated CoA is then used as the destination address of the tunnelled packet. 

DSMIPv6 multiple registrations

When the UE can be connected to multiple accesses simultaneously, there are multiple IP addresses which identify the possible location of the UE. From a DSMIPv6 point of view, this implies that the UE has multiple CoAs, usually one per available access. Therefore a multi-access UE has one HoA per PDN connection but multiple CoAs.
The data structure and the signaling introduced for DSMIPv6 in the previous subclause are not sufficient to cope with this scenario. Assume the UE is connected to one access and has a binding with <HoA1, CoA1>; when a UE connects to a second access and wants to add a CoA (and not replacing the previous one) in order to be connected and reachable at the same via different accesses, it cannot simply send the new CoA, e.g. CoA2, in the Binding Update together with HoA1. In fact, based on what we have indicated in the previous subclause, the HA would replace the CoA1 with CoA2 in the CoA field of the Binding Cache. 

To solve this problem, draft-ietf-monami6-multiplecoa-10 introduces the concept of Binding Identifier (BID). Based on this concept, the UE has multiple bindings per HoA (i.e. per PDN connection). Each of these bindings is identified by a BID and is usually associated with one access. In this way the UE can indicate which binding needs to be updated when a new CoA is sent to the HA. 
Table 2 shows how the Binding Cache at the HA is modified to cope with multiple registrations. 

Table 2 – Binding Cache for DSMIPv6 multiple registrations
	
	HoA field
	BID
	CoA field
	Lifetime field

	Binding for UE#1
	HoA1
	BID#3
	CoA1
	60s

	
	
	BID#5
	CoA2
	

	Binding for UE#2
	HoA2
	BID#2
	CoA3
	3600s

	
	
	BID#3
	CoA4
	


When a Binding Update is received by the HA, the HoA and the BID in the Binding Update indicates which entry in the Binding Cache needs to be updated; the HA extracts the CoA from the Binding Update and stores that in the CoA field of the entry. Therefore the lookup key is now the couple (HoA, BID).
When a downlink packet matching a HoA is received by the HA, the HA checks the Binding Cache using the HoA as the lookup key; as there are multiple CoAs associated with one HoA, it is not clear how the HA can forward the packets. This is why the flow bindings are introduced as documented in the following subclause.  

DSMIPv6 flow bindings

When multiple CoAs are bound to the same HoA, the HA needs to decide where to tunnel an incoming downlink packet destined to the HoA. Since the UE knows which accesses are available, which applications are running and the timely conditions of both accesses and applications, the UE can provide routing requests to the HA. 
These routing requests are provided by the UE in a Binding Update as specified in draft-ietf-mext-flow-binding-01. Basically the UE requests the HA to route some IP flows, identified by a Flow Identifier (FID) and described via a Flow Description, towards one BID. The HA is always in control of accepting the routing requests from the UE and to route the packets accordingly. 
Based on these extensions, the Binding Cache of the HA is further enhanced as in Table 3 in order to include the different FIDs that need to be routed through each BID. 
Table 3 – Binding Cache for DSMIPv6 flow bindings
	
	HoA field
	BID
	FID
	CoA field
	Lifetime field

	Binding for UE#1
	HoA1
	BID#3
	FID#1, FID#3
	CoA1
	60s

	
	
	BID#5
	FID#0 (match-all)
	CoA2
	

	Binding for UE#2
	HoA2
	BID#2
	FID#4
	CoA3
	3600s

	
	
	BID#3
	FID#1
	CoA4
	


When a downlink packet matching a HoA is received by the HA, the HA checks the Binding Cache using the HoA as the lookup key. The HA checks also which FID registered in the Binding Cache the packets matches to. The HA then tunnels the packet to the CoA associated with the BID which the FID is associated to. In this way different IP flows (identified by some FIDs) are routed through one access, identified by one BID/CoA, and some other IP flows (identified by other FIDs) are routed through another access, identified by another BID/CoA. 

