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Abstract of the contribution:

This P-CR clarifies emergency attach procedure for limited mode UEs (UICCless and invalid UICC) using IMEI for attach.
Discussion

Current emergency attach procedure just mentions that subscription and authorization steps may be skipped for UEs in limited service mode. It has been also mentioned that EIR check may also be skipped for limited service mode UEs. Using IMEI instead of IMSI for limited mode UEs will have impact on many other steps in the procedure which hasn’t been taken into account. P-CR addresses the same.
Evaluation

Based on the above discussion P-CR mentions the impacts of using IMEI in the emergency attach procedure for UICC less/Invalid UICC UEs in limited service mode.
Recommendation
Modify the emergency attach procedure as per above evaluation. 
Start Change 
5.9.2.x1 Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service mode and is not able to attach to the local E-UTRAN network except local regulation requires support of emergency calls regardless of subscription.  If an Emergency Attach request is received in a network where local regulation does not have requirements beyond a UE's subscription, the Emergency Attach is handled per normal attach procedures in section 5.3.2.1.   The enhancements needed to support IMS Emergency Calls are:

a) The Attach Request includes an emergency attach indication.

b) If the IMSI is not available or is not valid (e.g., UICCless, expired subscription), the mobile equipment identifier (IMEI) is included in messages and procedures that otherwise use the IMSI.  Where the IMSI is a mandatory IE in a message, a null IMSI is provided.  When optional, the IMSI is not included.  If the IMSI is valid but in limited service mode (e.g., in a restricted location), the IMSI is included in messages.

c) Where local regulation requires support for UEs in limited service mode, subscription and authorization procedures may be skipped or if performed and fail, continue with the attach procedure.

The Attach Procedure Steps are enhanced as follows:

If the IMSI has not been authenticated, only the mobile equipment identifier (IMEI) is included in messages and procedures that otherwise use the IMSI/MSISDN.  Where the IMSI are mandatory IE's in a message, a null IMSI or MSISDN is provided.  When the IMSI and MSISDN are optional, they are not included when IMEI is used. If the IMSI has been authenticated but the UE is in limited service mode (e.g., in a restricted area), the IMSI is used in the messages and procedures.

Step 1 (Attach Request): UE includes the emergency attach indication and IMSI or IMEI. 
For UICCless/invalid UICC UEs in limited service mode IMEI is provided instead of IMSI ,the Attach Request message isn’t integrity protected, KSIASME, NAS sequence number and NAS-MAC aren’t included since the UE has doesn’t have valid EPS security parameters. Emergency APN can be sent here itself instead of step 6 as PCO can’t be ciphered. UE shall not set Ciphered Options flag.
Step 3: For UICCless/invalid UICC UEs in limited mode this step shall be skipped as GUTI isn’t provided by UE. Hence MME shall not try to find old MME/SGSN.
Step 4: For UICCless/invalid UICC UEs in limited mode this step shall be skipped as UE doesn’t have IMSI.
Step 5a (Authentication): Authentication and NAS security is not required for UEs in limited service mode where local regulation requires the support of emergency calls in limited service mode.  This step may be skipped or if performed and fails, the attach proceeds where required by local regulation.
For UICCless/ invalid UICC UEs in limited service mode authentication and NAS security shall not be performed where local regulation requires the support of emergency calls in limited service mode. 
Step 5b (Identity Request-ME Identity): The IMEI may have been included in Step 1.  If not, it may be requested.  The EIR check may be skipped, or if performed and fails, the attach proceeds where local regulation requires the support for emergency calls in limited service mode.
For UICCless/ invalid UICC UEs in limited service mode IMEI is already included in step 1 hence this step shall be skipped.
Step 6: For UICCless/ invalid UICC UEs in limited service mode this step shall be skipped as emergency APN is already provided as part of step 1.
Step 7: For UICCless/ invalid UICC UEs in limited service mode new MME shall not be able to determine whether it has context related to this UE. Hence this step should be skipped.
Step 8 (Update Location Request): The location update may be skipped where local regulation requires the support of emergency calls in limited service mode.  If performed and fails, the attach may still proceed where required by local regulation.
For UICCless/ invalid UICC UEs in limited service mode this step shall be skipped.

Steps 9 and 10 shall be skipped for UICCless/ invalid UICC UEs in limited service mode
Step 11: For UICCless/ invalid UICC UEs in limited service mode update location shall be skipped and MME shall not receive any subscription data. MME shouldn’t reject emergency call due to access restrictions, regional restrictions or subscription check failure.

Step 12 (Create Default Bearer): Local configuration for the APN associated with IMS emergency calling overrides subscription values for establishing the default emergency bearer. The subscribed PDN GW is ignored and the MME uses existing static S-GW/P-GW selection functions as specified in section 4.3.8.  The default emergency bearer request contains bearer attributes for the support of the PDN connections related to an emergency APN, including the PDN GW address and Default Emergency Bearer QoS and emergency APN.    

Editor's Note: It is FFS whether default QoS values must be provided by the MME or indication of emergency is sufficient for the PDN GW to set the  QoS values.
Step 13: SGW includes emergency APN received from the UE in Create default bearer request message to PGW.
Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 17 (Initial Context Setup Request/Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values. The MME includes an indication of the emergency bearers in the Session Management Request. 
For UICCless/invalid UICC UEs security context information shall not be included. 

Step 25 (Notify Request): The Notify Request including the APN and PDN GW identity used for the emergency connection may be sent to the HSS for UEs that can be associated with an HSS (i.e., have a UICC and subscription).  

Editor's Note: It is FFS if handover to non-3PPP accesses is supported during an emergency call for UEs without a valid IMSI (i.e., no HSS entry).

End Change 
