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Abstract of the contribution: This contribution resolves an outstanding editor's note in the TR.  
1. Introduction
It is proposed to remove the following editor’s note:

Editor’s note: It is FFS how does the UE know whether the MSC server supports VCC for emergency sessions.
To resolve this, it is proposed that the serving network will indicate its capability to support VCC emergency (and if the call has been anchored in the E-SCC AS) when the UE establishes the emergency call in the PS domain. Such indication is crucial to ensure that the UE will be aware of whether a session transfer can be done at all. This information would be enough for the UE to understand whether sufficient network support exist in the visited CS domain for transferring the call from PS to CS. Note that both the E-SCC AS and the serving MSC are in the visited network, hence the E-SCC AS can be aware of the capabilities of the MSCs in the visited network; we assume thereby that all MSCs have the same capability. 
2. Proposal

Proposed changes to TS 23.826

Begin Change
6.4.3.2
Emergency calls established in IMS

The figure 6.4.3.2-1 provides an example flow for an emergency session established in IMS, illustrating how the emergency session is anchored and how the session transfer identifiers are transported back to the UE.
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Figure 6.4.3.2-1: SC UE initiating an emergency session in IMS
NOTE 1: 
A pre-requisite is for the SC UE to be IMS Emergency Registered if located in a VPLMN or located in the HPLMN and IMS Registered.

1.
The SC UE generates a SIP INVITE containing the UE’s location information or reference (if available) and information about the device, e.g., GRUU.
NOTE:
The UE indicates in the Invite that it supports the E-VCC functionality. 
2.
The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.

3.
The E-CSCF sends the INVITE to the E-SCC AS. The E-SCC AS decides based on operator policy and UE capability whether to anchor the emergency session.

NOTE 2: 
The trigger for routing the INVITE from the E-CSCF to the E-SCC AS could be as simple as configuring the E-CSCF with the address of the E-SCC AS located in a local IMS network designated to perform the functions of call/session anchoring and session transfers. 

4.
The E-SCC AS anchors the emergency session, i.e. the E-SCC AS is inserted in the signalling path which invokes a 3pcc for enablement of Session Transfers for the call as specified in TS 23.237.
NOTE: 
The E-SCC AS will indicate in the response back to the UE that the call has been anchored and E-VCC function is used. 
5.
The E-SCC AS creates an INVITE and sends it back to E-CSCF.

6.
The E-CSCF sends the INVITE to the LRF

7.
The LRF obtains the UE’s location (if not provided in the INVITE), selects the most appropriate PSAP based on the UE’s location, allocates the necessary correlation information for the record stored in the LRF (e.g. ESQK) and allocates routing information for the call (e.g. ESRN). 

8.
The LRF returns the location information, PSAP address, correlation information (e.g. ESQK) and routing information (e.g. ESRN) to the E-CSCF.

9.
The E-CSCF uses the PSAP address or routing information (e.g. the ESRN) to format an INVITE message, and it sends it to the MGCF.

10.
The MGCF performs the necessary interworking of the INVITE and formulates an IAM containing the correlation information (e.g. ESQK) and sends it to the PSAP.

11.
The MGCF initiates 183 Session Progress through the IMS core back to the UE

12.
Call set-up continues with the PSAP sending ACM/ANM back to the MGCF which is interworked into a 200OK and sent through the IMS Core Network. 

13.
The E-SCC AS receives the 200 OK from the E-CSCF and sends the 200 OK to the E-CSCF

14.
The E-CSCF sends the 200 OK to the P-CSCF

15.
The P-CSCF sends the 200 OK to the UE

Next Change
6.4.3.4

Session Transfer from IMS to CS

The figure 6.4.3.4-1 provides an example flow for session transfer of an emergency session from IMS towards the CS domain. 
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Figure 6.4.3.4-1: SC UE performing session transfer from IMS to CS domain 

1.
The UE detects the necessary conditions and determines the need for session transfer

2.
The UE sends an Emergency call setup message (as defined in 3GPP TS 24.008) to the MSC Server.  
NOTE:
A pre-requisite for performing the session transfer is that the UE during the initial emergency call establishment received an indication that the session has been anchored and E-VCC is allowed. 

3.
The MSC Server carries out standard CS emergency procedures. This involves the MSC Server sending a MAP  Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address, serving cell identity or SAI for the UE. 

4.
Based on the received information, the GMLC creates a call context, stores the received location information and returns the MAP-SLR response to the MSC Server.
NOTE 1: 
Based on operator policy, the MSC Server decides whether to route the emergency session to the IMS. Only if the MSC Server decides to route the emergency session to the IMS, the following steps are performed.

5.
The MSC Server selects the E-CSCF that the UE is anchored to and generates an Emergency SIP INVITE (Request-URI set to a sos-urn) towards the E-CSCF including information about the used device, e.g., GRUU. Since the MSC Server has location reference (ESRK/ESRD) available, it includes it in the request as in a standard Emergency INVITE. 
6.
The E-CSCF sends the INVITE to the E-SCC AS.
7.
The E-SCC AS detects the incoming INVITE to be a Session Transfer request since having anchored an emergency session for the same user from the same device, e.g. identified by the GRUU. The E-SCC AS performs session transfer as defined in TS 23.237.

8.
The E-SCC AS sends the ReINVITE to the E-CSCF to update the remote end.
9.
The E-CSCF sends a Location Update request to the LRF that is associated with the initial call instance, to update the LRF with the new location reference for the UE due to the session transfer. 
NOTE 2: The LRF is not changed when establishing the call in PS.
10.
The LRF finds the emergency call instance using the information supplied in the Re-INVITE (e.g., P-Asserted-Identity, GRUU) and updates the location reference stored against the emergency call instance.

11.
The LRF sends an acknowledgment back to the E-CSCF to allow the E-CSCF to forward the Re-INVITE to the currently allocated PSAP.

12.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP. 

13.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 3: 
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
End Change
3GPP

SA WG2 TD


_1283859681.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


9. INVITE (location and correlation info)


14. 200 OK 


MGCF


LRF


E-SCC AS


E-CSCF


SC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


15. 200 OK


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


13. 200 OK 


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Update UE Location


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Update UE Location


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1286354397.vsd
VoIP


CS Voice


11. Acknowledgement


E-CSCF


E-SCC AS


CS MGW


MSC Server


SC UE


1. Determine need for DT to CS


12. ReINVITE (...)


13. Source access leg release


LRF


GMLC


VoIP


10. Update the location reference stored against the existing emergency call instance  


2. Set-up 


3. MAP Subscriber Location Report (MSISDN, IMSI, IMEI, location information, etc)


6. INVITE (...)


5. INVITE


4. MAP Subscriber Location Report Ack


7. Detect & execute Session Transfer 


9. Location Update


8. ReINVITE (...)



