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Abstract of the contribution: it updates Alternative 4 to limit the VCC support for emergency calls to PS to CS direction only.  
1. Introduction
In the last SA2 meeting, it has been agreed that for VCC supported emergency calls, only the domain transfer from PS to CS direction will be supported in Release 9. This contribution therefore updates the Alternative 4 accordingly. Note that clause 6.4.3.1 is revised in S2-090061.
2. Proposal

Proposed changes to TS 23.826

Begin Change
6.4.1
General

This clause presents an architectural alternative for enablement of Session Transfers for Emergency Calls from PS to CS domain. The solution is applicable to Emergency Calls made by authorized users only. 

The solution extends the SC architecture specified in TS 23.237 using the following architectural principles:

-
IMS Emergency call setup procedures are used for establishment of Emergency Calls in PS domain.
-
Emergency session transfer request toward CS (UE detected) of authorized users cause the MSC Server to origin an IMS emergency session towards the E-CSCF. 
-
The Emergency SCC AS (E-SCC AS) function, extending the SCC AS defined in 23.237, performs anchoring of emergency sessions in the visited IMS domain and executes session transfer. 

-
Session Transfers are executed by the E-SCC AS by switching the Access Leg from the transferring-out PS domain to the transferring-in CS domain, and by updating the Remote Leg if necessary.
-

It is assumed that the CS, PS, and IMS operators are the same.
Next Change
6.4.2
Reference Architecture

The reference architecture is provided in Figure 6.4.2-1 below. 
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Figure 6.4.2-1: Emergency Session Continuity Architecture
The E-SCC AS is an SCC AS as defined in TS 23.292 and TS 23.237 enhanced for emergency session continuity. The E-SCC AS may be co-located with the E-CSCF. 

Next Change
6.4.3.1
Registration in IMS

A pre-requisite is for the SC UE is to be IMS registered, in accordance with the requirements in TS 23.167 [4]. The registration in the IMS by the MSC Server enhanced for ICS is specified in TS 23.292. In the event that the MSC server has not performed an IMS registration prior the emergency call (e.g., the MSC server is in a visited network without roaming agreement for normal calls), an explicit IMS emergency registration shall be performed by the MSC server either after CS attach or when an emergency call is established (depending on local operator policy).   

The figure 6.4.3.1-1 provides an example flow for an emergency registration in IMS performed by the MSC Server.
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Figure 6.4.3.1-1: IMS Emergency Registration by MSC Server

1.
The MSC Server decides to initiate IMS registration for this subscriber which includes an emergency indication. If the subscriber is already registered via this MSC Server in the home network and the UE is as well in the home network, no IMS registration is sent.

2.
The MSC Server derives a domain name from the subscriber’s identity (e.g. IMSI) and discovers the address of the appropriate I-CSCF/IBCF.

3-5.The MSC Server sends a SIP REGISTER to the IMS with a private and temporary public user identity derived from the subscriber’s IMSI as well as an InstanceID. The REGISTER also contains information indicating the capabilities and characteristics of the MSC Server as a SIP User Agent Client. The S-CSCF verifies that the incoming REGISTER originates from a trusted MSC server (in the same way it would check that a normal REGISTER originates from a trusted P-CSCF).

6.
The S-CSCF identifies the REGISTER as being from the MSC Server. The S-CSCF skips any further authentication procedures and performs registration procedures with the HSS. 

7.
IMS registration procedures are completed.
Next Change
6.4.3.2
Emergency calls established in PS
The figure 6.4.3.2-1 provides an example flow for an emergency session established in PS, illustrating how the emergency session is anchored and how the session transfer identifiers are transported back to the UE.
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Figure 6.4.3.2-1: SC UE initiating an emergency session in PS
NOTE 1: 
A pre-requisite is for the SC UE to be IMS Emergency Registered if located in a VPLMN or located in the HPLMN and IMS Registered.

1.
The SC UE generates a SIP INVITE containing the UE’s location information or reference (if available) and information about the device, e.g., GRUU.

2.
The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.

3.
The E-CSCF sends the INVITE to the E-SCC AS. The E-SCC AS decides based on operator policy and UE capability whether to anchor the emergency session.

NOTE 2: 
The trigger for routing the INVITE from the E-CSCF to the E-SCC AS could be as simple as configuring the E-CSCF with the address of the E-SCC AS located in a local IMS network designated to perform the functions of call/session anchoring and session transfers. 

4.
The E-SCC AS anchors the emergency session, i.e. the E-SCC AS is inserted in the signalling path which invokes a 3pcc for enablement of Session Transfers for the call as specified in TS 23.237.
5.
The E-SCC AS creates an INVITE and sends it back to E-CSCF.

6.
The E-CSCF sends the INVITE to the LRF

7.
The LRF obtains the UE’s location (if not provided in the INVITE), selects the most appropriate PSAP based on the UE’s location, allocates the necessary correlation information for the record stored in the LRF (e.g. ESQK) and allocates routing information for the call (e.g. ESRN). 

8.
The LRF returns the location information, PSAP address, correlation information (e.g. ESQK) and routing information (e.g. ESRN) to the E-CSCF.

9.
The E-CSCF uses the PSAP address or routing information (e.g. the ESRN) to format an INVITE message, and it sends it to the MGCF.

10.
The MGCF performs the necessary interworking of the INVITE and formulates an IAM containing the correlation information (e.g. ESQK) and sends it to the PSAP.

11.
The MGCF initiates 183 Session Progress through the IMS core back to the UE

12.
Call set-up continues with the PSAP sending ACM/ANM back to the MGCF which is interworked into a 200OK and sent through the IMS Core Network. 

13.
The E-SCC AS receives the 200 OK from the E-CSCF and sends the 200 OK to the E-CSCF

14.
The E-CSCF sends the 200 OK to the P-CSCF

15.
The P-CSCF sends the 200 OK to the UE

Next Change




















Next Change
6.4.3.3

Session Transfer from PS to CS

The figure 6.4.3.4-1 provides an example flow for session transfer of an emergency session from PS towards the CS domain. 
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Figure 6.4.3.4-1: SC UE performing session transfer from PS to CS domain 

1.
The UE detects the necessary conditions and determines the need for session transfer

2.
The UE sends an Emergency call setup message (as defined in 3GPP TS 24.008) to the MSC Server.  
Editor’s note: It is FFS how does the UE know whether the MSC server supports VCC for emergency sessions.
3.
The MSC Server carries out standard CS emergency procedures. This involves the MSC Server sending a MAP  Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address, serving cell identity or SAI for the UE. 

4.
Based on the received information, the GMLC creates a call context, stores the received location information and returns the MAP-SLR response to the MSC Server.
NOTE 1: 
Based on operator policy, the MSC Server decides whether to route the emergency session to the IMS. Only if the MSC Server decides to route the emergency session to the IMS, the following steps are performed.

5.
The MSC Server selects the E-CSCF that the UE is anchored to and generates an Emergency SIP INVITE (Request-URI set to a sos-urn) towards the E-CSCF including information about the used device, e.g., GRUU. Since the MSC Server has location reference (ESRK/ESRD) available, it includes it in the request as in a standard Emergency INVITE. 
6.
The E-CSCF sends the INVITE to the E-SCC AS.
7.
The E-SCC AS detects the incoming INVITE to be a Session Transfer request since having anchored an emergency session for the same user from the same device, e.g. identified by the GRUU. The E-SCC AS performs session transfer as defined in TS 23.237.

8.
The E-SCC AS sends the ReINVITE to the E-CSCF to update the remote end.
9.
The E-CSCF sends a Location Update request to the LRF that is associated with the initial call instance, to update the LRF with the new location reference for the UE due to the session transfer, thereby enabling location continuity. 
NOTE 2: The LRF is not changed when establishing the call in PS.
10.
The LRF finds the emergency call instance using the information supplied in the Re-INVITE (e.g., P-Asserted-Identity, GRUU) and updates the location reference stored against the emergency call instance.

11.
The LRF sends an acknowledgment back to the E-CSCF to allow the E-CSCF to forward the Re-INVITE to the currently allocated PSAP.

12.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP. 

13.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over PS) is released.

NOTE 3: 
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
Next Change
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