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Introduction

In this contribution one solution is presented to support the network initiated resource allocation when S2a is used in the multi access scenarios.

Discussion

1. Problem Statement
In Rel-8, network initiated resource allocation is supported by PCC (See clause 6.6 of TS 23.402). After the PCRF makes the authorization and policy decision, the PCRF provision the PCC rules to the PCEF and the corresponding QoS rules to the BBERF. Because the UE can only attach from one access network in Rel-8, only one BBERF should be provisioned the QoS rules by the PCRF. In the P-GW, there’s only one leg, which is connected to the current attached access network, only one access network should be transferred the IP flow to by the P-GW after the PCEF filters the IP flow using the PCC rules.
However, to support multi access, the P-GW and the PCRF behaves slightly differently. They keep multiple legs, which are connected to each access network the UE is attached to simultaneously. To support this, the P-GW and the PCRF needs to be able to negotiate the path of the IP flow.
In this paper, we discuss the solutions to support this.
2. Solution

When the PCRF receives the new service information UE requests, the PCRF determines the access network the service data flow transferred through besides making QoS and Charging policy decision. The decision of access network can be made based on the characteristic of the service, the characteristic of access networks the UE multi attaching and the operator policy. Then the PCRF sends the QoS rules to the BBERF in the determined access network and the PCC rules with an indication of the access network to the PCEF. Then the PCEF transfers the service data flow to the access network according to the indication after the PCC rule detection.

The following procedure is a simplified example of how this solution works. In this procedure, the UE attaches in LTE with GTP based S5/S8 and a trusted non-3GPP access network via PMIPv6 based S2a simultaneously. The PCRF determines that the SDF should be transferred through the trusted non-3GPP IP access.
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The most outstanding benefit of this solution is that it has no impact on the procedures in Rel-8. Because the PCRF know the characteristic of the service, the characteristic of access networks the UE multi attaching and the operator policy, PCRF knows which access network transferring the SDF best. Only enhancement for the PCRF is configured the policy of access network decision.
Conclusion

The solution we recommend has no impacts on Rel-8 architecture and procedure. Only impacts the function of P-GW/PCEF, and PCRF, which are inevitable to support multi access. 
Proposal

The following new text is proposed to be added to the TR 23.861.

* * * First Change * * * *

7.x
Network-initiated Dynamic PCC

7.x.1
Network-initiated Dynamic PCC on S2a

If dynamic PCC is deployed, the procedure given in Figure 7.x.1-1 is used by the PCRF to provision rules to the Trusted non-3GPP IP access and for the Trusted non-3GPP IP access to enforce the policy by controlling the resources and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP access is not within the scope of this specification.
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Figure 7.x.1-1: Network-initiated dynamic policy control procedure in Trusted Non-3GPP IP Access for S2a

This procedure concerns both the non-roaming and roaming case. In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The UE is attached to the PDN GW via LTE access and trusted non-3GPP access simultaneously.
2.
The PCRF receives the session information of new service the UE requests, makes the policy decision and determines the IP flow is transfer through trusted non-3GPP access. 
3.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [xx] by sending a message with the QoS rules and Event Trigger information to the Trusted non-3GPP access network..

4.
The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, ,for eg. initiate a dedicated bearer activation, modification or deactivation, if supported. The details of this step are out of the scope of this specification.

5.
The Trusted Non-3GPP IP Access responds to the PCRF indicating its ability to enforce the rules provisioned to it in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step A.1.

6.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [xx]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in TS 23.203 [xx]. In this procedure PCRF shall indicates the PCC Rules are associated with Trusted Non-3GPP Access.

NOTE:
Step 6 may occur before step 3 or performed in parallel with steps 3‑5 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [xx].
* * * End of Change * * * *
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