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Abstract of the contribution: Discusses that the UE needs to know whether the MSC server supports VCC emergency calls or not.
Discussion

In TR 23.826 Alternative 4 (section 6.4) when the UE performs handover from IMS to CS, the UE makes a regular CS emergency call. For this to work, the UE needs to know whether the MSC Server is enhanced to support VCC for emergency calls. Without this information the result and user experience could be unexpected. For instance, if the MSC server is not enhanced and it forwards the call to the PSAP as a new emergency call (which is answered by a new person) and the UE thinks it’s making a handover to an existing call.
Therefore it is proposed to document this problem with an editor’s note in section 6.4.3.4.
Proposal
The following changes are proposed to TR 23.826.
************************* BEGIN CHANGE ***************************

6.4.3.4

Session Transfer from IMS to CS

The figure 6.4.3.4-1 provides an example flow for session transfer of an emergency session from IMS towards the CS domain. 


[image: image1.emf]VoIP CS Voice

11. Acknowledgement

E-CSCF E-SCC AS CS MGW

MSC Server

SC UE

1. Determine 

need for DT 

to CS

12. ReINVITE (...)

13. Source access leg 

release

LRF GMLC

VoIP

10. Update the location 

reference stored against 

the existing emergency 

call instance  

2. Set-up 

3. MAP Subscriber Location Report (MSISDN, IMSI, IMEI, location information, etc)

6. INVITE (...)

5.INVITE

4. MAP Subscriber Location Report Ack

7. Detect & execute

Session Transfer

9. Location Update

8.ReINVITE (...)


Figure 6.4.3.4-1: SC UE performing session transfer from IMS to CS domain 

1.
The UE detects the necessary conditions and determines the need for session transfer

2.
The UE sends an Emergency call setup message (as defined in 3GPP TS 24.008) to the MSC Server.  
Editor’s note: It is FFS how does the UE know whether the MSC server supports VCC for emergency sessions.
3.
The MSC Server carries out standard CS emergency procedures. This involves the MSC Server sending a MAP  Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address, serving cell identity or SAI for the UE. 

4.
Based on the received information, the GMLC creates a call context, stores the received location information and returns the MAP-SLR response to the MSC Server.
NOTE 1: 
Only if the MSC Server decides to anchor the emergency session in the IMS, the following steps are performed.

Editor’s note: It is FFS how the MSC Server decides to anchor the emergency session.  
5.
The MSC Server selects the E-CSCF that the UE is anchored to and generates an Emergency SIP INVITE (Request-URI set to a sos-urn) towards the E-CSCF including information about the used device, e.g., GRUU. Since the MSC Server has location reference (ESRK/ESRD) available, it includes it in the request as in a standard Emergency INVITE. 
6.
The E-CSCF sends the INVITE to the E-SCC AS.
7.
The E-SCC AS detects the incoming INVITE to be a Session Transfer request since having anchored an emergency session for the same user from the same device, e.g. identified by the GRUU. The E-SCC AS performs session transfer as defined in TS 23.237.

8.
The E-SCC AS sends the ReINVITE to the E-CSCF to update the remote end.
9.
The E-CSCF sends a Location Update request to the LRF that is associated with the the initial call instance, to update the LRF with the new location reference for the UE due to the session transfer. 
NOTE 2: The LRF is not changed when establishing the call in PS.
10.
The LRF finds the emergency call instance using the information supplied in the Re-INVITE (e.g., P-Asserted-Identity, GRUU) and updates the location reference stored against the emergency call instance.

11.
The LRF sends an acknowledgment back to the E-CSCF to allow the E-CSCF to forward the Re-INVITE to the currently allocated PSAP.

12.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP. 

13.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 3: 
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
************************* END CHANGE ******************************
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