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Abstract of the contribution:

This contribution proposes stage 2 requirements for the new SA2 TR on “Architecture aspects of Home NodeB and Home eNodeB”.
Introduction

This contribution proposes stage 2 requirements for the new SA2 TR on “Architecture aspects of Home NodeB and Home eNodeB”. The requirements are based on the currently agreed stage 1 requirements as documented in TS 22.220 “Service requirements for Home NodeBs and Home eNodeBs” Version 0.4.0.

Proposal

Inline with the stage 1 TS 22.220, this P-CR proposes to include the relevant stage 2 requirements.
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5
Requirements
5.1
Overall requirements

-
Subject to sufficient network resources there shall be no difference in the user experience when using the PLMN provided services via HNB/HeNB or via NB/eNB.


Editor's note: The term “sufficient network resources” need more to be clarified

-
HNB/HeNB shall support emergency calls for both CSG and non CSG members as specified in TS22.101 [4].  It shall be possible for the network operator to provide location information of the UE attempting an emergency call over a HNB/HeNB. 
-
HNB/HeNB shall support the following modes of operation:


- Open Access Mode: the HNB/HeNB shall provide services to subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement;

- Closed Access Mode: the HNB/HeNB provides services only to users that belong to its associated CSG. CSG members may include subscriber of any PLMN subject to roaming agreement;

- Hybrid Access Mode: the HNB/HeNB operates as a CSG cell where at the same time non-CSG members are allowed access.

-
HNB/HeNB shall be able, under the PLMN operator supervision, to support the configuration of the list of CSG members, i.e. to add, remove and view CSG members. , .

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network to the affected UEs belonging to the subscriber group.  

-
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights). It shall be possible to configure a time period for each temporary member.

-
When the time period expires

-
The CSG shall no longer be considered to be available to provide services, except for emergency calls. 

-
All affected UEs in connected mode are released.
5.2
Architectural requirements

5.2.1
General requirements

-
The HNB/HeNB shall support local IP access in the home based network in order to provide access to other IP capable devices in the home (via an IP based network in the home).

-
The HNB/HeNB shall support remote access for CSG member to home based network from a UE via a PLMN. It shall be possible to restrict the access to the home based network on per-subscriber basis.

5.2.2
Home NodeB specific requirements
-   
HNB shall control access (i.e. accept and reject connection requests) of pre-Release 8 UEs. 

     NOTE:  Such mechanisms may be different for those used to access control a Release 8 UE.  

-
HNB operation shall not adversely impact the performances of a pre-Release 8 UEs operating in the area where the HNB is active and vice versa.

-
It shall be possible for an HNB Subsystem to offer CS services, which can be provided by an equivalent IMS service, to an CS attached UE. Whether the HNB subsystem uses the CS domain or IMS in the core network shall be transparent to the UE.
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