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Abstract of the contribution:

Changes to handover and attach procedures to support non-3GPP access are elaborated.
1 Introduction

This contribution introduces text regarding support for emergency calls in non-3GPP access.  Text is proposed for handover to and from non-3GPP access and also for attach to non-3GPP access. 

2 Text Proposal

We propose that the following text be added to TR 23.869. 

**************** Start of 1st Proposed Change *************************

5.X
EPS functionality for non-3GPP access
5.X.1
Overview of EPS functionality 

The solution for the EPS is aimed at supporting both normal mode and limited service mode. When the UE is in normal service mode the normal mobility management procedures for the non-3GPP access apply. As the UE enters limited service mode as specified in TS 23.122 [15] (e.g., Attach request is rejected), special mobility management procedures for emergency service may be needed to access EPS. For release 9, the proposed solution uses the emergency APN.  In all cases (e.g., home, roaming, normal mode, limited service mode), emergency connectivity to an emergency APN will be used. The UE initiates the emergency connectivity upon recognition of dialled emergency number. 

The ARP values set for the bearer used to provide connectivity to the Emergency APN shall be adequate to support emergency services (this is to be decided when the ARP definition is complete) and the QCI shall select a GBR service for conversational voice service. And the GBR set to the value necessary to support the selected codec for the emergency service.

As with 3GPP access, an emergency attach is used for trusted non-3GPP access only when 

· the UE is in limited service mode and

· the UE is attempting to set up an emergency session

The handling of the limited service state attach for non-3GPP access is described in the relevant section in this TR.
Support for emergency in specific non-3GPP accesses is documented in specifications for those technologies, such as [x1].

Editor's Note:  When creating the TS 23.402 CR, add the above reference: [x1] 3GPP2 X.S0060, “HRPD Support for Emergency Services,” http://www.3gpp2.org.
**************** End of 1st Proposed Change *************************
**************** Start of 2nd Proposed Change *************************
Annex X: TS 23.402 Rel.9 Changes

Key : Green highlight indicates new text

6.x Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 6.2.1, is used when a UE is in a limited service mode and is not able to attach to the local trusted non-3GPP access network except local regulation requires support of emergency calls regardless of subscription.  If an Emergency Attach request is received in a network where local regulation does not have requirements beyond a UE’s subscription, the Emergency Attach is handled per normal attach procedures in section 6.2.1.   The enhancements needed to support IMS Emergency Calls are:

a) The Attach Request includes an emergency attach indication.

b) If the IMSI is not available or is not valid (e.g., UICCless, expired subscription), the 3GPP AAA Server returns to the MAG an MN NAI according to the procedures of the particular non-3GPP access technology.  If the IMSI is valid but in limited service mode (e.g., in a restricted location), the IMSI is included in messages.

c) Where local regulation requires support for UEs in limited service mode, subscription and authorization procedures may be skipped or if performed and fail, continue with the attach procedure.

The Attach Procedure Steps are enhanced as follows:

Step 2 (EAP Authentication): If the UE has not passed subscriber authentication, the 3GPP AAA Server provides an MN NAI according to the procedures of the non-3GPP access technology for emergency access (e.g., the emergency NAI used by HRPD).  If the IMSI has been authenticated but the UE is in limited service mode (e.g., in a restricted area), the IMSI is used in the messages and procedures.  The list of authorized APNs returned by the 3GPP AAA Server includes the emergency APN.
Step 4 (Gateway Control Session Establishment): Local configuration for the APN associated with IMS emergency calling overrides subscription values for establishing the default emergency bearer. The subscribed PDN GW is ignored and the MAG uses existing P-GW selection functions.  The default emergency bearer request contains bearer attributes for the support of the PDN connections related to an emergency APN, including the PDN GW address and Default Emergency Bearer QoS.    

Step 5 (Proxy Binding Update from the MAG to the PDN GW): The MN NAI is the one provided by the 3GPP AAA Server.  The MAG is responsible for providing an Emergency APN to the PDN GW if this approach to identifying an emergency call is not used in the non-3GPP access technology.  
8.2.1.x Emergency handover from trusted or untrusted non-3GPP access to 3GPP access

This procedure is executed when the UE has an on-going emergency call and a handover from non-3GPP access to 3GPP access is triggered.  Such handovers during an emergency call are based on the procedures in section 8.2.1. The enhancements needed to support IMS Emergency Calls are:
Step 3 (Attach): UE includes the emergency attach indication and IMSI or IMEI.

Step 4 (Access Authentication): Authentication and NAS security is not required for UEs in limited service mode where local regulation requires the support of emergency calls in limited service mode.  This step may be skipped or if performed and fails, the attach proceeds where required by local regulation.

Step 6 (Create Default Bearer): Local configuration for the APN associated with IMS emergency calling overrides subscription values for establishing the default emergency bearer. The subscribed PDN GW is ignored and the MME uses existing static S-GW/P-GW selection functions as specified in TS 23.401.  The default emergency bearer request contains bearer attributes for the support of the PDN connections related to an emergency APN, including the PDN GW address and Default Emergency Bearer QoS.    

Step 8 (IP-CAN Session Modification): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW.  When PMIP is used on the S5 interface, the Gateway Control Session Establishment procedure is used to install policy in the BBERF associated with an emergency call.
8.2.2.x Emergency handover from 3GPP access to trusted non-3GPP access

This procedure is executed when the UE has an ongoing emergency call and a handover from 3GPP access to trusted non-3GPP access is triggered.   Such handovers during an emergency call are based on the procedures in section 8.2.2.  The enhancements needed to support IMS Emergency Calls are:

Step 3 (Access Authentication and Authorization): If the UE has not passed subscriber authentication, the 3GPP AAA Server provides an MN NAI according to the procedures of the non-3GPP access technology for emergency access (e.g., the emergency NAI used by HRPD).  If the IMSI has been authenticated but the UE is in limited service mode (e.g., in a restricted area), the IMSI is used in the messages and procedures.  The subscription context returned by the 3GPP AAA Server includes the PDN GW identity and Emergency APN associated with the emergency call.

Step 4 (L3 Attach): The UE provides an emergency attach indication.  Where the non-3GPP access supports the ability of the UE to provide an APN (e.g., HRPD), the UE provides the Emergency APN in the attach request.  Where the non-3GPP access does not support the ability of the UE to provide an APN, the trusted non-3GPP access uses the APN provided by the 3GPP AAA Server.
Steps 5 and 7 (PCC):  The PCRF, recognizing the emergency APN, instructs the PCEF and BBERF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW
8.2.3.x Emergency handover from E-UTRAN access to untrusted non-3GPP access 

This procedure is executed when the UE has an ongoing emergency call and a handover from E-UTRAN access to trusted non-3GPP access is triggered.   Such handovers during an emergency call are based on the procedures in section 8.2.3.  The enhancements needed to support IMS Emergency Calls are:

Step 3 (Access Authentication and Authorization): If the UE has not passed subscriber authentication, the 3GPP AAA Server provides an MN NAI according to the procedures of the non-3GPP access technology for emergency access.  If the IMSI has been authenticated but the UE is in limited service mode (e.g., in a restricted area), the IMSI is used in the messages and procedures.  The subscription context returned by the 3GPP AAA Server includes the PDN GW identity and Emergency APN associated with the emergency call.

Steps 5 (PCC):  The PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW
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