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Abstract of the contribution: This paper adds further options for Emergency Voice Call Continuity to the Option 1 Architectural Option in TR 23.826 related to when the Gm reference point is not available. This contribution documents the Domain Transfer message flow for PS to CS.
Discussion:
This paper is the companion paper to contribution S2-08xxxx that describes an alternative approach to the Emergency Call VCC when the Gm reference point is not available. This proposal makes use of the ICS enhanced MSC Server to send an updated location to the PSAP on domain transfer.

When using a MSC server not enhanced for ICS, then IMS to CS session transfers are only possible without supporting location update upon session transfer. This is achieved by not invoking emergency procedures at the MSC and sending the call directly to IMS. In this case, emergency priority will need to be indicated by another means. This is for further study.

Proposal:
Make the following changes and add new sections to TR 23.826
**** Begin Change 1 ****

6.1.4.x
Domain Transfer from IMS to CS – Alternative 3
Figure 6.1.4.x-1 provides an alternative flow for domain transfer of an emergency session from IMS towards the CS domain, when the Gm reference point is not available and when the UE is attached to a MSC server enhanced for ICS.
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Figure 6.1.4.x-1: VCC UE performing domain transfer from IMS to CS domain when Gm reference point is not available and with use of an ICS Enabled MSC (Alternative 3)

1.
The UE detects the necessary conditions and determines the need for domain transfer.

2.
The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up an emergency call in the CS domain.

3.
The MSC Server may initiate a procedure in the RAN to obtain an interim location estimate for the UE as defined and allowed in 3GPP TS 23.271.

4.
The MSC Server applies priority to the call and executes the emergency call procedures in the CS domain by sending a MAP Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. The MAP Subscriber Location Report carries the IMSI, MSISDN, IMEI, VMSC address, and serving cell identity or SAI for the UE. It also includes any interim location estimate obtained in step 3.

5.
Based on the received information, the GMLC creates a call context, stores the received location information and returns the MAP-SLR response to the VMSC.

6.
When the MSC Server receives the MAP-SLR response, it is still running the call context for the CS Emergency call. The MSC Server is configured to route the call towards an I-CSCF in the visited IMS network using an E-RUA PSI DN.
Steps 7-14 in Figure 6.1.4.x-1 are the same as steps 8-15 in Figure 6.1.4.2-1.
Figure 6.1.4.x-2 provides a similar flow to that of Figure 6.1.4.x-1 but uses an MSC Server not enhanced for ICS. 
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Figure 6.1.4.x-2: VCC UE performing domain transfer from IMS to CS domain when Gm reference point is not available and with use of a MSC not enhanced for ICS (Alternative 3)

1.
The UE detects the necessary conditions and determines the need for domain transfer.


2.
The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up a call in the CS domain using the E-RUA PSI DN.
Editor’s Note: It is FFS how this E-RUA PSI DN is configured on the UE.


3.
The MSC Server not enhanced for ICS is configured to route the call to an MGCF in the visited-IMS network.

4.
The MGCF initiates an INVITE towards an I-CSCF in the visited network by interworking the PSI DN to a PSI Tel-URI and setting it as the Request-URI. The INVITE contains the identity of the UE (e.g. MSISDN Tel-URI as P-Asserted-Identity).

5.
The I-CSCF may contact the HSS (not shown) to retrieve the E-RUA address associated with the PSI Tel-URI. Once the I-CSCF has obtained the address, it sends the INVITE to the E-RUA/DTF.

6.
The DTF identifies the anchored call/session from the user identity and then completes the establishment of the Access Leg via the CS domain.
NOTE 1: A new emergency session request received at the E-RUA/DTF while there’s already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.

Editor’s Note: In the case where the E-RUA receives a request for Domain Transfer and an existing emergency session is not already anchored, the request is treated as a new emergency call. This may occur when moving between geographical boundaries served by different E-RUAs. This may have an effect on the user experience (i.e. being connected to a new PSAP operator). If the request can be recognised as a request for domain transfer, the possibility arises to reject the request if an emergency session is not already anchored. In this case, the PSAP operator would resort to Call-Back. Further study of this issue is required.


7
The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location reference. 


8.
The E-CSCF sends a request to the LRF that is associated with the geographical region to retrieve routing information to route the request to the PSAP.


9.
Routing information (and optionally location information) is sent back to the E-CSCF.

10.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end). 

11.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 2: Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.

**** End Change 1 ****
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