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Impacts of corporate network access requirements on Rel-8 IMS architecture
Introduction

The NGCN functionalities are discussed from IMS architecture point of view (discussion part is the same as in previous SA2 meeting), proposals added to resolve requirements related to identity handling and roaming scenarios.
DISCUSSION

TISPAN introduces multiple scenarios for interactions between NGCN and IMS (or next generation (public) networks (NGN)). These cover three capabilities: virtual leased line, business trunking, and hosted enterprise services.

Session level Virtual leased line
In this use case NGN provides IP connectivity only. 3GPP TS 23.228 includes IMS Transit Functions that covers this capability, no architectural change needed for IMS.

There is no impact on IMS in case of IP VPN based virtual leased line

Business trunking
Besides transit capabilities between NGCNs, IMS provides break-in capabilities to NGCN and break-out capabilities from NGCN. A business trunking may also include hosting additional capabilities. Usually no corporate network terminal equipment is connected directly to the IMS. Business trunking includes subscription based and peering based scenarios, which are different from architecture point of view.

Subscription based scenario

In this case each site of the NGCN has a service subscription to the IMS, the private extensions behind the NGCN do not need their own service subscription, as they are owned and managed by the NGCN. The NGCN site is connected through the Gm interface and therefore shall behave like a UE. As a consequence, no architectural change is needed.

The NGCN site represents multiple users, the simple representation and registration of these users are already solved with the wildcarded IMPU concept.

Peering based scenario

In this case the NGCN operator has a service level agreement with the IMS operator. Services are provided to the private extensions behind the NGCN using the NGCN. The NGCN sites interface to the IMS as anther network using the Mm interface.

Note that none of the functional entities in this scenario has any functionality specific to the recognition of emergency calls (no P-CSCF involved). According to TISPAN requirement documents the identification of emergency calls is expected to be performed in the NGCN. However, delivering emergency calls could be part of configuration of private network specific routeing tables (those are anyway expected to route private network traffic in a manner different to public network traffic if necessary). Also, some enterprises may require alternative arrangements, e.g. to route some of emergency calls to a private PSAP (e.g. the company's special fire brigade).

Hosted enterprise services
For this scenario the IMS hosts originating and/or terminating business communication capabilities for business communication users. These users are directly attached to an NGN and have an IMS service subscription for this application in the IMS (IP-Centrex).
From architecture point of view this scenario does not introduce any new requirement compared to the subscription based business trunking scenario, the AS performing business communication services are connected using standard ISC interface.

Proposals
NGCN interconnect / modelling

Considering the topics proposed by CT1 for joint discussion, it seems that the interconnection point between the IMS and the NGCN can be Gm or Mm or Ici reference point depending on which scenario covers the service agreement between the NGCN operator and the IMS operator.

When attached via the Gm reference point, the NGCN is seen as a UE and will follow procedures as defined for a UE. When attached via Mm or Ici, the NGCN is seen as another network and will follow existing interconnection procedures.

It is assumed that there is no requirement to

· define new reference points to allow the attachment of an NGCN to IMS.

· model the NGCN as a new entity that can behave as a UE in some scenarios and as a network in others.

Thus no architectural change needed.

Identity handling

Requirements exist to include both the identity of the enterprise and the enterprise user.
The wildcarded public user identity concept is already introduced in 23.228. It expresses a set of identities, those may represent public telecommunication number and/or private network number of enterprise user. Assuming that the identity of the enterprise is defined as the default public user identity in the same implicit registration set (and with the same service profile / service treatment, i.e. being aliases), the existing identity handling procedures fulfil the identity related requirements: If the identity of the private network user is provided (belonging to the wildcarded public user identity set), the P-CSCF will assert the private network user identity, and the S-CSCF will assert the enterprise identity as the alias of the private network user identity. If the private network user identity is not provided in the originating request, then only the enterprise identity will be asserted.
No change needed in stage 2 specifications.
Trust domain

TISPAN requirements propose to extend trust domain to certain enterprise networks. Although it is not stated for which scenarios (business models) the trust domain extension should be applied.

The conclusion of discussion at SA2#66 was that depending on the scenarios the NGCN is considered either as another network or as an UE, If the NGCN is considered as another network (connected to NGN via Mm or Ici interface), then it can be part of the trust domain without any change in the architecture. However if the NGCN is considered as a UE, the extension requires major architectural change (new trusted entity must be defined with new interfaces), but does not provide any gain:

Providing the authenticated identity of the originating party is described in chapter 5.11.4.1 of TS 23.228. P-CSCF asserts the authenticated public user identity provided during registration procedure, either the identity preferred by the user or a default authenticated identity (also there is an option to reject the request). If the trust domain is extended, then the P-CSCF must check whether the request comes from a trusted entity (i.e. if asserting authenticated identity is allowed). Thus identity handling procedure is not improved, just a additional complexity introduced to P-CSCF procedures. From private network point of view the only difference is inserting a preferred identity or an authenticated identity.

It is proposed to not to extend the trust domain to private networks.

Roaming scenarios
It is proposed to not to include roaming scenarios in Rel-8, as those impose heavy functional requirements and does not seem to fit to Rel-8 timeframe. These are:

1.
An NGCN user should be able to register and receive service from their NGCN while roaming to:


another NGCN site of the same NGCN and interconnected by the IMS network; or


the IMS network to which the NGCN is directly connected; or


the IMS network to which the NGCN is indirectly connected via another IMS network.

2.
An IMS user should be able to register and receive service from their NGN while roaming to:


an NGCN connected to the IMS network; or


an NGCN indirectly connected to the IMS network

subject to agreement with the NGCN.
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