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Abstract of the contribution: This contribution proposes changes to TR 23.868 to change the IMS emergency architecture in such way that service execution in home network (S-CSCF) is possible.

Discussion
This P-CR implements part 1) from the proposal in S2-085677.
In TR 23.868 (in chapter 6.2 IMS Emergency Call Forwarding), where the emergency sessions are routed to the home IMS network, introduce the home S-CSCF between the P-CSCF and E-CSCF. S-CSCF then executes the iFC for the emergency sessions. Application Servers get an indication that this session is for emergency (service URN in the Request-URI), thus they may execute the service in different manner than for regular sessions.  Once the appropriate Application Servers have been contacted, the S-CSCF routes the session to the E-CSCF either in the home network, or in visited network.
Proposal
The following changes are proposed to TR 23.868.

*** begin change ***
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6.x
IMS Emergency Call Forwarding with S-CSCF
6.x.1
Objectives

IMS Emergency call forwarding with S-CSCF is an extension to the solution in Release 7 that has the same objectives and rationale as the extension described in clauses 6.1 and 6.2. It can be viewed as an improvement solution for these solutions. As in 6.1 and 6.2, the home P-CSCF should not reject the emergency session when the UE is roaming. But unlike in 6.1 and 6.2, instead of routing the emergency session to E-CSCF the P-CSCF forwards the session to home S-CSCF, which then executes the emergency service related iFC, and then forwards the session to E-CSCF, either in home or visited network (alternative IMS core). 

6.x.2
Architectural Details

The solution defined here extends the architecture defined in 3GPP TS 23.167 [2] as shown in the figure below.
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Figure 6.x.2-1 – IMS Emergency Call Forwarding Architecture

In figure 6.x.2-1, P-CSCF may belong to home or visited network, S-CSCF belongs to the Home IMS Core Network while E-CSCF and LRF may belong either to home network or the one supporting IMS emergency calls at the current location of the UE. 

6.x.3
Information Flows
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Figure 6.x.3-1: IMS Emergency Call Forwarding

1.
The UE has discovered the P-CSCF as defined in 3GPP TS 23.228 [x]. The P-CSCF may locate either in visited or home network. The UE has registered to the IMS as defined in 3GPP TS 23.228 [x]. The user initiates an emergency call.

2.
The UE determines its own location or location identifier or obtains location information from the IP-CAN.

3.
The UE sends an INVITE with an emergency indication to P-CSCF. The INVITE should contain any location information that the UE has.

4.
P-CSCF forwards the INVITE to S-CSCF in the home IMS network. The P-CSCF adds the address of the E-CSCF in the same network to the INVITE. 
5. S-CSCF executes the originating services for the user. The S-CSCF may take into an account the fact that the session is for emergency, and execute the services in different manner than for regular sessions. 
6. S-CSCF then determines the address of the E-CSCF. The S-CSCF uses the E-CSCF address added by the P-CSCF in step 4, if:



- the S-CSCF detects that the UE is not roaming or 



- the E-CSCF is not located in the home IMS core network.

Else the S-CSCF uses the location of the UE to determine the address of the E-CSCF (or the entry point to the alternative IMS core network where the E-CSCF is located). In case the S-CSCF is not able to determine the alternative IMS core network (e.g. the IP-CAN does not have an IMS core network), then the S-CSCF uses the E-CSCF from the home IMS core network.  
7.
E-CSCF may verify any location information from UE and may obtain additional location information (e.g. from an associated LRF). Based on this location information, 

7a.
The INVITE is sent to an MGCF/MGW,

8a.
The IAM is continued towards the emergency centre or PSAP, or

7b.
The INVITE is sent directly to the emergency centre or PSAP.

The emergency call establishment is completed. In case the E-CSCF is not able to determine the PSAP address, e.g. due to lack of location information, the E-CSCF rejects the emergency session request by sending 380 response with the request for the UE to perform an IMS Emergency registration.
6.x.4
Evaluation

This solution is similar to the solution in section 6.2, except here the S-CSCF is involved in the emergency session. This enables service execution for emergency sessions. In addition, the IMS Emergency registration is not mandated here, even if the UE is roaming, it may use the existing IMS registration for emergency sessions.  This speeds up the emergency session establishment. On the other hand, this solution is applicable also with the IMS Emergency registration; in case the home IMS core network is not able to find a proper E-CSCF in alternative IMS core network, and the home E-CSCF is not able to find the proper PSAP, then the emergency session attempt is rejected, and the UE performs an IMS Emergency registration. Also the emergency session attempt which uses the IMS Emergency registration is routed to the S-CSCF in the home network.

Regarding the selection of the alternative IMS core, in this solution the S-CSCF selects the proper E-CSCF (or an entry point to the network where the E-CSCF is located), thus the new E-CSCF - E-CSCF interface between the networks is not required. S-CSCF uses the regular interface to the visited E-CSCF via I-CSCF. 
As in section 6.2, the procedure defined here is applicable to a UE that has not recognized an emergency call since the forwarding can be transparent to the UE.

The procedure defined here may not be applicable internationally – e.g. in the case when the visited network does not have IMS core at all or IMS Core 1 and IMS Core 2 belong to 2 different countries – except if agreements exist. This may be due to regulatory constraints (e.g. on forwarding an emergency call to another country) and/or due to technical restrictions related to forwarding between SIP proxies in different countries. Forwarding of emergency calls may also not be possible due to (legal) liability uncertainties between the operators involved. The extent of this restriction and its possible resolution are FFS. 

In this solution the P-CSCF located in the home network shall not reject the emergency session when the UE is roaming. This same requirement applies also to solution in section 6.2. In addition, here the P-CSCF shall be able to add the address of the E-CSCF to the initial request, and route the emergency session to the S-CSCF in the home network.

The S-CSCF is enhanced to be able to execute services for emergency sessions. The S-CSCF may execute the service in different manner than for regular sessions, based on the explicit emergency indicator in the initial request.  In addition, the S-CSCF determines the address of the E-CSCF and routes the emergency session there. 
There is no impact to the E-CSCF.
Unauthorized callers would be handled per 23.167 and be routed from the P-CSCF directly to the E-CSCF.
 *** end new text ***
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