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Abstract of the contribution: Wildcard APN is supported in GERAN/UTRAN, but has this far not been discussed for LTE. This contribution discusses different alternatives for how to handle wildcard APN in Rel8.
1. Introduction

In GERAN/UTRAN access it has this far (up to Rel7) been possible to use wildcard ("*") instead of an APN string, both when sending APN from the UE, and when storing the APN in HSS. This is visible for example in 23.060 Annex A, and can be seen as mostly a stage 3 issue, but will have some impact also on stage 2. It is therefore proposed to discuss and agree on how wildcard APN is to be used in Rel8.
Potential wildcard APN usage for non-3GPP access is only briefly discussed.

2. Discussion

Existing UEs will continue to be used also towards S4-based SGSNs, and it is therefore proposed that wildcard APNs from the UE, will continue to be supported also in Rel8 in the same way as for pre-Rel8, in standalone GERAN/UTRAN PLMNs. If wildcard APNs are not supported at all, it will have a configuration impact, further discussed below.
There is however less need for wildcard APNs due to the Default APN, which is discussed below regarding the differences between a Default APN and a wildcard APN.

It is also assumed that a UE capable of accessing the PDN GW both over GERAN/UTRAN access and E-UTRAN access will have access to the same APNs over any access, to enable handover between accesses while keeping the PDN GW and the UE IP address(es).

2.1. Default APN vs wildcard APN

2.1.1. Default APN in 23.401

The Default APN is defined in 23.401:

Default APN: A Default APN is defined as the APN which is marked as default in the subscription data and used during the Attach procedure for PDN connection.

A UE in E-UTRAN access will then have a connection to the Default APN as long as it is attached, and the assumed usage is that operators will provide most services over this APN, with the added options to have some services (typically corporate access) provided over additional APNs.
This Default APN is not defined for GERAN or UTRAN access, but it can be assumed that a UE activating a PDP Context can provide an APN string like "default" to get access to the same APN as the Default APN in E-UTRAN access, thus providing access to the same APN over both GERAN, UTRAN and E-UTRAN access. But it could also be possible to let a wildcard APN from the UE mean the Default APN in HSS, also in case the UE has more than one APN in HSS.
2.1.2. Default APN in 23.060

It should be noted that there also exist a "Default APN" in 23.060, but with another meaning. This Default APN is an APN configured into an SGSN, and is used if the UE sends a wildcard APN, and the HSS contains only a wildcard APN. The usefulness of this Default APN can be considered limited, since it doesn't take roaming into consideration, and therefore always provides only visited services to a roaming UE.
2.1.3. Wildcard APN from UE in 23.060

A wildcard APN can be sent from the UE instead of sending an explicit APN. One usecase for this is when the UEs only have access to a one APN, where this single APN can be configured into HSS, and no configuration is needed in the UEs. The wildcard APN from a UE is however not usable if the UE needs to access different APNs, since only one APN can be configured into HSS, for SGSN to be able to select. There are however some additional selection possibilities if different IP versions are used, but for the full details please refer to Annex A in 23.060.
2.1.4. Wildcard APN in HSS in 23.060

A wildcard APN in HSS means today that the UE can have only the wildcard APN in HSS, and cannot have any other APNs (i.e. subscribed APNs) in HSS. The UE will then send the APN string, and can activate towards more than one APN, using the same wildcard APN context in HSS. The advantage is that the operator does not have to add the APNs that the UE may access into HSS, especially for common services like internet access. APNs used for corporate access are however assumed to usually be configured into HSS also in Rel8.
This may for example be useful if the operator have different APNs for services like MMS, WAP and Internet access, which doesn't require explicit subscription but are included in some kind of base package.
2.2. Configuration aspects

There are potential configuration impacts for operators if wildcard APNs for GERAN/UTRAN access are removed, but for a UE supporting also E-UTRAN it is anyway assumed that a new subscription is needed, with some new Rel-8 parameters.
The possibility to send a wildcard APN from the UE seems to be possible to cover by letting a Rel8 UE send a "Default APN" string instead, with no configuration impact. An SGSN however still need to handle that a pre-Rel8 UE sends a wildcard APN. The usage of the string Default APN from the UE will provide increased functionality, since it is possible for the UE to have more than the Default APN in HSS.
If an operator is using wildcard APN in HSS, and let the UE send the actual APN, this will not be compatible to E-UTRAN access since a Default APN in HSS is required. So configuration change in HSS seems to be needed for such an operator anyway.
If an operator is using wildcard APN in HSS, upgrades to Rel8 but do not provide E-UTRAN access, it will require configuration changes in HSS by the operator if wildcard APNs in HSS are removed, since the actual APNs to be used by the UE then has to be added to HSS. 
2.3. Rel8 options

2.3.1. Wildcard APN from UE

A Rel8 SGSN must accept wildcard APNs from pre-Rel8 UEs for backwards compatibility, unless all UE are provided with new configuration when the operator upgrades the network to Rel8.
A Rel8 UE can use Default APN towards a Rel8 SGSN or MME, and wildcard APN from UE do not seem to add any value.

A Rel8 UE accessing a pre-Rel8 SGSN need to either use the wildcard APN, or can use the actual APN in the case where there is only one APN in HSS. Since a Rel8 UE anyway need new configuration data, it seems feasible to avoid the usage of wildcard APNs from a Rel8 UE.
If on the other hand wildcard APN sent from the UE in Rel8 is wanted, it can be supported. For GERAN and UTRAN access it should work as today, and in E-UTRAN access it will then apply to the Default APN in HSS.
2.3.2. Wildcard APN in HSS
For an operator providing only GERAN/UTRAN access, already using wildcard APNs in HSS, it may be useful to continue having this possibility. The alternative is to add the explicit APNs to be used by the UE into HSS. 
For E-UTRAN access it gets somewhat more complex, since a UE always will have at least one Default APN in HSS. The following options are found:
- Alt 1: No wildcard APN in HSS. Any APN that the UE may send must always be configured into HSS. If operators will use the Default APN for most services this seems like the simplest approach.
- Alt 2: Wildcard APN in HSS. The logic would then be that the UE gets the Default APN in Attach. If the UE later sends an APN that is not configured into HSS, but the UE has a wildcard APN context in HSS, this APN is allowed. If the UE doesn't have a wildcard APN in HSS, any APN sent form the UE must have a corresponding APN in HSS. This is usable if the operators generally want to supply APNs in addition to the Default APN and corporate APNs, without having to configure them into HSS.
2.4. Potential impacts on 23.060, 23.401 and 23.402
If wildcard APNs are supported, it means that parameters like APN-AMBR that are specified per APN must be detailed how it applies to a wildcard APN.
In addition, it means that HSS must be able to store allocated PDN GW identities and APNs also for APNs not provisioned in the subscription data, to support non-3GPP handovers. 
Support for wildcard APN may also be needed in non-3GPP access.
3. Conclusion
Continued support of wildcard APNs from the UE and in HSS in Rel8 provides full backwards compatibility, with the cost of some extra complexity. The usefulness of wildcards APNs in Rel8 depends on how operators are using APNs today, and how they want to use them in the future.

Wildcard APNs from the UE seems feasible to remove from Rel8, without much impact. On the other hand the complexity to support it also seems limited.
Wildcard APNs in HSS require some more logic to cover the E-UTRAN access, and is partly covered by the introduction of Default APNs, and could for such reasons be removed. On the other hand, if it is used by operators today, and if operators plan to upgrade to Rel8 without adding E-UTRAN acesss, it may be wanted to keep the wildcard APNs in HSS. 
It is proposed to discuss and agree on whether wildcard APNs are to be supported or not for Rel8, and for what accesses, and to document this in an appropriate way.
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